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Date: 25th September 2024	

TO:	The Police and Crime Commissioner, Chief Constable and Members of the Joint Audit Committee (Ms K Curran, Mr D Macgregor, Mr Farhan Shakoor & Ms Julie James) 

Copy to:	Ms N Davies, Chief Finance Officer
ACPO and Senior Officers/Staff 
		Representatives from TIAA and Audit Wales Audit
		

Dear Sir/Madam,

A meeting of the Joint Audit Committee will be held on Wednesday 2nd October 2024 at 10.30am via Microsoft Teams for the transaction of the business on the attached agenda. Members of the Press and Public may attend this meeting.  
To participate through the medium of Welsh, Members of the Public are required to provide at least 7 days’ notice to guarantee such provision as notified on our website.  Should we receive late notification we will do our best to provide this service but cannot guarantee.
Yours faithfully
[image: ]
Mrs Carys F Morgans
Chief Executive 

Encl.


A G  E  N  D  A
1. Apologies for absence 
2. Declarations of interest
3. To confirm the minutes of the meeting held on the 31st July  2024 


4. Review of actions – 31st July 2024
5. Joint Audit Committee Work Plan (Business Manager)


6. [bookmark: _Hlk113543023]To receive an update from the Audit Governance Group meeting held on the 25th September 2024 to include the Annual Summary Report on the timeliness of audit reports (Head of Finance) 



7. To consider the actions of the Corporate Governance Group meeting held on the 1st October 2024 (Director of Finance)
Verbal Update
Matters for Scrutiny
8. To consider the following reports of the internal auditors: (Internal Auditor)
[bookmark: _Hlk98148499]
a. To consider the Summary Internal controls Assurance (SICA) Report 2023/24


b. To consider the Compliance Review of Fleet Management – Fuel Usage


c. To consider the Assurance Review of Crime Recording


d. To consider the Assurance Review of Risk Management



e. To Consider the Final Internal Audit Annual Report 


f. To consider the Internal Audit Plan 2024/2025


[bookmark: _Hlk95830877]
9. Progress Report on Pensions Investigative Work  (Director of Finance)



10.  To consider an update on the Corporate Governance Framework (Chief Executive Officer)
Verbal Update

11.  CIPFA Management Checklist – Actions Update Report


[bookmark: _MON_1788780985]
 
12. Annual Treasury Management Outturn Report 2023/24 (Chief Finance Officer)








[bookmark: _Hlk95839142]Break 10mins

The information contained in the report below has been subjected to the requirements of the Freedom of Information Act 2000, Data Protection Act 2018 and UK General Data Protection Regulation and the Office of the Police and Crime Commissioner for Dyfed-Powys’ public interest test and is deemed to be exempt for publication under section 13 of Schedule 12A Local Government Act 1972.

13. HMICFRS Update (Inspector – HMIC Inspections)

14. ICT Report in response to Audit Member Questions – ( Senior Manager - Governance and Change)

15. Update on Information Management and the Information Commissioner’s Office Action Plan – (Information Manager)

16. Update on Fraud Activity (D/I Sian Davies Professional Standards)
Verbal Update

17. Update on Members ICT and Access to Papers (Business Manager)
Verbal Update

18. Update on Members Induction Programme (Business Manager)

19. Members Updates including matters from All Wales Joint Audit Committee Training – 15 minutes
20. Any other business
Date of next meeting: 
6th November – Statement of Accounts Seminar 10am- 1.00pm
27th November – Finance Seminar 10am-12pm
27th November – 12.30pm – 1.30pm JAC Meeting to sign off Statement of Accounts
5th December – 2.00pm – Formal JAC Meeting, in person for those able to attend
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Meeting: Joint Audit Committee

Venue: Teams

Date:  24th July

10.30am – 1.00pm



		Members:

		Ms Kate Curran (KC) Chairperson

Mr Farhan Shakoor (FS)

Ms Julie James (JJ)





		JAC Attendees

		Dr Richard Lewis, Chief Constable (CC)

Ms Carys Morgans, Chief Executive Officer (CEO)

Mr Edwin Harries, Director of Finance (DoF)

Ms Nicola Davies, T-Chief Finance Officer (T-CFO) (ND)

Mr Jason Blewitt, Audit Wales (JB)

Ms Anneesa Ali, Audit Wales (AS)

Ms Fiona Roe, TIAA (FR)

Mr Jonathon Maddock, TIAA (JM)

Ms Gaynor Maddox, Head of Programmes and Change (GM)

Ms Michelle Reynolds, T-Head of Finance (MR)

Mr Neil Evans, Business Manager OPCC (NE)

Ms Linda Williams, Director of People Organisation and Development (LW)

Mr Andrew Rees, Senior Facilities Manager (AR)



Ms Caroline Wheeler, Observer (CW)







		Apologies

		Dafydd Llywelyn, Police and Crime Commissioner

Ms Louise Harries, T-Supt Head of Service Improvement Unit
Ms Beverley Peatling, Chief Finance Officer

David Macgregor, Committee Member





		Declarations of Interest:

		None











		ACTION SUMMARY FROM MEETING ON 14th March 2024



		Action No

		Action Summary

		To be progressed by

		 Progress



		A53

		That the planning and assurance cycle is included on the agenda of the next JAC meeting.

		T-Supt Louise Harries

		In Progress – this report will be considered at the Statement of Accounts Seminar due to be held in October.



		A57

		That information is brought back to the Committee in relation to the pensions issue in 6 months to identify progress of the investigative work undertaken to identify how many individuals may be affected by the issue of different pension bands.

		DOF

		In progress – this report will be presented to the meeting to be held in September 2024



		A65

		That a draft revised Corporate Governance Framework be presented to the Committee at the meeting to be held in July.

		CEO

		In progress – this will be included on the agenda for the July meeting.



		ACTION SUMMARY FROM MEETING ON 5th June 2024



		A11

		That consideration is given to developing impact driven business continuity plans and a meeting is set up between GM and FS to discuss.

		NE

		In Progress – a meeting will be arranged for the first week of August.







1. To confirm the minutes of the meeting held on the 5th June 2024 

The minutes of the meeting held on the 5th June were accepted as a true record by the Committee. 



2. Review of Outstanding Actions 

The Committee discussed the following actions from previous meetings:-

A55 – In relation to this action about the Estates Statutory Compliance, Members received an in depth presentation that highlighted the current levels of compliance.

Action A 13: That the presentation provided at the meeting in relation to Action 55 about the Estates Statutory compliance is circulated to Members of the Committee.

A65 – A decision has been taken by the Commissioner to undertake a more comprehensive review of the governance arrangements within the OPCC. Draft proposals  were shared with Chief Officers at an away day and the principles which were outlined have been agreed.  Once the detail of the governance arrangements have been finalised and implemented the Corporate Governance Framework will be rewritten and presented to the  Committee. The proposals will be shared with members of the Committee outside of the meeting to seek their views on the proposed arrangements. 

A11 – Meeting between FS and GM has been arranged for the 15th of August.







3. Joint Audit Committee Work Plan 

NE advised the Committee that within the current work plan there is an item relating to an external quality of assessment of internal audit. Following discussions with JM it was confirmed that this assessment takes place every 5 years. FR advised that whist an external assessment takes place there is an opportunity for the Committee to undertake a self-assessment of internal audit arrangements to provide added assurance. The Chair noted that a new contract had recently commenced and it would be prudent to allow the contract to embed prior to undertaking a self-assessment.



Action A14: That the Committee undertake a self assessment of the Internal Audit process undertaken by TIAA in 12-18 months’ time.



Action A15: That the Committee is provided with the External Assessment of Internal Audit that was undertaken in 2022 to provide assistance.



4. To receive a verbal update from the Audit Governance Group Meeting held 

on the 17th June 2024 

MR provided an update from the Audit Governance Meeting held on the 17th June 2024. MR advised that the main focus of the meeting was the HR Flexible working compliance audit and noted that this was on the agenda for this meeting.

The Group has considered the Internal Audit annual plan for 2023/2024. The report identified there are currently 15 outstanding recommendations but all are within timescales for implementation. Following a request from DM with regards to collaborative audits and it’s been agreed that the Heads of Finance from all Welsh forces will meet monthly to discuss progress and the next meeting will be held on the 5th of August.



ACTION A16: That the report considered by the Audit Governance Group in relation to the progress against the Internal Audit annual plan is circulated to the Committee and included on future agendas. 



5. To consider the actions of the Corporate Governance Group meeting held on 24th June 2024 (Director of Finance)

The Committee considered the actions of the Corporate Governance Group that met on the 24th of June and were advised that there were discussions around the annual governance statement, business continuity and HR Policy Updates. CM confirmed there were very detailed discussions at the forum and a number of amendments were made to the Annual Governance Statement as a consequence of those discussions. CM thanked GM for the work undertaken in relation to this. 





6. To consider the following reports of the internal auditors: 

a. To consider the Summary Internal Controls Assurance (SICA) Report 2023/24



The Committee considered the Summary Internal Controls Assurance report. JM advised that TIAA have become a Certified C Corporation. JM advised that progress against the 2023/24 plan was complete. The Committee were advised that good progress is being made in relation to the timings of reviews part of the 2024/25 plan and this has been facilitated by regular meetings between MR and JM. 



b. To consider the Collaborative Review of the Data Protection Act (2023/24)



The committee considered the Collaborative Review of the Data Protection Act and JM advised that Dyfed Powys had received reasonable assurance. KC raised concerns regarding the detail of the report as the Committee is aware that there are issues within this area and had hoped to receive more assurance on those issues. FS also felt there were additional issues that could lead to non-compliance including no Record of Processing Activity undertaken, no updated Information risk register and no Violation Management procedures which could result in legal and reputational consequences. FS continued that there was further concern in relation to the recommendations within the report that they were not as high level as they should be. FR noted the Committees concerns suggested that TIAA reconsider the report in line with the issues raised by the Committee and present an updated version to the next meeting. 



Action A17 – That TIAA review the outcomes contained within that collaborative review of Data Protection Act to understand the rationale behind the outcomes and that a revised report is presented to the next Committee meeting.



Action A18 – That the Audit Governance Group establishes and maintains a role to ensure that any controls identified via internal audit reviews are adhered to and implemented.



c. To consider the Collaborative Review of Telematics (2023/24)



The Committee considered the report on the Collaborative Review of Telematics and were advised that the review had concluded with reasonable assurance for Dyfed-Powys. A priority two recommendation was assigned in relation to the amount of trips undertaken where the data had not been recorded for the journey. The Committee was advised that there were recommendations outstanding from the previous review in 2022/2023 which was due to an issue with the recording system and there was low confidence in the data that was being provided.

JM advised that a recommendation from the review was that Dyfed-Powys and North Wales Police implement the process undertaken by Gwent and South Wales Police in relation to data. A discussion ensued in relation to future monitoring and analysis arrangements.

JJ asked whether the actions contained within the report had been actioned by 6th May 2024. EH Confirmed that the actions have been undertaken and are complete. EH advised that when Telematics was bought there was insufficient resource to monitor the data it generates, but there is now a specific officer in place within Fleet Management that is responsible for analysing data. 

KC noted that it had been agreed that a report will be brought back to the January meeting. 



Action A19 – That the Joint Audit Committee review progress of implementing the recommendations contained within the collaborative review of Telematics in January 2025.



d. To consider the Assurance Review of HR Management – Flexitime Compliance



The Committee considered the report on the assurance review of HR Management – Flexitime compliance which had limited assurance. 

JM highlighted key points from the review. The first was in relation to those staff who have exceeded the maximum amount of hours they can carry over at the end of the period and how managers have sanctioned this without providing a clear rationale. It was advised that the policy should be clearer on what can be carried forward.

The second point was also in relation to the system and specifically individuals debit balances. There were individuals who were carrying debit balances over and above the allowed level. It was noted that there was a need to investigate why individuals were in a debit balance as the cases considered as part of the review showed that an individual was on the wrong rota.

A further point was raised in relation to a sample of records that were checked as part of the review which showed booking errors. It was further noted that the current policy is not clear on the processes in relation to debits and credits.

SC advised the members that at the time of the review there were 595 staff across the organisation who were part of the flexi time scheme. There are a number of recommendations and actions that have already actioned and the review of the flexitime policy will be completed by the end of August. It had previously been put on hold pending the outcome of the internal audit. SC advised that the scrutiny and oversight of flexitime compliance is now included as an agenda item on the Overtime Working Group chaired by the Assistant Chief Constable. 

Members noted concerns around the whether the policy has been misused to allow staff to have extra leave as an exception, and  whether there is a risk in relation to health and wellbeing with staff in being allowed to build too many hours. A discussion ensued in relation to the consistency of implementation across the organisation and whether there were issues of fairness. . 

KC asked whether there is an opportunity for HR to monitor and oversee the areas of the flexitime policy. SC advised that this comes down to a capacity issue in terms of auditing 595 staff on a monthly basis. LW agreed with this and acknowledged there is a need to trust line managers to manage their teams properly.

CM noted the revision of the Flexitime Policy and enquired whether there would be any internal communications with staff advising them of the policy so as to provide clarity across the organisation. SC advised that brief communications were circulated following the audit as a reminder of the current policy. GM advised the Committee that communications in relation to policies have improved with the introduction of a monthly newsletter that is uploaded on the intranet to advise staff and officers of the latest policies that have been updated.







e. To consider the Assurance Review of Governance (ROCU, Go Safe and All Wales) (2023/24)



The Committee considered the Assurance Review of Governance in relation to Go Safe, All Wales and ROCU that received substantial assurance. 



f. To consider the 2023/24 Internal Audit Annual Report



The Committee considered the 2023/24 Internal Audit Annual Report. JM advised members of the summary of the overall outcomes of the reviews carried out in 2023/2024 there were 12 substantial assurance, 12 reasonable assurance and 2 limited assurance. The highest number of recommendations sit around compliance which is where it is expected to be and is consistent with other organisations. 





g. To consider the Assurance review of Firearms Licensing (2024/25)



The Committee considered the Assurance review of Firearms Licensing. JM advised that the assurance level was substantial. 



FS raised concerns where it mentioned the appeal rights for individuals were not provided or weren’t stated to them. This raises concerns to possible non-compliance in terms of people’s right to appeal. RL confirmed there is a right of appeal process in place and confirmed a number of people do appeal and a record is kept. EH advised that it may be that the person didn’t exercise their right to appeal but would need to check the detail. 



JJ raised a point in relation to a comment in the report about an officer leaving or retiring and highlighted the importance of capturing corporate memory.



7. 2023/2024 Annual Governance Statement

The members considered the 2023/2024 Annual Governance Statement. Members noted the review was a comprehensive and informative summary of arrangements in place to promote good governance.





8. To consider the CIPFA Financial Management Checklist

The Committee considered the CIPFA Financial Management Checklist. ND provided a summary of some of the work  being undertaken in relation to governance  and advised that Supt Louise Harris would give a detailed presentation in the October meeting around the Planning and Assurance Cycle which is being implemented. This joined up approach will assist  in identifying any potential themes or trends coming out of  reports such as HMICFRS reports and Internal Audit reports which will be used in developing polices, strategies or plans such as the Medium Term Financial Plan. 



KC noted that there is an opportunity going forward for the Committee to receive more information in relation to value for money and to receive assurances that the organisation are achieving value for money not only from a cash perspective but also from a social value perspective. There is an All Wales Audit Committee training day in September and value for money is on the agenda and maybe something that the Committee can explore following the training.



Following consideration of the report the Committee requested that they receive an update report in six months time on the progress being made in implementing the actions contained with the CIPFA Financial Management checklist.



Action A20 – That the Joint Audit Committee receives an update report in six months time on the progress of implementing the actions contained within the CIPFA Financial Management Checklist.





9.  Audit Enquiries To Those Charged With Governance.

Members considered the letter from Audit Wales in relation to audit enquiries to those charged with governance. The Committee was advised that this is a return that is completed for Audit Wales to give assurance as part of the audit process that arrangements are in place to deal with the areas contained within the report. JB added that this is a standard letter Audit Wales send out each year to cover the areas as per the auditing standards for Audit Wales assurance purposes.







10. Force Review Update 

The Committee Considered the Force Review and had no queries.

 

11. Human Resources Update

The Committee considered the Human Resources Update report that had been requested at a previous meeting. Members were advised that the report contained information on two specific issues. Issue one was in relation to the HR responses to audit reviews and the second was an update on HR policies. SC advised that in relation to the first issue there have been occasions when HR have been made aware of an audit at short notice and the availability of officers had an impact on the review. Secondly there have been issues in understanding the scope of the review and the timeliness of receiving the scope.



ND confirmed there had been changes to the 2024/25 audit plan that have been agreed by the Audit Governance Group and the arrangements for all 2024/25 audits including timings and scopes will be circulated to department heads prior to the audit. 



LW suggested that she is happy to attend the Audit Governance Group meetings going forward to ensure full HR engagement and support planning. 



The second issue within the report was a HR Policy Update as requested by Members previously. Members considered the information contained within the report that identified a number of policies  require updating.











12. To consider Force Corporate Risk Register 



The Committee considered the Force Corporate Risk Register. GM provided an update regarding the ongoing changes and work happening around the Risk Register. The Committee asked  why the Information Commissioner’s Office enforcement notice is not logged on the Corporate Risk register as it is a statutory and legally enforceable notice on the organisation. GM advised this is on the departmental risk register for information management. JJ advised that the risk needs to be visible and is satisfied if it is included on the departmental risk register.





13.  To consider OPCC Risk Register

NE provided an update on the OPCC Risk Register and confirmed 2 risks had been removed. One was the risk in relation to the business support arrangements, that has been removed as there is now a full team employed. The second risk that has been removed is in relation to PCSO funding and has been removed due to the fact it’s now an issue being managed internally by the Force as the funding has been cut. There has been one risk added to the register in relation to funding from the Ministry of Justice as there has been no indication whether funding will continue post March 2025, this could result in a shortfall of £1.4 Million.



14.  MOPI Risk and FOI Business Area Report 

The Committee considered a report in relation to the Management of Police Information (MOPI) Risk and wider Freedom of Information (FOI) Business area. GM advised MOPI risk was taken off the risk register as issues developed and it was decided to draw a line under it and raise it as a risk in the future if any further issues occurred. 

The Committee was advised that an improvement plan had been developed in 2018 but similar issues had arisen more recently that have resulted in the enforcement notice from the Information Commissioner’s Office and the requirement for a new improvement plan.  GM advised that contact had been made with North Wales Police who receive a similar amount of FOI requests but have a higher compliance rate. It is hoped that this will facilitate the sharing of best practice.

The Chair shared comments from DM and the request that a further update is provided in relation the progress being made against the action plan be presented to a future meeting.



Action 22 – The Committee receive a further update in relation to Information Management and the Information Commissioner’s Office action plan at the next meeting.









15.  General Update on Information Management 

The Committee considered a report that provided a general update on Information Management. In relation to Data Breaches members were advised that there had been a slight increase on last year with 66 breaches so far for 2024.



Members were advised that there is an action plan in place following the ICO enforcement notice which has been published in line with legislation. Members noted that there is an expectation for 90% compliance in responding to FOI’s within statutory timescales but the current performance is around the 63% mark, this is partly down to the backlog which impacts on the figures. There are also issues with Subject Access requests due to staff being moved to deal with FOI requests but there is now a plan in place for the Chief Inspector that’s been reviewing the FOI processes to now review the data protection processes to try and streamline the process.



Members noted that there had been improvements within the figures and were pleased with this and will continue to monitor this in the future.



16.  ICT Report in response to Audit Member Questions 

KC proposed to move the ICT Report to the next meeting due to insufficient time to consider.



Action A23 – That due to insufficient time to consider the ICT report in response to Audit Member questions be included on the agenda for the next meeting.



17.  Update on Fraud Activity 

NE provided a brief update in relation to individuals pursuing ancillary business interests without informing the Force. The Committee requested that a briefing be presented to the next meeting. 



Action A24 – That members receive a briefing at the next meeting in relation to the current fraud activity being undertaken.



18. Verbal Update on Members ICT and Access to Papers 

NE provided an update that he met with representatives from the ICT department and investigations have commenced to understand if it is possible to provide guest access to Members to allow them to use specific teams channels and associated papers. If the model is achievable and workable then JAC members will be asked to test it.



19. Members Updates – 15 Minutes

There were no Members Updates to note.

20. Any other business

FR mentioned that TIAA will be releasing a webinar on whistleblowing that will be shared with members. 

JJ made a request for an induction programme for new members as herself and DM haven’t received one and it would be beneficial to provide an overview of the Police Force and the Police and Crime Commissioner. It was further suggested that key information such as abbreviations and acronyms be included.

Action A25 – That consideration is given in include a review of the Whistleblowing policy and procedures in the Internal Audit Plan 2025/26.

Action A26 – That the TIAA Webinar in relation to Whistleblowing is circulated to members.

Action A27 – That an induction programme is established for the new members to include visits to relevant departments and provision of key information such as abbreviations and acronyms.

Date of next meeting: 2nd October 2024

		

		ACTION SUMMARY FROM MEETING ON (31st July 2024)



		Action No 

		Action Summary

		To be progressed by

		 Progress



		A13

		That the presentation provided at the meeting in relation to Action 55 about the Estates Statutory compliance is circulated to Members of the Committee

		NE

		Complete – Presentation circulated to Members on 31st   July.



		A14

		That the Committee undertake a self-assessment of the Internal Audit process undertaken by TIAA in 12-18 months’ time.

		CFO

		In Progress – a self assessment of the internal audit process will be undertaken and reported back to the Committee during 2025/2026



		A15

		That the Committee is provided with the External Assessment of Internal Audit that was undertaken in 2022 to provide assurance.

		FR

		Complete – Information circulated to Members on 12th September



		A16

		That the report considered by the Audit Governance Group in relation to the progress against the Internal Audit annual plan is circulated to the Committee and included on future agendas.

		NE

		Complete – Presentation circulated to Members on 31st  July.



		A17

		That TIAA review the outcomes contained within the Collaborative review of the Data Protection Act to understand the rationale behind the outcomes and a revised report is presented to the next Committee meeting.

		FR

		In Progress – the report will be included on the agenda for the next meeting.



		A18

		That the Audit Governance Group establishes and maintains a role to ensure that any controls identified via internal audit reviews are adhered to and implemented.

		CFO/CEO

		In Progress – Terms of Reference to be reviewed at the September meeting



		A19

		That the Joint Audit Committee review progress of  implementing the recommendations contained within the Collaborative review of Telematics in January 2025.

		JAC

		In Progress -  this will be included on the Joint Audit Committee meeting in January 2025.



		A20

		That the Joint Audit Committee receives an update report in six months time on the progress of implementing the actions contained within the CIPFA Financial Management Checklist.

		CFO

		In Progress – this will be included on the Joint Audit Committee meeting in January 2025.



		A21

		That the Committee receive a further update in relation to Information Management and the Information Commissioner’s Office action plan at the next meeting

		DJ

		Complete – this is included on the agenda of this meeting.



		A22

		That due to insufficient time to consider the ICT report in response to Audit Member questions be included on the agenda for the next meeting

		NE

		In Progress – the report will be included on the agenda for the next meeting.



		A23

		That Members receive a briefing at the next meeting in relation to the current fraud activity being undertaken.

		HD

		In Progress – the report will be included on the agenda for the next meeting.



		A24

		That consideration is given to include a review of the Whistleblowing policy and procedures in the Internal Audit Annual Plan 2025/26

		Audit Governance Group

		In Progress – This will be considered by the Audit Governance Group



		A25

		That the TIAA Webinar in relation to Whistleblowing is circulated to Members. 

		FR

		Complete – Information circulated to Members on 12th September



		A26

		That an induction programme is established for the new Members to include visits to relevant departments and provision of key information such as abbreviations and acronyms.

		CEO/NE

		In Progress – the report will be included on the agenda for the next meeting.
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JAC%20Workplan%2024-25.xlsx
Sheet1

		JAC Terms of Reference		JAC Duty Discharge		March 		June		July 		September		December		January 

		Review Corporate Govervance Issues and Consider the Corporate Governance Framework		Consider the Corporate Governance Framework		Y								Y

				Annual Governance Statement - Review Prior to approval by PCC and CC						Y

				Annual Governance Statement - Consider the Annual Evaluation of AGS						Y

				Updates from Corporate Governance Board		Y		Y		Y		Y		Y		Y

				Updates from Audit Governance Board		Y		Y		Y		Y		Y		Y



		Monitor the effective development and Operation of Risk Management		Consider Risk management Policy on a Cyclical Basis		Y

				Consider Risk registers		Y				Y				Y		Y



		Consider reports on the effectiveness of internal controls and monitor the implementation of agreed actions		Internal Audit reports		Y		Y		Y		Y		Y		Y

				Summary Internal Controls Assurance (SICA) Report		Y		Y		Y		Y		Y		Y

				Internal Audit - External Quality Assessment (PSIAS Review) Considered on a 5 year basis once an assessment has been undertaken						Y

				Joint Audit Committee to undertake a self assessment of internal audit processes 								Y 2025

				Annual Summary report of timeliness of audit reports								Y

				Progress of implementing Recommendations of Telematics Review												Y 2025



		Consider reports on the financial effectiveness of financial  management arrangements		Consider the Mid Term Financial Plan, Reserves and Capital Strategy		Y

				Consider Treasury Management Strategy		Y

				Mid Year Treasury Management Reporting								Y

				Consider CIPFA Financial Management Checklist Plus update on Actions						Y						Y



		Review the Assessment of Fraud risks and Potential Harm		Consider Fraud and Anti-Corruption Policy								Y

				Receive Reports on Fraud		Y		Y		Y		Y		Y		Y



		Review Annual Statement of Accounts specifically to consider whether appropriate accounting policies have been followed		Statement of Accounts Timeline		Y

				Finance Seminar to consider draft statement- at appropriate time

				Consider and recommend approval of Statement of Accounts								Y

				Consider the Letters of representation of PCC and CC								Y



		Consider the external auditor reports to the PCC and CC on issues arising from the Audit of Accounts		ISA620 Report								Y

				Annual Audit Report								Y

				Final Accounts Memorandum								Y

				Value for Money Checklist will be considered with the Statement of Accounts Seminar						Y



		Consider the External Auditors annual letter, relevant reports and the report to those charged with governance		Audit enquiries to those charged with governance						Y

				Audit Wales fees consultation						Y

				Consider other relevant correspondence		Y		Y		Y		Y		Y		Y



		Consider the Risk based internal audit plan		Consider and approve the annual internal audit plan		Y



		Terms of Reference		Agree JAC Terms of Reference		Y



		Annual Report		Produce an Annual Report including a conclusion on compliance with CIPFA Statement						Y



		HMICFRS Update		Provide the Committee with an update on HMICFRS Activity that the Force has been involved in and progress against recommendations made in the PEEL inspections		Y						Y



		Data Breaches		Provide the Committee with an update on any Data Breaches		Y						Y



		Member Updates		Provide the Committee with an update on other meetings attended as part of their role		Y		Y		Y		Y		Y		Y



		Business Continuity Plans		To consider the Business Continuity Plans and associated policies										Y



		Governance and Assurance arrangements for significant partnerships or collaborations		Ad hoc reporting - needs to be considered with GM - Area of Internal Audit Review.

		Members Requests		Update report in Estates Statutory Compliance testing								Y

				Update report on the investigations undertaken in relation to Pensions highlighted in the SOA								Y

		Please note that the above are indicative timeframes and may change depending on the preperation of accounts and statutory audits 
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Audit Governance Group



2024/25

Updated 17th September 2024



1
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2


Audit Plan – 2024/25
















		Index		Type		Title		Planned quarter		Status		Assurance		Days Assigned		Business Lead		From		To

		1		Governance		Police and Crime Plan		3		Audit Pending		 		6		Claire Bryand		17/12/2024		20/12/2024

		2		Governance		Strategic Planning, FMS and Data		4		Audit Pending		 		10		T/Supt Louise Harries		13/1/25, 17/1/25, 20/1/25		21/01/2025

		3		Risk		Risk Management – Mitigating Controls		1		Audit Pending		 		5		Dionne Collins		09/09/2024		13/09/2024

		4		Risk		Risk Management – Embedding/Assurance Framework		1		Complete		Reasonable		8		Gaynor Maddox / Dionne Collins		29/07/2024		01/08/2024

		5		ICT		Cyber-Security		3		Audit Pending		 		8		Mark Hall		24/09/2024		TBC

		6		ICT		ICT Change Management		2		Audit Pending		 		10		Mark Hall		24/09/2024		TBC

		7		Finance		Budgetary Control		3		Audit Pending		 		8		Michelle Reynolds		21/10/2024		25/10/2024

		8		Finance		Pensions		4		Audit Pending		 		5		Tony Williams		03/02/2025		05/02/2025

		9		Finance		General Ledger		3		Audit Pending		 		5		Michelle Reynolds / Owain Jones		16/09/2024		18/09/2024

		10		Finance		Treasury Management		3		Audit Pending		 		5		Emily Griffiths		25/09/2024		27/09/2024

		11		Collaborative		Sustainability (Lead Force Gwent)		2		Audit Pending		 		6		Steve Bergiers		16/12/24, 17/12/24, 06/01/25		07/01/2025

		12		Operational Performance and Infrastructure		Fleet Management – Fuel Usage		1		Complete		Substantial		5		Gareth Parry		15/07/2024		17/07/2024

		13		Collaborative		Health and Safety (Lead Force - North Wales Police)		2		Audit Pending		 		6		Steve Bergiers		01/07/2024		03/07/2024

		14		Operational Performance and Infrastructure		Crime Recording		2		Awaiting Management  Comments		Reasonable		6		Tanya Davies / Jessica Jones		29/07/2024		05/08/2024
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Audit Plan – 2024/25

3

		Index		Type		Title		Planned quarter		Status		Assurance		Days Assigned		Business Lead		From		To

		15		Operational Performance and Infrastructure		Vetting		1		Audit Pending		 		6		Marianne Phillips / Gavin Lemon		17/12/2024		30/12/2024

		16		Operational Performance and Infrastructure		Firearms Licensing		2		Complete		Substantial		5		Adrian Phillips		17/06/2024		20/06/2024

		17		Workforce		HR Management – Wellbeing Strategy		2		Audit Pending		 		6		Kathryn Evans & Steve Cadenne		05/11/2024		07/11/2024

		18		Workforce		HR Management – Leadership Skills		3		Audit Pending		 		6		Temp Chief Insp. Dawn Fencott-Price / DS. Dale Scriven		20/11/2024		23/11/2024

		19		Collaborative		Payroll (Lead Force Dyfed-Powys)		3		Audit Pending		 		5		Danielle Rotberg		18/11/2024		20/11/2024

		20		Collaborative		Uniform Stores (Lead Force Gwent)		2		Audit Pending		 		6		Owain Jones		19/08/2024		22/08/2024

		21		Collaborative		ISO Accreditation (Lead Force South Wales Police)		3		Date Pending		 		6		TBC		TBC		TBC

		22		Collaborative		Connect Teams Channels (Lead Force - Gwent)		4		Cancelled		 		6		-		N/A		N/A

		23		Follow Up		Interim Follow Up		2		Follow Up		 		3		Michelle Reynolds		10/09/2024		13/09/2024

		24		Follow Up		Follow Up (Year End)		4		Follow Up		 		4		Michelle Reynolds		17/02/2025		19/02/2025

		25		Management and Planning		Contingency		-		Audit Planning		 		2		Michelle Reynolds		-		-

		26		Management and Planning		Liaison with Audit Wales		-		Audit Planning		 		2		Michelle Reynolds		-		-

		27		Management and Planning		Annual Planning		-		Audit Planning		 		2		Michelle Reynolds		-		-

		28		Management and Planning		Annual Report		-		Audit Planning		 		2		Michelle Reynolds		-		-

		29		Management and Planning		Audit Management		-		Audit Planning		 		16		Michelle Reynolds		-		-
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Audit Plan 2024/25 – Current Status
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		Audit status - Sept 24 (2024-25)		Number of audits

		Complete		3

		Awaiting Final		0

		Cancelled		1

		Awaiting Management  Comments		1

		Awaiting Draft		0

		Audit Pending		16

		Date Pending		1

		Audit Planning/Follow ups		7

		Total		29

				

				

				

				

		Assurance - outcome		Number of audits

		Substantial		2

		Reasonable		2

		Limited		0

		Audits		4

		Awaiting audit outcome		17

		N/A - cancelled audit		1

		Audit Planning/Follow ups		7

		Total		29







5

15 Open Recommendations









Since the last reporting period, 2 have been implemented/closed and a further 16 recommendations have been added to the existing 13.  Out of the 29 open recommendations, 10 are within original due date and 19 within revised implementation dates.
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Open Recommendations











Mar-23	Oct-23	Jan-24	Feb-24	Jun-24	Sep-24	22	31	30	43	26	38	21	21	7	3	15	13	29	







Summary of Open Recommendations
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There is one remaining open recommendations relating to priority 1 (urgent) – relating to the flexitime policy.  There are four recommendations overdue by  6+ months. Comments and revised implementation dates have been provided by management – see open recommendation report provided separately.  Sufficient explanations have been given around delays and assurance has been given that progress is being made.  Should further information be required on any of the open recommendations, we can invite the relevant managers to future group meetings.

		Internal Audits		Priority		 		 		 		 		Months Past Due Date						 		 		 		 		 		 		Evidence Required

		Audit Area		1		2		3		Total				0		1		2		3		4		5		6_12		12+				Priority 1 & 2

		 		 		 		 		 				 		 		 		 		 		 		 		 				 

		Service Improvement Unit		-		3		1		4				-		-		1		-		-		3		-		-				3

		Criminal Justice & Custody		-		2		2		4				2		1		-		1		-		-		-		-				2

		Corporate Communications		-		1		-		1				-		1		-		-		-		-		-		-				1

		HR		1		7		1		9				3		1		3		-		-		-		1		1				8

		ICT		-		1		2		3				-		-		1		-		-		-		1		1				1

		Professional Standards		-		-		8		8				8		-		-		-		-		-		-		-				-

		 		1		14		14		29		 		13		3		5		1		0		3		2		2		 		15







Highlights since the last report
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		1		2023-24 audits all complete and final report received.

				

		2		Scoping of APMs - plan to review a sample of 6 a year (Chief Exec and CFO OPCC and Head of Finance) 1 each twice yearly

				Template/Proforma to be created by Chief Exec for APM review to be consistent and measurable

				Random sample - meet with budget leads and report back findings to Audit Governance Group

				

		3		Managing the management comments internally prior to returning to Tiaa.  All management comments to be approved by DoF/CFO 

				Development opportunity - look at tasks function on teams channel to facilitate this process internally.

				

		4		Met with Insp Richard Janas, Service Improvement Unit - sharing information on audit recommendations to reduce duplication and improve reporting in strategic meetings

				on audit and HMIC recommendations.  As part of the PAC (Planning and Assurance Cycle)

				

		5		Monthly meetings taking place between audit leads for all Welsh Forces (17th June and 5th August and 2nd September)

				Data being collated and reported for all Welsh Forces

				Tiaa will be invited to attend the second part of the monthly collaborative meetings

				

		6		Will be reported on timeliness of audits for 2024-25 onwards.  KPIs - at each Audit Governance/Corporate Governance/JAC

				Tiaa - please could you add the exit meeting date to the final report

				

		7		Regular contact between DPP and Tiaa taking place

				2024-25 APMs being received in a timelier manner

				

		8		One audit has been cancelled for 2024-25 via JAG meeting - Collaborative Connect Teams Channel.

				Rationale for cancelling - the programme isn’t sufficiently implemented for an audit to be meaningful.  It may be considered for 25-26 audit plan 

				Consideration/feedback for other areas of the business could use the audit days







2023/24 Timeliness of audits (KPIs)
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		Audit		Planned Quarter		Comments		Exit meeting		Draft report issued		No of days                (from exit meeting to draft report being issued)		Management comments submitted		No of days                (from draft report being issued to management comments being submitted)		Final report issued		No of days                (from management comments being submitted to final report being issued)

		Collaborative – Pan Wales		 		 		 		 		 		 		 		 		 

		Data Protection Act 		2		Lead Force - Gwent Police		28/05/2024		31/05/2024		3		18/07/2024		34		18/07/2024		0

		Creditors		2		Lead Force - Dyfed-Powys		12/10/2023		04/01/2024		60		22/01/2024		12		22/01/2024		0

		Risk Management		3		Lead Force – Gwent Police		23/10/2023		30/10/2023		5		24/11/2023		19		15/12/2023		15

		Property Subject to Charge (Evidential Property) 		3		Lead Force – South Wales Police		15/03/2024		26/03/2024		7		13/05/2024		34		14/05/2024		1

		Payroll		3		Lead Force – North Wales Police  		No date provided on report		12/01/2024		 		31/01/2024		13		01/02/2024		1

		Counter-Fraud (Anti-Fraud Procurement) 		3		Lead Force – North Wales Police		22/03/2024		26/03/2024		2		22/04/2024		19		08/05/2024		12

		Debtors		3		Lead Force – Dyfed-Powys Police 		20/12/2023		18/01/2024		21		07/02/2024		14		08/02/2024		1

		Telematics		4		Lead Force – South Wales Police 		22/03/2024		27/03/2024		3		19/06/2024		60		19/06/2024		0

		Average days - Collaborative - Pan Wales		 		 		 		 		14		 		26		 		4

												 				 				 

		Dyfed-Powys Only		 		 		 		 		 		 		 		 		 

		Collaboration - Governance (ROCU, Go Safe and All Wales)		1		 		No date provided on report		18/06/2024		 		19/07/2024		23		22/07/2024		1

		Annual Governance Statement		1		 		11/07/2023		24/07/2023		9		22/09/2023		44		27/09/2023		3

		DCCU (Renamed DFU)		1		 		11/04/2024		08/05/2024		19		15/05/2024		5		15/05/2024		0

		HR Management – Grievance Reporting and Management (Deferred from 2022/23)		1		 		02/08/2023		22/08/2023		14		26/09/2023		25		27/09/2023		1

		Community Engagement		2		Moved to Q3 at request of Management		13/02/2024		27/02/2024		10		11/03/2024		9		11/03/2024		0

		Performance Management		2		 		12/01/2024		12/01/2024		0		05/02/2024		16		05/02/2024		0

		Estate Management – Governance		2		Moved to Q3 to coincide with Estate Management – Planned and Preventative Maintenance		23/10/2023		31/10/2023		6		15/01/2024		54		16/01/2024		1

		Interim Follow Up		2		 		N/A		09/10/2023		-		24/10/2023		11		31/10/2023		5

		Welsh Language Compliance		2		 		09/10/2023		17/10/2023		6		30/10/2023		9		31/10/2023		1

		HR Management – Absence Management		2		Moved to Q3		10/01/2024		18/01/2024		6		21/02/2024		24		26/02/2024		3

		Counter Fraud – External Exposure		3		 		20/03/2024		24/04/2024		25		29/04/2024		3		30/04/2024		1

		ICT Infrastructure		3		 		No date provided on report		24/10/2023		 		23/01/2024		65		24/01/2024		1

		Leases		3		 		15/12/2023		19/01/2024		25		24/01/2024		3		24/01/2024		0

		Goleudy – Victim Care		3		Cancelled by Management 		-		-		-		-		-		-		-







2023/24 Timeliness of audits (KPIs)
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		Audit		Planned Quarter		Comments		Exit meeting		Draft report issued		No of days                (from exit meeting to draft report being issued)		Management comments submitted		No of days                (from draft report being issued to management comments being submitted)		Final report issued		No of days                (from management comments being submitted to final report being issued)

		Business Continuity		3		 		05/01/2024		12/01/2024		5		24/01/2024		8		24/01/2024		0

		Estate Management – Planned and Preventative Maintenance		3		 		18/10/2023		01/11/2023		10		07/02/2024		70		21/02/2024		10

		HR Management – Flexi-time Compliance		3		Moved to Q4 at the request of Management		24/04/2024		22/05/2024		20		19/07/2024		42		22/07/2024		1

		ICT Disaster Recovery		4		 		16/01/2024		18/01/2024		2		24/01/2024		4		24/01/2024		0

		Commissioners Grants		4		Deferred to end of Q4 as agreed January date was moved by management		15/04/2024		24/04/2024		7		30/04/2024		4		01/05/2024		1

		HR Management – Occupational Health		4		 		06/03/2024		05/04/2024		22		16/04/2024		7		24/04/2024		6

		Year-end Follow Up		4		 		N/A		02/05/2024		-		23/05/2024		15		23/05/2024		0

		Liaison with Audit Wales Management		01-Apr		 		-		-		-		-		-		-		-

		Annual Planning		1		 		-		-		-		-		-		-		-

		Annual Report		4		 		-		-		-		-		-		-		-

		Audit Management		01-Apr		 		-		-		-		-		-		-		-

		Average days - Dyfed Powys Police		 		 		 		 		12		 		22		 		2



		 		Tiaa		DPP		Tiaa

		Summarised:		Average No of days                (from exit meeting to draft report being issued)		Average No of days                (from draft report being issued to management comments being submitted)		Average No of days                (from management comments being submitted to final report being issued)

		Collaborative – Pan Wales		14		26		4

		Dyfed-Powys Police		12		22		2

		 						 

		 						 

		KPIs		10		10 (TBC)		10







2024/25 Completed audits (Timeliness - KPI)
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Highlights
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Slides from Collaborative pack (August 2024)
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Sheet3


			Count of Month			Column Labels


			Row Labels			Planning			To be arranged			9. December			7. October			3. June			6. September			5. August			8. November			10. January			4. July			12. March			11. February			Grand Total


			Annual Governance Statement															1																								1


			Annual Planning			1																																				1


			Annual Report			1																																				1


			Audit Management			1																																				1


			Business Continuity									1																														1


			Collaboration - Governance (ROCU, Go Safe and All Wales)																		1																					1


			Commissioner’s Grants																											1												1


			Community Engagement									1																														1


			Counter Fraud – External Exposure (Deferred from (2022/23)						1																																	1


			Counter Fraud (Anti-Fraud Procurement (Lead Force: North Wales)																											1												1


			Creditors (Lead Force: Dyfed-Powys)																		1																					1


			Data Protection Act (Lead Force – Gwent)																								1															1


			DCCU																								1															1


			Debtors (Lead force – Dyfed-Powys)												1																											1


			Estate Management – Governance												1																											1


			Estate Management – Planned and Preventative Maintenance												1																											1


			Follow Up Year End			1																																				1


			Goleudy – Victim Care																											1												1


			HR Management – Absence and Management												1																											1


			HR Management – Flexi-time Compliance																								1															1


			HR Management – Grievance Reporting and Management (Deferred from 2022/23)																														1									1


			HR Management – Wellbeing/ Occupational Health																																	1						1


			ICT Disaster Recovery									1																														1


			ICT Infrastructure (Deferred from 2022/23)																					1																		1


			Interim Follow Up			1																																				1


			Leases									1																														1


			Liaison with Audit Wales			1																																				1


			Payroll (Lead Force: North Wales)																								1															1


			Performance Management												1																											1


			Property Subject to Charge (Evidential Property)  (Lead force – South Wales)																																	1						1


			Risk Management (Lead Force: Gwent)																		1																					1


			Telematics  (Lead force – South Wales)																																				1			1


			Welsh Language Compliance																		1																					1


			Grand Total			6			1			4			5			1			4			1			4			3			1			2			1			33
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			Control																																										Dates																											Invoicing


			Index			Type			Title			Staus Code			Status			Planning notes			Outcome			Cat 1 - Urgent			Cat 2 - Important			Cat 3			Days Assigned			Auditor			Business Lead			Month			From			To			APM Sent			Draft			Sent to Business lead			Date sent to Ed/ Bev			Date returned to TIAA / Collab lead


			1			Governance			Police and Crime Plan			0			Date Pending																		6


			2			Governance			Strategic Planning, FMS and Data			0			Date Pending																		10


			3			Risk			Risk Management – Mitigating Controls (Collaborative in 2022/23 and 2023/24)			0			Date Pending																		5


			4			Risk			Risk Management – Embedding/Assurance Framework			0			Date Pending			Provisional audit dates subject to confirmation from the Business lead. Dates not convenient with Dionne. Email sent to Jonathan in TIAA 09/05/24 asking for other dates.															8						Gaynor Maddox / Dionne Collins						15th - 18th July 2024


			5			ICT			Cyber-Security			0			Date Pending																		8


			6			ICT			ICT Change Management			0			Date Pending																		10


			7			Finance			Budgetary Control (Collaborative in 2021/22)			0			Date Pending																		8


			8			Finance			Pensions (Collaborative in 2021/22)			0			Date Pending																		5


			9			Finance			General Ledger (Collaborative in 2021/22)			0			Date Pending																		5


			10			Finance			Treasury Management (Collaborative in 2021/22)			0			Date Pending																		5


			11			Collaborative			Sustainability (Lead Force Gwent)			0			Date Pending																		6


			12			Operational Performance and Infrastructure			Fleet Management – Fuel Usage			0			Date Pending			Provisional audit dates subject to confirmation from the Business lead. Dates not convenient with Gareth Parry. Email sent to Jonathan at TIAA 21/05/24 for some alternative dates															5			Guy Roberts			Gareth Parry						3rd - 5th July 2024						5/8/24


			13			Operational Performance and Infrastructure			Health and Safety (Lead Force - North Wales Police)			0			Date Pending			Email sent to Steve Bergiers on 20/05/24 asking if the dates are convenient with him.Dates not convenient with Steve Bergiers. Email sent to Anne in NWP asking for alternative dates.															6												9th - 12th July 2024


			14			Operational Performance and Infrastructure			Crime Recording			0			Date Pending																		6


			15			Operational Performance and Infrastructure			Vetting			0			Date Pending			Provisional audit dates subject to confirmation from the Business lead															6			Dani Biro			Marianne Phillips						22nd - 25th July 2024						5/9/24


			16			Operational Performance and Infrastructure			Firearms Licensing			2			Audit Pending			Confirmation received from Rachel Amphlett on 17/05/24 stating that the dates were convenient. TIAA informed. 															5			Rhysian Morgan			Adrian Phillips						17th - 20th June 2024						5/8/24


			17			Workforce			HR Management – Wellbeing Strategy			0			Date Pending																		6


			18			Workforce			HR Management – Leadership Skills			0			Date Pending																		6


			19			Collaborative			Payroll (Lead Force Dyfed-Powys)			0			Date Pending																		5


			20			Collaborative			Uniform Stores (Lead Force Gwent)			0			Date Pending																		6


			21			Collaborative			ISO Accreditation (Lead Force South Wales Police)			0			Date Pending																		6


			22			Collaborative			Connect Teans Channels (Lead Force - Gwent)																								6


			23			Follow Up			Interim Follow Up						Date Pending																		3


			24			Follow Up			Follow Up (Year End)						Date Pending																		4


			25			Management and Planning			Contingency						Date Pending																		2


			26			Management and Planning			Liaison with Audit Wales						Date Pending																		2


			27			Management and Planning			Annual Planning						Date Pending																		2


			28			Management and Planning			Annual Report						Date Pending																		2


			29			Management and Planning			Audit Management						Date Pending																		16


			29


			30


			31


			32


			33


			34


			35


			35
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pivot


			Index			Type			Title			Staus Code			Status									Row Labels			Count of Staus Code


			1			Governance			Police and Crime Plan			0			Date Pending									Audit Pending			8						Row Labels			Count of Index


			2			Governance			Strategic Planning, FMS and Data			0			Date Pending									Awaiting Final			2						Audit Pending			3


			3			Risk			Risk Management – Mitigating Controls (Collaborative in 2022/23 and 2023/24)			0			Date Pending									In Progress			2						Complete			9


			4			Risk			Risk Management – Embedding/Assurance Framework			0			Date Pending									Complete			14						Awaiting Final			1


			5			ICT			Cyber-Security			0			Date Pending									Awaiting Draft			1						In Progress			1


			6			ICT			ICT Change Management			0			Date Pending									Cancelled			1						Cancelled			1


			7			Finance			Budgetary Control (Collaborative in 2021/22)			0			Date Pending									Audit Planning			4						Awaiting confirmation of dates			1


			8			Finance			Pensions (Collaborative in 2021/22)			0			Date Pending									Awaiting confirmation of dates			1						Grand Total			16


			9			Finance			General Ledger (Collaborative in 2021/22)			0			Date Pending									Grand Total			33


			10			Finance			Treasury Management (Collaborative in 2021/22)			0			Date Pending															Aug			Nov			Feb			Mar


			11			Collaborative			Sustainability (Lead Force Gwent)			0			Date Pending									Status			January						4			10			11


			12			Operational Performance and Infrastructure			Fleet Management – Fuel Usage			0			Date Pending									Complete			14									2			4


			13			Operational Performance and Infrastructure			Health and Safety (Lead Force - North Wales Police)			0			Date Pending									Awaiting Final			2						2						1


			14			Operational Performance and Infrastructure			Crime Recording			0			Date Pending									Audit Planning			4			3			1


			15			Operational Performance and Infrastructure			Vetting			0			Date Pending									Audit Pending			8			2			4			3


			16			Operational Performance and Infrastructure			Firearms Licensing			2			Audit Pending									Awaiting Draft			1												1


			17			Workforce			HR Management – Wellbeing Strategy			0			Date Pending									In progress			2			10			5			5			2


			18			Workforce			HR Management – Leadership Skills			0			Date Pending									Cancelled - to be reallocated			1			8			7			2			2


			19			Collaborative			Payroll (Lead Force Dyfed-Powys)			0			Date Pending									Awaiting confirmation of dates			1


			20			Collaborative			Uniform Stores (Lead Force Gwent)			0			Date Pending									Total Audits			33			23			23			22			21


			21			Collaborative			ISO Accreditation (Lead Force South Wales Police)			0			Date Pending									Collaborative Data Quality (Lead Force:  Gwent)


			23			Follow Up			Interim Follow Up			0			Date Pending									Counter Fraud – External Exposure


			24			Follow Up			Follow Up (Year End)			0			Date Pending									ICT Infrastructure


			25			Management and Planning			Contingency			0			Date Pending


			26			Management and Planning			Liaison with Audit Wales			0			Date Pending


			27			Management and Planning			Annual Planning			0			Date Pending


			28			Management and Planning			Annual Report			0			Date Pending


			29			Management and Planning			Audit Management			0			Date Pending


			29			0			0			0			0


			30			0			0			0			0


			31			0			0			0			0


			32			0			0			0			0


			35			0			0			0			0


			0			0			0			0			0








T1


												Substantial						0


												Reasonable						0


												Limited						0															New





									Section			Title			Status			Outcome						Aug															Manual Status									Status			Outcome			Dates


									1			Collaborative Capital Programme (Lead Force: North Wales)			Date Pending			0			New																		Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Complete			0						Complete


									2			Collaborative Counter Fraud Procurement (Lead Force: South Wales) 			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Await Final			0						Await Final


									3			Collaborative Creditors (Lead Force: Dyfed-Powys)			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Await Collab			0						Await Collab												Date Pending


									4			Collaborative Data Quality (Lead Force:  Gwent)			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Await Man Com			0						Awaiting Management  Comments												Awaiting Draft


									5			Collaborative Expenses (Lead Force: Gwent)			ERROR:#REF!			0																					ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Await Draft			0						Awaiting Draft


									6			Collaborative Fixed Assets (Lead Force: Dyfed-Powys)			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			In prog			0						In prog												Awaiting Management  Comments


									7			Collaborative Fleet Management – Repairs and Maintenance (Lead Force: South Wales)			Date Pending			0			New																		Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Dates set			0						Audit Pending


									8			Collaborative Fleet Management Strategy (Lead Force: South Wales)			Date Pending			0			New																		Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A						0						Need APM


									9			Collaborative HR – Use of OLEEO (Lead Force: North Wales)			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			Need Date			0						Date Pending


									10			Collaborative Payroll (Lead Force: Dyfed-Powys)			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A						0


									11			Collaborative Risk Management (Lead Force: North Wales)			ERROR:#REF!			0																					ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									12			Complaint Handling (OPCC)			ERROR:#REF!			0			New																		ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


																														


									Section			Title			Status			Outcome												ERROR:#N/A


									13			Counter Fraud – External Exposure			ERROR:#REF!			0																					ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									14			DCCU			ERROR:#REF!			0																					ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									15			Estate Management – Planned and Preventative Maintenance			ERROR:#REF!			0									New												ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									16			HR Management – Grievance Reporting and Management			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									17			HR Management – Recruitment and Training			Date Pending			0									New												Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									18			ICT Infrastructure			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									19			Neighbourhoods – Divisional Visits (2) Evidential Property			Date Pending			0			New																		Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									20			Operational Equipment			ERROR:#REF!			0									New												ERROR:#REF!									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									21			Overtime and Additional Allowances			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									22			Performance Framework for Police and Crime Plan			Date Pending			0																					Date Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


									23			Security of Seized Proceeds of Crime (Cash and Assets)			Audit Pending			0			New																		Audit Pending									ERROR:#N/A			ERROR:#N/A			ERROR:#N/A			ERROR:#N/A


																														








									Collaborative Capital Programme (Lead Force: North Wales)











									Complaint Handling (OPCC)


									Estate Management – Planned and Preventative Maintenance


									HR Management – Recruitment and Training





									Operational Equipment


									Security of Seized Proceeds of Crime (Cash and Assets)























Timeline





															Scheduled															Booked												Pending


									Internal Audit Planning


												Apr												May															Jun												Jul												Aug															Sep												Oct															Nov												Dec												Jan															Feb												Mar												Apr


												4			11			18			25			2			9			16			23			30			6			13			20			27			4			11			18			25			1			8			15			22			29			5			12			19			26			3			10			17			24			31			7			14			21			28			5			12			19			26			2			9			16			23			30			6			13			20			27			6			13			20			27			3			10





									Commence IA Year


									Consultation with business leads (current year)


									Review Risk Registers


									Review outcomes of prior year


									Force wide invitation to participate (future year)


									All Wales meeting - collaborative audits


									Provisonal plan to AGG


									Share provisional plan with service leads


									Propose provisional plan to JAC


									All Wales finalisation


									Propose final plan to JAC																																																																																																																																																																																							Auto


						1			Collaborative Capital Programme (Lead Force: North Wales)																																																																																																																																																																																							01/01/1904


						2			Collaborative Counter Fraud Procurement (Lead Force: South Wales) 																																																																																																																																																																																							01/01/1904


						3			Collaborative Creditors (Lead Force: Dyfed-Powys)																																																																																																																																																																																							01/01/1904


						4			Collaborative Data Quality (Lead Force:  Gwent)																																																																																																																																																																																							15th - 18th July 2024


						5			Collaborative Expenses (Lead Force: Gwent)																																																																																																																																																																																							ERROR:#REF!


						6			Collaborative Fixed Assets (Lead Force: Dyfed-Powys)																																																																																																																																																																																							01/01/1904


						7			Collaborative Fleet Management – Repairs and Maintenance (Lead Force: South Wales)																																																																																																																																																																																							01/01/1904


						8			Collaborative Fleet Management Strategy (Lead Force: South Wales)																																																																																																																																																																																							01/01/1904


						9			Collaborative HR – Use of OLEEO (Lead Force: North Wales)																																																																																																																																																																																							01/01/1904


						10			Collaborative Payroll (Lead Force: Dyfed-Powys)																																																																																																																																																																																							01/01/1904


						11			Collaborative Risk Management (Lead Force: North Wales)																																																																																																																																																																																							ERROR:#REF!


						12			Complaint Handling (OPCC)																																																																																																																																																																																							ERROR:#REF!


						13			Counter Fraud – External Exposure																																																																																																																																																																																							ERROR:#REF!


						14			DCCU																																																																																																																																																																																							ERROR:#REF!


						15			Estate Management – Planned and Preventative Maintenance																																																																																																																																																																																							ERROR:#REF!


						16			HR Management – Grievance Reporting and Management																																																																																																																																																																																							01/01/1904


						17			HR Management – Recruitment and Training																																																																																																																																																																																							01/01/1904


						18			ICT Infrastructure																																																																																																																																																																																							3rd - 5th July 2024


						19			Neighbourhoods – Divisional Visits (2) Evidential Property																																																																																																																																																																																							9th - 12th July 2024


						20			Operational Equipment																																																																																																																																																																																							ERROR:#REF!


						21			Overtime and Additional Allowances																																																																																																																																																																																							01/01/1904


						22			Performance Framework for Police and Crime Plan																																																																																																																																																																																							22nd - 25th July 2024


						23			Security of Seized Proceeds of Crime (Cash and Assets)																																																																																																																																																																																							17th - 20th June 2024


						24			Follow Up																																																																																																																																																																																							01/01/1904

































































RiskRegister





						Criteria





						Any line of service that has one or more of


						a. A limited or no assurance outcome in the current year


						b. An open priority 1 recommendation in any year


						c. Any open recommendation more than 3 months overdue implementation











						Quarterly Evaluation			Line of Service			Limited			P1 			3 months





						05/01/22




















































































































Invoices


			TT			Updated			TransNo			Period			Budhold			Busunit			Budsec			CostCentre			Accmap			Account			Account(T)			Ap/Ar ID			Ap/Ar ID(T)			Text			FTE			Amount


			OP			4/30/20 13:15			1077070			202001			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			540.00			1,080			4/2/20			Follow up Q4


			OP			4/30/20 13:15			1077071			202001			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,800.00			3,600			4/23/20			Strategic planning FMS


			OP			5/12/20 13:36			1077289			202002			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			360.00			720			4/30/20			Annual Planning


			OP			6/15/20 16:49			1077852			202003			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00			2,160			6/11/20			Counter fraud  ext


			OP			7/23/20 13:28			1078680			202004			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			360.00			720			7/16/20			Annual Report


			OP			8/4/20 12:42			1078936			202005			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			3,960.00			2,160			7/30/20			Capital prog


																																																			2,160			7/30/20			Counter fraud int


																																																			2,160			7/30/20			Driver retrain


																																																			1,440			7/30/20			manahgement and planning 1


			OP			8/18/20 13:07			1079196			202005			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			540.00			1,080						Vetting


			OP			9/8/20 13:24			1079485			202006			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,260.00			2,520						HR


			OP			9/29/20 13:06			1079914			202006			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			2,520.00			3,600			9/24/20			Neighbourhoods									13320


																																																			1,440			9/24/20			manahgement and planning 2


			OP			10/6/20 13:30			1080086			202007			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00			2,160			10/1/20			Payroll


			OP			10/27/20 13:12			1080559			202007			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			2,340.00			2,160			10/22/20			Fixed assets


																																																			2,520			10/22/20			Risk management


			OP			11/3/20 13:17			1080760			202008			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00			2,160			11/19/20			Fleet


			OP			11/24/20 13:03			1081335			202008			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00			2,160						Pensions


			OP			12/14/20 11:50			1081604			202009			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,620.00			1,080						Interim follow up


																																																			2,160						H&S


			OP			12/23/20 13:25			1081869			202009			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			900.00			1,800			12/17/20			Debtors


			OP			1/5/21 13:20			1081932			202010			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			2,160.00			2,880						Estate management


																																																			1,440						management planning 3


			OP			1/12/21 13:26			1082141			202010			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,170.00			2,340			1/7/21			Budgets


			OP			1/26/21 13:22			1082487			202010			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			810.00			1,620			1/21/21			Procurement


			OP			2/4/21 13:30			1082610			202011			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,260.00			2,520			1/28/21			RMS


			OP			2/9/21 13:41			1082835			202011			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00			2,160			2/4/21			Creditors


			OP			3/11/21 13:16			1083391			202012			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00			2,160			3/4/21			Pembrey dogs


			OP			3/29/21 14:32			1084056			202012			2A1			121			A1AO			AOSN			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,440.00			1,440						management planning 4


																																																			1,440						Community Engagement





																																																			59,040





			OP			4/30/20 13:15			1077070			202001			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			540.00


			OP			4/30/20 13:15			1077071			202001			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,800.00


			OP			5/12/20 13:36			1077289			202002			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			360.00


			OP			6/15/20 16:49			1077852			202003			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00


			OP			7/23/20 13:28			1078680			202004			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			360.00


			OP			8/4/20 12:42			1078936			202005			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			3,960.00


			OP			8/18/20 13:07			1079196			202005			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			540.00


			OP			9/8/20 13:24			1079485			202006			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,260.00


			OP			9/29/20 13:06			1079914			202006			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			2,520.00


			OP			10/6/20 13:30			1080086			202007			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00


			OP			10/27/20 13:12			1080559			202007			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			2,340.00


			OP			11/3/20 13:17			1080760			202008			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00


			OP			11/24/20 13:03			1081335			202008			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00


			OP			12/14/20 11:50			1081604			202009			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,620.00


			OP			12/23/20 13:25			1081869			202009			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			900.00


			OP			1/5/21 13:20			1081932			202010			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			2,160.00


			OP			1/12/21 13:26			1082141			202010			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,170.00


			OP			1/26/21 13:22			1082487			202010			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			810.00


			OP			2/4/21 13:30			1082610			202011			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,260.00


			OP			2/9/21 13:41			1082835			202011			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00


			OP			3/11/21 13:16			1083391			202012			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,080.00


			OP			3/29/21 14:32			1084056			202012			1P1			101			P1PM			PMPB			R120			780			Internal Audit Fee			11681			TIAA LTD						0			1,440.00





																																																5,310.00


																																																(6,660.00)


																																										28,800.00


																																																28,170.00








LEADFORCE


												Alida.Smith@gwent.police.uk;Anne.Matthews@northwales.police.uk;amy.davies@south-wales.police.uk





												Subject: Fixed Asset Collaborative reviews


												Dyfed-Powys – 18th - 20th July 2022


												South Wales – 25th - 27th July 2022			Not july


												Gwent – 28th July – 1st August 2022


												North Wales – 8th - 10th August 2022			Nothing until Oct








												Subject: Payroll - Collaborative Review


												North Wales – 19th – 21st September 2022


												South Wales – 26th – 28th September 2022			TIAA accepted change


												Gwent – 5th – 7th October 2022			Confirmed						Huw Trainor, Payroll & Pensions Manager  Huw.Trainor@northwales.police.uk


												Dyfed-Powys – 10th -  12th October 2022			Confirmed						Required at opening/exit meetings: Huw Trainor and Paula Kelly, SSF Manager  Paula.Kelly@northwales.police.uk








												Subject: Creditors  - Collaborative 


												South Wales – 5th - 7th September 2022			Confirmed


												Gwent – 8th, 11th and 12th September 2022			Confirmed


												North Wales – 13th - 15th September 2022


												Dyfed-Powys – 16th, 19th and  20th September 2022			Confirmed
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Open Recommendations





Base	
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Open Recommendations





Mar-23	Oct-23	Jan-24	Feb-24	Jun-24	Sep-24	22	31	30	43	26	38	21	21	7	3	15	13	29	














Status


												Status Flow			Next Action


									0			Date Pending			Arrange Date


									1			Awaiting APM			Obtain APM


									1A			Awaiting confirmation of dates			Arrange Date


									2			Audit Pending			Perform audit


									3			Awaiting Draft			Get draft document


									5			Awaiting Management  Comments			Get comments


									6			Awaiting EdBev			Get QA comments


									7			Awaiting Final			Get Final report


									8			Complete			Mark as			Substantial


									9			In Progress


									98			Deferred


									99			Cancelled						Reasonable


									10			Audit Planning						Limited























Annual Plan


									Title			Suggested Lead


									Collaborative Capital Programme (Lead Force: North Wales)			Michelle Reynolds; Ian Williams															Michelle Reynolds; Ian Williams


									Collaborative Counter Fraud Procurement (Lead Force: South Wales) 			Faye Ryan; Dawn Walters															Faye Ryan; Dawn Walters


									Collaborative Creditors (Lead Force: Dyfed-Powys)			Dawn Walters


									Collaborative Data Quality (Lead Force:  Gwent)			TBC															TBC


									Collaborative Expenses (Lead Force: Gwent)			Dawn Walters


									Collaborative Fixed Assets (Lead Force: Dyfed-Powys)			Emily Griffiths; Michelle Reynolds															Emily Griffiths


									Collaborative Fleet Management – Repairs and Maintenance (Lead Force: South Wales)			Martin Marks


									Collaborative Fleet Management Strategy (Lead Force: South Wales)			Martin Marks															Martin Marks


									Collaborative HR – Use of OLEEO (Lead Force: North Wales)			Linda Williams															Linda Williams


									Collaborative Payroll (Lead Force: Dyfed-Powys)			Dawn Walters


									Collaborative Risk Management (Lead Force: North Wales)			Daisy Mildenhall; Gaynor Maddox															Daisy Mildenhall; Gaynor Maddox


									Complaint Handling (OPCC)			Carys Morgans															Carys Morgans


									Counter Fraud – External Exposure			TBC


									DCCU			Dorian Griffiths															Dorian Griffiths


									Estate Management – Planned and Preventative Maintenance			Heddwyn Thomas															Heddwyn Thomas


									HR Management – Grievance Reporting and Management			Linda Williams


									HR Management – Recruitment and Training			Karyn Howells; Simon Tudor															Karyn Howells; Simon Tudor


									ICT Infrastructure			Marc Jones; Mark Hall; Steve Havard															Marc Jones; Mark Hall; Steve Havard


									Neighbourhoods – Divisional Visits (2) Evidential Property			Lynne Davies															Lynne Davies


									Operational Equipment			Clark Jones-John															Clark Jones-John


									Overtime and Additional Allowances			Ian Williams; Dawn Walters


									Performance Framework for Police and Crime Plan			Claire Bryant; Andrew Edwards															Claire Bryant; Andrew Edwards


									Security of Seized Proceeds of Crime (Cash and Assets)			Lyndsey Williams; Paul Callard															Lyndsey Williams; Paul Callard





															Gaynor Maddox














Aged


												0			1			2			3			4			5			6_12			12+												0			1			2			3			4			5			6_12			12+


									Current			7			3			2			-			-			1			10			8						31						22.6%			9.7%			6.5%			-			-			3.2%			32.3%			25.8%


									Previous			7			1			9			5			1			1			3			8						35						20.0%			2.9%			25.7%			14.3%			2.9%			2.9%			8.6%			22.9%





			C			13/10/22						7			3			2			0			0			1			10			8


			P			7/21/22						7			1			9			5			1			1			3			8						35


						3/1/22						13			1			-			1			2			2			-			8						27


						10/10/21						11			6			2			1			2			-			12			7						41


						7/20/21						3			-			5			-			2			2			4			10						26





Age of Open Recommendations





Current	0	1	2	3	4	5	6_12	12+	7	3	2	0	0	1	10	8	Previous	0	1	2	3	4	5	6_12	12+	7	1	9	5	1	1	3	8	


Months past due

















Contacts











						Name			Contact email			Contact telephone			Title


						Andrea Calise			andrea.Calise@tiaa.co.uk			07580163921			Senior Auditor


						Jonathan Maddock			jonathan.maddock@tiaa.co.uk			07870235836			Client Manager


						Clive FitzGerald			clive.fitzgerald@tiaa.co.uk			07977447191			Director of Audit (Wales and West)


						Dylan Davies			dylan.davies@tiaa.co.uk			07580164740			Graduate Auditor








						Alida Smith			Alida.Smith@gwent.police.uk			047870 918 714			Governance Officer, Gwent Police						Alida.Smith@gwent.police.uk;Anne.Matthews@northwales.police.uk;amy.davies@south-wales.police.uk


						Anne Matthews			Anne.Matthews@northwales.police.uk						North Wales


									amy.davies@south-wales.police.uk


									lisa.cloke@south-wales.police.uk


									Lucy.Durnell@south-wales.police.uk			Use instead of Amy Daves. As at 29/01/24 Amy is off from work.


									assuranceandinspection@south-wales.police.uk			From 12/03/24 all TIAA related communication with SWP must be sent to this email address


						Carol Woodward			Carol.Woodward@south-wales.police.uk





mailto:jonathan.maddock@tiaa.co.ukmailto:Lucy.Durnell@south-wales.police.ukmailto:assuranceandinspection@south-wales.police.ukmailto:andrea.Calise@tiaa.co.ukmailto:clive.fitzgerald@tiaa.co.ukmailto:dylan.davies@tiaa.co.ukmailto:Alida.Smith@gwent.police.ukmailto:Carol.Woodward@south-wales.pnn.police.ukmailto:lisa.cloke@south-wales.police.ukmailto:Anne.Matthews@northwales.police.ukmailto:amy.davies@south-wales.police.uk


Email





Bore da pawb
Good morning all
 
You are receiving this mail as there are open audit recommendations assigned to you. You can find the list here: 
 
W:\HQ\Governance\GOVERNANCE\Internal Audit\TIAA Tracker.xlsx
 
Please review the tracking document and update your assigned items for any action taken. Marking them as complete (guidance is contained within the tracker) at the earliest opportunity allows us to update monthly reporting.

Whilst we have too many open items in the 6 months+ overdue column, there has been some progress since last month with X items closed down. 
 
Thank you to all those who are progressing items. I know there is implementation happening and that it doesn’t always complete in the 30 or days between these follow up emails. 
 
Regards
 
Ian






Purchase Order








Sheet1


			Status			May			Aug			Nov			Mar 			May									Row Labels			Count of Index


			Complete									4															Audit Pending			5


			Awaiting Final																								Awaiting Draft			4


			Awaiting Collaboration Comments									2															Awaiting Management  Comments			3


			Awaiting Management Comments						3			1															Complete			4


			Awaiting Draft						2			4															Date Pending			7


			In progress																								Grand Total			23


			Audit pending with date			11			10			5


			Audit pending dates to be arranged			12			8			7


			Total Audits			23			23			23


			Index			Title			Status			Outcome


			1			Collaborative Capital Programme (Lead Force: North Wales)			Awaiting Draft


			2			Collaborative Counter Fraud Procurement (Lead Force: South Wales) 			Audit Pending


			3			Collaborative Creditors (Lead Force: Dyfed-Powys)			Awaiting Management  Comments			Reasonable			NEW


			4			Collaborative Data Quality (Lead Force:  Gwent)			Date Pending


			5			Collaborative Expenses (Lead Force: Gwent)			Awaiting Management  Comments			Reasonable			NEW


			6			Collaborative Fixed Assets (Lead Force: Dyfed-Powys)			Audit Pending


			7			Collaborative Fleet Management – Repairs and Maintenance (Lead Force: South Wales)			Audit Pending


			8			Collaborative Fleet Management Strategy (Lead Force: South Wales)			Awaiting Draft


			9			Collaborative HR – Use of OLEEO (Lead Force: North Wales)			Audit Pending


			10			Collaborative Payroll (Lead Force: Dyfed-Powys)			Awaiting Draft


			11			Collaborative Risk Management (Lead Force: North Wales)			Complete			Substantial			NEW


			12			Complaint Handling (OPCC)			Audit Pending








			Index			Title			Status			Outcome


			13			Counter Fraud – External Exposure			Date Pending


			14			DCCU			Date Pending


			15			Estate Management – Planned and Preventative Maintenance			Complete			Limited


			16			HR Management – Grievance Reporting and Management			Date Pending


			17			HR Management – Recruitment and Training			Complete			Substantial


			18			ICT Infrastructure			Date Pending


			19			Neighbourhoods – Divisional Visits (2) Evidential Property			Awaiting Management  Comments			Limited			NEW


			20			Operational Equipment			Complete			Reasonable


			21			Overtime and Additional Allowances			Date Pending


			22			Performance Framework for Police and Crime Plan			Date Pending


			23			Security of Seized Proceeds of Crime (Cash and Assets)			Awaiting Draft
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Management and Plan

Laison with Audit Wales Management 2 2 2
Annual Planning - 2 2 2
Annual Report - 2 2 2
Audit Management - 16 16 16

Total Days 166 175 164
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TIAALTD Purchase Order No: 20017573
ARTILLERY HOUSE
FORT FAREHAM Order Date: 2072023
NEWGATE LANE
i Payment Tems: 120ay
HAMPSHIRE »
HAeSHr Buying Contact: David Wyn Rees
Contact et ot
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INTERNAL AUDIT FEES - 2023.24 70 8950 un | 38000 3401000

Cyfanswm et (ac eithrio TAW) / Total Nett (Excl. VAT) : €] 68,020.00
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Management 


comments submitted


No of days                


(from draft report 


being issued to 


management 


comments being 


submitted)


Final report issued


No of days                


(from management 


comments being 


submitted to final 


report being issued)


Risk Management – Embedding/Assurance Framework 1 08/08/2024 15/08/2024 5 03/09/2024 13 06/09/2024 3


Fleet Management – Fuel Usage 1 22/07/2024 19/08/2024 20 28/08/2024 7 05/09/2024 6


Firearms Licensing 2 24/06/2024 12/07/2024 14 17/07/2024 3 18/07/2024 1
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Collaborative Audit Plan

Uniform Stores GWP 05/08/2024 DPP, GWP, NWP 6 | AuditPending
Health and Safety NWP 01/07/2024 DPP, GWP, NWP 6 | AuditPending
Sustainability GWP TBA DPP, GWP, NWP 6 | AALoProvide
Payroll DPP 18/11/2024 All 5 | AuditPending
ISO Accreditation SWP TBC DPP, GWP, SWP 6 Date needed

Risk Management SWpP Sep 2024 All 5 SWP to confirm
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1 overdue and rest within due dates as at
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SWP 1 15 16 32 Aug 2024, 20
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 OFFICIAL - Swyddogol#Open Recommendations - Internal Audit (September 2024)


ID Audit Recommendation Priority Business 
Area Original Due Date Months 


Overdue Oversight Board
Revised 


Implementation 
Date


Comment


272560
22/23 HR – Use 


of OLEEO - 
Collaborative


The Section 22 National Collaboration 
Agreement in relation to ‘The provision of an 
all-Wales e-recruitment platform’ be finalised 


and agreed and signed by each force.


2 HR 30-Nov-23 9 People, Culture 
& Ethics Board 31-Oct-24


There are a few queries to resolve with regards to policy and legalities 
before an up to date S22A can be signed.  This will be resolved as soon 
as possible.  Estimated to be resolved in the next quarter


277003
23/24 Welsh 


Language 
Compliance


The Welsh Language Policy be reviewed as 
soon as possible. 2 HR 11-Jul-23 14 People, Culture 


& Ethics Board 31-Oct-24


This update was provided to TIAA in March 2024: New Welsh Language 
Tutor is now responsible for this policy.  The tutor role is a new role, they 
have been piloting different ways of teaching since commencing in the 
role in April 2023,  this experience and information is essential in 
creating a new Welsh Language Policy, to ensure it aligns with the 
needs of DPP.   The tutor is working towards completing the policy 
during summer 2024 as there will be less lessons being delivered and 
they will have over a year of experience and information to form the 
policy.


277036 23/24 Business 
Continuity


The force Business Continuity Plan be 
finalised as planned. 2


Service 
Improveme


nt Unit
31-Mar-24 5 Operational 


Policing Board 30-Sep-24


Reminders have been sent out despite some delays, and a brief pause 
has been implemented on the review process to verify the accuracy of 
all plans. With the commencement of phase two in the force review 
model, personnel reassignments have occurred, affecting the plans. 
Therefore, additional time has been allocated to accommodate these 
changes and ensure the plans are current, as individual plans are 
integral to the overarching plan.


277037 23/24 Business 
Continuity


A desktop/test of the Business Continuity 
Plan be undertaken in 2024 as planned. 2


Service 
Improveme


nt Unit
01-Apr-24 5 Operational 


Policing Board 30-Sep-24
Several bitesize videos are nearing completion to aid in testing and 
exercising, providing staff with a clearer understanding of their 
responsibilities.


277038 23/24 Business 
Continuity


All relevant departments be reminded to 
complete and submit their Business 


Continuity Plans so they can be analysed for 
completeness in order to inform the force 


BCP.


2
Service 


Improveme
nt Unit


31-Mar-24 5 Operational 
Policing Board 30-Sep-24


Reminders have been issued, and responses are being received in a 
timely manner. However, a brief pause has been actioned in the plan 
review process to accommodate adjustments necessitated by the 
transition to phase 2 of the force review.


278485 23/24 Community 
Engagement


Key Performance Indicators be established 
for the Corporate Communications team as 


planned.
2


Corporate 
Communic


ations
01-Aug-24 1 Operational 


Policing Board 30-Nov-24 Recommendation is still ongoing.  The aim is to have them completed 
by end of November


62 ICT Strategic 
Group 11-Nov-24


With regards to the replacement 999 system, the revised date is now 
11th November, aligning with strategic changes within the control room.  
Both Ops and ICT are working to ensure everything is in place for a 
November go-live.   All the other systems / work streams that are 
supported from Ammanford are continually tested as a matter of course.


270528
22/23 ICT-Data 


Quality - 
Collaborative


Once the approach to implementing 
SharePoint has been fully established, this 
be documented in a formal business case 


3 ICT 30-Sep-23


237594 ICT Infrastructure 
Review


The Ammanford DR site be fully tested once 
the replacement 999 system has been fully 


implemented.
2 ICT 02-Jul-19


11 Change & 
Transformation 31-Oct-24


ICT continues to work with the Procurement department on the 
procurement of the M365 back-up. A File & Email Management Task 
and Finish Group has been initiated from the meeting that took place 


277054
23/24 


Performance 
Management


The data sets and performance outcomes for 
Custody be developed and outcomes 


presented as planned.
3


Service 
Improveme


nt Unit
09-Jul-24 2


Strategic CJ, 
Custody, Intel & 


Investi Strat 
Board 


31-Oct-24
Due to challenges in data engineering, the custody dashboard has been 
delayed and I am unable to give timescales. Agreed that a revised 
implementation date of 31/10/24 is added to this recommendation.


278826 23/24 ICT 
Disaster Recovery


DR training to be undertaken to ensure that 
the ICT staff are fully aware of up-to-date 


arrangements and have a consistent 
approach should an incident occur.


3 ICT 30-Jun-24 2 ICT Strategic 
Group 30-Sep-24


Twice a year, DR (Disaster Recovery) exercises are undertaken which 
are managed and over seen by the Cyber Resiliency group, which is a 
continuous on-going task and embedded as business as usual.  Please 
could this recommendation be considered to be closed.
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ID Audit Recommendation Priority Business 
Area Original Due Date Months 


Overdue Oversight Board
Revised 


Implementation 
Date


Comment


280891
23/24 Data 


Protection Act - 
Collaborative


The Information Risk Management Policy be 
reviewed. 3


Profession
al 


Standards
31-Mar-25 - IAB


The information risk process requires review alongside the policy and 
guidance documents.  All will be reviewed at the same time.  Work yet 
to be commenced.  


280892
23/24 Data 


Protection Act - 
Collaborative


The Information Risk Register and 
associated processes be updated as 


planned.
3


Profession
al 


Standards
31-Mar-25 - IAB


The information risk process requires review alongside the policy and 
guidance documents.  All will be reviewed at the same time.  Work yet 
to be commenced. 


280893
23/24 Data 


Protection Act - 
Collaborative


Compliance auditing be resumed now that 
the Data Protection Advisor is in post. 3


Profession
al 


Standards
30-Nov-24 - IAB


The Data Protection Compliance Officer is currently still assisting the 
Disclosure Team (FOI). Although where they have been able to, they 
have been spending one day a week familiarising themselves with the 
audit requirements. 


280894
23/24 Data 


Protection Act - 
Collaborative


Now that the Data Protection Advisor is in 
place, training be reviewed as planned to 
include refresher training;  incorporating 


topics where there is repeated non-
compliance, such as sending e-mails 


incorrectly, to be included.


3
Profession


al 
Standards


31-Dec-24 - IAB
Work continues.  The Data Protection Advisor is due to take part in a 
Business Support Masterclass in September which is being organised 
by L&D.


280895
23/24 Data 


Protection Act - 
Collaborative


The Information Asset Register (IAR) be 
updated following transfer of remit to the 


Records Management Team.
3


Profession
al 


Standards
31-Mar-25 - IAB


The Information Asset Register is being reviewed to ensure it captures 
all systems, the owners are being identified to ensure that each system 
has the correct strategic owner. Owners will be invited to training later in 
the year.


280896
23/24 Data 


Protection Act - 
Collaborative


A Record of Processing Activity (ROPA) be 
drafted and implemented. 3


Profession
al 


Standards
31-Mar-25 - IAB


The Records Management Team have reached out to both CID & CJD 
to establish existing information flows. The Team  now have a structure 
in place to capture the collated information, with folders on the 
designated Teams site- with a table designed to show the ROPA 
information & folders storing the supporting information. Engagement is 
to take place with heads of CAB/ SSU/FIB/MCT to identify SPOC’s who 
can provide Information flow charts & detail of DPIA/ ISA for their 
business areas. Engagement also to take place with Financial Crime.   
Work ongoing. 


279720


23/24 Property 
Subject to Charge 


(Evidential 
Property) - 


Collaborative


The one exhibit unaccounted for but 
recorded as being present at Brecon be 
investigated. Given the exhibits initially 


unaccounted for but subsequently found a 
full reconciliation of the exhibits be 


conducted. The Property Management 
System be updated to reflect the outcome of 


2
Criminal 
Justice & 
Custody


28-Feb-25 -


Strategic CJ, 
Custody, Intel & 


Investi Strat 
Board 


A full audit is required on the legacy property, however this will be a 
significant piece of work. This is being looked at currently and 
consideration for moving the property into the NICHE process during the 
audit for better onward management. Currently looking at capacity 
issues in the hanger as moving these legacy items will have an impact 
on central capacity.


279722


23/24 Property 
Subject to Charge 


(Evidential 
Property) - 


The Detained Property Guidance Document 
be reviewed and updated to reflect current 


arrangements as planned.
2


Criminal 
Justice & 
Custody


16-Jul-24


279724


23/24 Property 
Subject to Charge 


(Evidential 
Property) - 


Collaborative


The location (drawer) of the exhibits in the 
main freezer at Brecon be added to the 


Storage Location details to ensure that an 
exhibit can be easily identified if required.


3
Criminal 
Justice & 
Custody


31-Mar-25


1


Strategic CJ, 
Custody, Intel & 


Investi Strat 
Board 


30-Sep-24
The Guidance document is work in progress and we are about halfway 
through the document. Realistically this will be completed by the end of 
September 2024.


30-May-24


280890
23/24 Data 


Protection Act - 
Collaborative


A review of the list of the Information Asset 
Owners (IAO) and Information Asset 


Administrators (IIA) needs to be carried out 
and training/ guidance given to the current 


IAOs and IAAs.


3
Profession


al 
Standards


- IAB


Strategic Leads have been contacted to confirm that they are aware of 
their Asset Owner responsibilities & to confirm Info Asset are still in use.  
Currently responses are being collated & a new register created on 
Teams.  Owners’ Handbook has been circulated to all Owners for their 
enlightenment.  Shortly, engagement will take place with the Training 
Provider to arrange Owners Training for end of year.


3


Strategic CJ, 
Custody, Intel & 


Investi Strat 
Board 


30-Sep-24
The property officer in Brecon is currently completing this with the 
assistance of CID. It has not been completed due to leave.  A revised 
implementation date has been updated to 30/9/24
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ID Audit Recommendation Priority Business 
Area Original Due Date Months 


Overdue Oversight Board
Revised 


Implementation 
Date


Comment


280897
23/24 Data 


Protection Act - 
Collaborative


Data Flow Mapping to be conducted. 3
Profession


al 
Standards


31-Mar-25 - IAB The collation of data flows form part of the work undertaken identified 
above (280896).  Work ongoing. 


281173 /25 Firearms Licens Policy and Procedure documents be 
reviewed and finalised as planned. 3


Criminal 
Justice & 
Custody


31-Dec-24 - Operational 
Policing Board 


All current policies are being reviewed in light of the re-structure and the 
implementation of the Statutory Guidance. Currently the Statutory 
Guidance is under consultation for change and is looking to be 
published October/November. This may impact on some policies 
however any not effected will be completed immediately with the rest 
being implemented by the date published.


281174


23/24 HR 
Management – 


Flexi-time 
Compliance


The organisation’s Flexitime Policy be 
expanded to include the circumstances in 


which the carry forward of credit in excess of 
14 hours 48 minutes would be authorised by 
the Head of Department, including limitation 


of use, and whether or not there is a 
maximum number of hours that can be 


accrued.


1 HR 31-Aug-24 - People, Culture 
& Ethics Board 31-Oct-24


It has been agreed with ACC that scrutiny of flexitime will be included in 
the Overtime Working Group on a monthly basis. This will focus on 
records which are outliers to policy rather than a review of all flexi 
records and will be considered alongside overtime which is the current 
focus of the group.  It has been agreed with DCC and Director of People 
and Organisation Development that flexitime will be reported to the 
Leadership & Wellbeing Governance Group and exceptions reported up 
to the People, Culture & Ethics Board


281177


23/24 HR 
Management – 


Flexi-time 
Compliance


The Working Time Recording (WTR) be 
monitored regularly by managers, to ensure 
employees are booking in and out correctly 
and that the flexitime records are accurate.   


Employees also be reminded of the 
requirement to and importance of booking in 


and out.


2 HR 31-Aug-24 - People, Culture 
& Ethics Board 31-Oct-24


WTR system already enables managers to check flexi balance and 
booking records for their staff. Therefore, no system development is 
required, however further communications to be issued to staff and 
managers reminding them of their responsibility to manage their flexi 
time and to regularly check balances in advance of flexi period ending.  
This is covered in policy.


281178


23/24 HR 
Management – 


Flexi-time 
Compliance


The un-written rules regarding the 
organisation's policy on manager’s discretion 
relating to granting leave to employees with a 
deficit flexitime balance, be formally reviewed 
and agreed requirements be written into and 


included in the Flexitime Policy.


2 HR 31-Jul-24 1 People, Culture 
& Ethics Board 31-Oct-24 Policy update required.


281180


23/24 HR 
Management – 


Flexi-time 
Compliance


The Flexitime Policy be reviewed and 
updated. 3 HR 31-Aug-24 - People, Culture 


& Ethics Board 31-Oct-24 Policy update required.


281311


23/24 HR 
Management – 
Absence and 
Management 
(Other Leave 


only)


Procedures notes be produced to assist 
managers and the Human Resources Admin 
Team to appropriately administer the Leave 
for Personal and Family Reasons plus Other 
and Special Leave Policy and ensure Leave 


granted follows policy.


2 HR 30-Jun-24 2 People, Culture 
& Ethics Board 31-Oct-24


Two separate procedure documents will be devised to assist HR Admin 
and Line Managers in decision making and administration of these types 
of leave requests. For Line Managers, this will explain what scenarios 
fall within each policy area, along with what they must do to authorise 
any such requests and how this are to be recorded on DMS. This will 
support the discussions that form part of the HR Masterclass, where 
clear instruction regarding maximum entitlement limits and decision 
making processes are routinely discussed. For the HR Admin team this 
will explain the scrutiny requirement for each leave request and what 
evidence is required and how this is to be retained for future reference.  
Currently work in progress.







 OFFICIAL - Swyddogol#Open Recommendations - Internal Audit (September 2024)


ID Audit Recommendation Priority Business 
Area Original Due Date Months 


Overdue Oversight Board
Revised 


Implementation 
Date


Comment


281312


23/24 HR 
Management – 
Absence and 
Management 
(Other Leave 


only)


Processes be put in place to ensure that a 
record of approval in compliance with the 


policy is kept on personal files.
2 HR 30-Jun-24 2 People, Culture 


& Ethics Board 31-Oct-24
A proposal for a change of wording within the 'Time off for Family 
Reasons' policy have been drafted, seeing a change from Head of Dept 
to Senior Manager, however this has not yet been published. 


281313


23/24 HR 
Management – 
Absence and 
Management 
(Other Leave 


only)


The procedure notes for managers to include 
easily referenced guidance with decision 


flows and examples to assist in the correct 
classification of Leave.


2 HR 30-Jun-24 2 People, Culture 
& Ethics Board 31-Oct-24 These documents are still in the process of being devised.





		Recommendations
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Introduction

1. This summary controls assurance report provides the Joint Audit Committee with an update on the emerging Governance, Risk and Internal Control related issues and the progress of our work at Dyfed-Powys Police at 23rd September 2024.

New Internal Audit Code of Practice (Global Internal Audit Standards)

2. The new Internal Audit Code of Practice (the Code), which sets out fundamental principles for running a strong and effective internal audit function, for the first time presents a unified Code that encompasses the financial services, private, and third sectors.

The Code reflects the final recommendations of the Independent Internal Audit Code of Practice Review Committee and has received full endorsement by the Chartered Institute of Internal Auditors’ Council. The Global Standards urge Boards and Audit Committees across the financial, private and third sectors to adopt and implement the Code’s principles, embarking on their path to full compliance. Embracing these principles will maximise the value of internal audit and unlock the full potential of the profession. 

The purpose of the Code

The principles of the Code are aimed at enhancing the overall impact and effectiveness of internal audit within organisations operating in the UK and Ireland. They are regarded as a benchmark of good practice against which organisations should assess their internal audit function.

Who is it for?

The intended audience for the Code includes members of the board and audit and risk committees, chief audit executives, non-executive directors, senior management, and, where appropriate, regulatory bodies. The Code is intended to be applied by all organisations in the financial services, private and third sectors with an internal audit function and a board audit committee of independent non-executive directors or their equivalent. This Code may prove useful for internal audit in the public sector, but it is not drafted with the public sector specifically in mind. Public sector internal audit functions should continue to follow the Public Sector Internal Audit Standards.

How should it be applied?

The Code should be applied in conjunction with the International Professional Practices Framework and the Global Internal Audit Standards. The Code builds on these Standards and seeks to increase the impact and effectiveness of internal audit. The Code is principles-based. It is expected that the principles are applied proportionately, in line with the nature, scope and complexity of the organisation. Internal audit functions should apply the Code in the context of internal audit regulatory standards applicable to the organisation.

See Appendix C for further information and available resources

Audits completed since the last SICA report to the Joint Audit Committee

3. The table below sets out details of audits finalised since the previous meeting of the Joint Audit Committee.

Audits completed since previous SICA report

		

		

		Key Dates

		Number of Recommendations



		Review

		Evaluation

		Draft issued

		Responses Received

		Final issued

		1

		2

		3

		OEM



		Firearms Licensing

		Substantial

		12th July 2024

		17th July 2024

		18th July 2024

		-

		-

		`

		-



		Fleet Management – Fuel Usage

		Substantial

		19th August 2024

		28th August 2024

		5th September 2024

		-

		-

		-

		-



		Risk Management – Embedding - Assurance Framework

		Reasonable

		15th August 2024

		3rd September 2024

		6th September 2024

		-

		2

		3

		2





Progress against the Annual Plan 2024/25 

4. Our progress against the Annual Plan 2024/25 is set out in Appendix A.

Changes to the Annual Plan for 2024/25

5. There have been two changes to the approved plan are detailed within the table below. This will not include timing changes.

Changes to Approved Plan

		Review

		Rationale



		Connect Teams Channels

		Cancelled by all forces



		ISO Accreditation

		Cancelled by all forces





Progress in actioning Urgent (Priority 1) recommendations

6. We have made no Priority 1 recommendations (i.e. fundamental control issue on which action should be taken immediately) since the previous SICA. 

Frauds/Irregularities

7. We have not been advised of any frauds or irregularities in the period since the last SICA report was issued.

Other Matters

8. We have issued a number of briefing notes and fraud digests, shown in Appendix B, since the previous SICA report.



Responsibility/Disclaimer

9. This report has been prepared solely for management's use and must not be recited or referred to in whole or in part to third parties without our prior written consent. The matters raised in this report not necessarily a comprehensive statement of all the weaknesses that exist or all the improvements that might be made. No responsibility to any third party is accepted as the report has not been prepared, and is not intended, for any other purpose. TIAA neither owes nor accepts any duty of care to any other party who may receive this report and specifically disclaims any liability for loss, damage or expense of whatsoever nature, which is caused by their reliance on our report.

---------------
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		System

		Planned Quarter

		Current Status

		Comments



		Collaborative – Pan Wales

		

		

		



		Sustainability

		1

		Planned start date 16th December 2024

		Lead Force – Gwent Police – Moved to Q3 at the request of Dyfed-Powys Management due to new appointment of a Sustainability and Decarbonisation Officer



		Connect Teams Channels

		2

		Cancelled by all forces

		



		Uniform Stores

		2

		Fieldwork completed

		Lead Force – Gwent Police – Report delayed to information not received from one force (not Dyfed-Powys) 



		Health and Safety

		2

		Fieldwork completed

		Lead Force – North Wales Police– Report delayed to information not received from one force (not Dyed-Powys)



		ISO Accreditation

		3

		Cancelled by all forces

		



		Payroll

		4

		Planned start date 18th November 2024

		Lead Force – Dyfed -Powys Police



		Dyfed-Powys Only

		

		

		



		[bookmark: _Hlk165387239]Risk Management – Embedding/Assurance Framework

		1

		Final report issued 6th September 2024

		



		Fleet Management – Fuel Usage

		1

		Final report issued 4th September 2024

		



		Vetting

		1

		Planned start date 17th December 2024

		Moved to Q3 at the request of Management and approved by Audit and Governance Group



		ICT Change Management

		2

		Fieldwork to commence 24th September 2024

		



		Risk Management – Mitigating Controls

		2

		Fieldwork completed

		



		Crime Recording

		2

		Draft report issued 22nd August 2024

		



		Firearms Licensing

		2

		Final report issued 18th July 2024

		



		HR Management – Wellbeing Strategy

		2

		Planned start date 5th November 2024

		Moved to Q3 at the request of Management and approved by Audit and Governance Group



		Follow-up (interim)

		2

		Fieldwork commenced 19th September 2024

		



		Governance – Police and Crime Plan

		3

		Planned start date 17th December 2024

		



		Budgetary Control

		3

		Planned start date 21st October 2024

		



		General Ledger

		3

		Fieldwork completed

		



		Treasury Management

		3

		Planned start date 25th September 2024

		



		Cyber Security

		3

		Fieldwork to commence 24th September 2024

		



		HR Management – Leadership Skills

		3

		Planned start date 20th November 2024

		



		Governance – Strategic Planning, FMS and Data

		4

		Planned start date 13th January 2025

		



		Pensions

		4

		Planned start date 3rd February 2025

		



		Follow-up (year-end)

		4

		Planned start date 17th February 2025

		



		Contingency

		1-4

		

		



		Liaison with Audit Wales Management

		1-4

		

		



		Annual Planning

		1

		Draft Report Issued

		



		Annual Report

		4

		

		



		Audit Management

		1-4

		

		







	KEY:



		

		To be commenced

		

		

		Site work commenced

		

		

		Draft report issued

		

		

		Final report issued
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		Appendix B: Briefings on Developments in Governance, Risk and Control





TIAA produce regular briefing notes to summarise new developments in Governance, Risk, Control, Counter Fraud and Security Management which may have an impact on our clients.  These are shared with clients and made available through our Online Client Portal. A summary list of those briefings issued in the last three months which may be of relevance to Dyfed-Powys Police is given below:

Summary of recent Client Briefings and Alerts

		Date Issued

		Sector

		Briefing Type

		Subject

		Web Link

		TIAA Comments





		30 AUGUST 2024

		ALL

		



Security Alert

		Social media trolling of NHS staff

		

Social media trolling of NHS staff - TIAA

		In an era where online interactions can significantly impact mental health and workplace morale, it’s essential to stand up against harassment targeting our dedicated NHS workforce.

Our alert details a recent incident and what you can do to protect your organisation.



		30 AUGUST 2024

		ALL

		

Security Alert

		Nitrous Oxide thefts

		

Nitrous Oxide thefts - TIAA

		Our Security Management team have issued a new security alert regarding a rise in nitrous oxide thefts. Stay informed and take necessary precautions to protect your assets.



		14 AUGUST 2024

		ALL

		



Anti-Crime Alert

		Fake QR Codes in Parking Scam

		



Fake QR Codes in Parking Scam - TIAA

		There have been reports of scammers placing fake QR codes on parking ticket machines. These deceptive codes lead unsuspecting victims to malicious websites that mimic sites such as RingGo or PayByPhone. Our alert details how to stay safe from these scams. 



		07 AUGUST 2024

		ALL

		



Security Alert

		National Protests

		



National Protests - TIAA

		National protests took place across the country, and it's crucial to stay informed and stay safe. Our alert shares important information and tips on how to protect your organisation and staff during these uncertain times.



		02 AUGUST 2024

		ALL

		

Client Briefing Note

		Global IT Outage highlights need for robust IT Disaster Recovery and Business Continuity

		

Global IT Outage highlights need for robust IT Disaster Recovery and Business Continuity - TIAA

		In light of the recent global IT outage, it has become even more evident how crucial it is for businesses to have robust IT disaster recovery and business continuity plans in place. Our briefing details the importance of being prepared for unexpected IT disruptions.



		26 JULY 2024

		ALL

		



Data Protection Alert

		New Digital Information and Smart Data Bill

		



New Digital Information and Smart Data Bill - TIAA

		The UK government is introducing a Digital Information and Smart Data Bill (DISD), distinct from the previous government’s failed Data Protection and Digital Information Bill in several ways.  Learn more about this new bill and the actions to take to keep your data protected.



		26 JULY 2024

		ALL

		



Client Briefing

		The Economic Crime and Corporate Transparency Act 2023

		



The Economic Crime and Corporate Transparency Act 2023 - TIAA

		Learn about the Economic Crime and Corporate Transparency Act 2023, aimed at boosting the UK's efforts to combat economic crime and improve corporate transparency. 

Discover the Act's key points and requirements.



		15 JULY 2024

		ALL

		



Client Briefing

		Cyber Security Threats

		





Cyber Security Threats - TIAA

		The National Cyber Security Centre (NCSC) has published an alert of a significant risk to IT systems and infrastructure. Attackers are exploiting vulnerable Small Office and Home Office (SoHo) devices at organisations to leverage attacks. Typically, SoHo devices (broadband routers etc) do not feature the advance security protection of enterprise level IT systems, thus making them an easy target.













































		Appendix C: Updates to Global Internal Audit Standards 







In January 2024, the Institute of Internal Auditors released the long-awaited changes to the industry’s Standards that will have far-reaching impact on the year(s) ahead. 



The standards will be adopted by 9th January 2025.



There are some significant changes that will provide internal audit functions with a refreshed framework and clearer requirements. 



Key Innovations and Enhancements



Among the significant new requirements include:

· Establishment of an internal audit strategy.

· Heightened governance and oversight by the board and senior management.

· Enhanced reporting including ratings/rankings considerations.

· External quality assessments to be conducted by a team that includes at least one CIA.

· Technology considerations for the internal audit function’s evolving needs.

 

Elevating the mandate and stature of Internal Audit



· Defining internal audit’s purpose – business stakeholders should understand and be able to articulate the value of internal auditing and the mandate must be included in the internal audit charter.

· Separating independence and objectivity – Clear definitions.

· Enhancing stakeholder coordination. 

· Building trust – Developing an approach to building relationships with key stakeholders and promote effective communication across all stakeholder groups.



Maximising use of Technology



· Enabling technology as a key resource.

· Using technology in audit operations – including audit planning, human and technology resource allocation.

· Technology use in audit delivery – using technology to test more effectively and efficiently, for example, using applications to test full populations instead of a sample.









Delivering more valuable results



· Promoting continuous improvement – responsible for measuring the performance of the internal audit function and ensuring it continuously improves.

· Enhancing and elevating engagement level – A formal requirement of engagement reporting, including rating or ranking of audit findings, formulating recommendations, obtaining management’s action plans and developing an engagement conclusion.

· Performing external quality assessments (EQAs) – The board of directors must review EQA results, and the assessment team must include at least one individual with an active certified internal auditor (CIA) designation.



Structure of standards into 5 domains containing principles and standards. The key domain for Audit Committee members is Domain 3.



Domain 1 – Purposes of internal auditing and adding value

Domain 2 - Ethics and professionalism -behavioural expectations.

Domain 3 – Governing the Internal Audit Function (Relationship between IA and Board (Committee) and responsibilities)

Domain 4 – Managing the Internal Audit function

Domain 5 – Performing Internal Audit services – expectation on engagement



Topical Requirements – such as Cyber / Fraud and Environmental Social Governance (ESG) will have updated standards against which TIAA must audit those topics when they come into the audit plans.



Useful Resource:



		Title

		



		Audit Committee Presentation (IIA-UK)

		









		Audit Committee Check List (IIA-UK)

		





		IIA-UK Fact Sheet
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Global Internal Audit Standards 2024 –



What Audit Committees need to know



June 2024











Agenda



The IPPF and Global Standards



Key Changes and Areas of Challenge



External Quality Assessments



Audit Committee To Do List











Appropriate governance arrangements are 



essential to enable the internal audit function to be 



effective.



…activities of the board [Audit Committee] …are 



essential to the internal audit function’s ability to 



fulfill the Purpose of Internal Auditing.



Global Internal Audit Standards 2024, Domain III:











The IPPF and new Global Standards











Current IPPF and Global Standards

















Topical Requirements



• Requirements when auditing the 
topics.



• Recommended practices.



• Applicable for a specific audit 
topic or engagement.



• Covering aspects of governance, 
risk management, and control 
processes.



• Cybersecurity – out for consultation until 3 
July



• Sustainability: ESG
• Third Party Management
• Information Technology Governance
• Assessing organisational Governance
• Fraud Risk Management
• Privacy Risk Management
• Public Sector: Performance Audits











Key Changes and Areas of Challenge











Glossary



There are some newly defined terms, and slight amends on others. The term ‘board’ used in the 



Global Standards is explained in full.



The term Board is a collective noun and is defined in the glossary as follows: 



‘Highest-level body charged with governance, such as: 



• A board of directors. 



• An audit committee. 



• A board of governors or trustees.



• A group of elected officials or political appointees.



• Another body that has authority over the relevant governance functions.



In an organization that has more than one governing body, “board” refers to the body or bodies 



authorized to provide the internal audit function with the appropriate authority, role, and 



responsibilities.’











Domain I – Purpose of Internal Auditing



‘Internal auditing strengthens the organization’s ability to create, protect, and sustain 



value by providing the board and management with independent, risk-based, and 



objective assurance, advice, insight, and foresight.’



Internal auditing enhances the organization’s:



• Successful achievement of its objectives.



• Governance, risk management, and control processes.



• Decision-making and oversight.



• Reputation and credibility with its stakeholders.



• Ability to serve the public interest.











Domain III – Governing the Internal Audit Function



Board/Audit Committee now have to conform with the Essential Requirements included in the 



Domain, as well as the Principles and Standards. The following is a summary of these:



• Discussion of Domains I & III of the new global standards at audit committee is required



• The internal audit mandate (documented within the Charter) is to be discussed with the CAE and 



Senior Management and approved by the Board when presented by the CAE. 



• The Board must advocate and champion the internal audit function to support its purpose and 



enable it to pursue its strategy and objectives. This includes 



• working with senior management, 



• supporting the CAE through regular communication; ensuring that the CAE reports to an 



appropriate level; approving the mandate, charter, strategy and internal audit plan, budget and 



resource plan; and 



• ensures internal audits authority has not been compromised or limited and meeting with the 



CAE privately. 











Domain III – Governing 



the Internal Audit 



Function



Principle 7 – Positioned 



Independently



‘The internal audit function is only able to 



fulfill the Purpose of Internal Auditing 



when the chief audit executive reports 



directly to the board, is qualified, and is 



positioned at a level within the 



organization that enables the internal 



audit function to discharge its services 



and responsibilities without interference.’











Domain III – Governing the Internal Audit Function



Principle 8 – Overseen by the Board



This considers the mechanics of the interactions between the CAE and the Board. 



It gives the Board’s essential conditions as



- Understanding how IA is fulfilling its mandate



- Explaining the boards perspective on organisation’s strategy, risks, to help 



determine IA priorities



- Frequency of communications being agreed



- Escalation protocols and criteria



- Conclude on the organisations governance, risk and internal control based on 



the reports from IA



- Discuss differences of opinion on audit findings to support the IA mandate being 



achieved. 











Domain III – Governing the Internal Audit Function



Principle 8 – Overseen by the Board



- Support the discussions and decisions around resourcing IA in order for it to 



fulfil its mandate, and issues due to a lack of resources. 



- Discuss and support the Quality Assurance and Improvement Programme, and 



assess the effectiveness and efficiency of the IA function (conformance and 



performance)



- Discuss and approve the IA’s performance objectives annually



- External Quality Assessment involvement from discussion of the plan, helping 



to determine scope and frequency, review and approve the plan for the EQA. 



Receive the full results from the EQA and review and approve the resulting 



action plan along with timelines to complete and monitor progress.











Domain III – Governing the Internal Audit Function



Internal Audit Mandate - ‘The internal 



audit function’s authority, role, and 



responsibilities, which may be 



granted by the board and/or laws 



and/or regulations.’



Internal Audit Charter – ‘A formal 



document that includes the internal 



audit function’s mandate, 



organizational position, reporting 



relationships, scope of work, types of 



services, and other specifications.



‘The internal audit charter is a formal 



document that defines the internal 



audit activity's purpose, authority, and 



responsibility. The internal audit 



charter establishes the internal audit 



activity's position within the 



organization; authorizes access to 



records, personnel, and physical 



properties relevant to the 



performance of engagements; and 



defines the scope of internal audit 



activities.​



Global Standards 2024 IPPF 2017 Standards











Other Key changes



Domain II – Essentially the Code of 



Ethics with some further expansion 



pulling from Implementation 



Guidance. Introduction of the term 



‘Professional Courage’ and ethics 



training as a consideration for 



implementation, but CIAs MUST 



complete 2 CPEs of ethics training 



every year. Also ‘professional 



courage’ as an appraisal objective.



Domain IV – The Internal Strategy 



Principle sits in here, and the need 



to develop and implement an 



internal audit strategy. 



Domain V – This is largely the same 



as the IPPF. The term root cause in 



here has been an area of discussion 



amongst internal auditors. 











External Quality Assessments











External Quality Assessments



If your assessment is due in 2024 then you can:



1. Have an EQA against the existing IPPF



2. Request an additional piece of work against the new global standards (a readiness assessment)



If your assessment is due in 2025 then you can:



1. Bring your EQA forward so it is done against the existing IPPF, but this must be reported before 



January 2025. 



2. Keep your EQA to the current deadline and it will need to be done against the new Global 



Standards if after 9 January 2025



Note: If you are not going to adopt the new global Standards until 9 January / April 2025 then you 



need to allow sufficient time for you to have completed engagements using the new Standards before 



your EQA is undertaken. Therefore the due date may impact on your decision.











Questions?



Training courses including online



learning@iia.org.uk



Membership services



membership@iia.org.uk



Career pathway and designations 



studentsupport@iia.org.uk



Chartered Institute of Internal Auditors



@CharteredIIA



@CharteredIIA 



Follow us on social mediaContact us for further information on;



Logo, icon
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Audit Committee Annual Agenda Schedule Tool Kit





			Standard 


			Agenda Item


			Suggested Frequency1





			


			


			Other/


TBD


			Annually


			Every Meeting


			Before 20252





			NEW


Domain III


			Discussion of Domains I and III3


			


			


			


			





			NEW


6.1


			Discussion and Approval of Internal Audit Mandate (included in the Charter)


			


			


			


			





			6.1 & 6.2


			Discussion and Approval of the Internal Audit Charter


			


			


			


			





			6.3


			Discuss and review the Audit Committee’s effectiveness in championing and supporting the internal audit function to achieve its purpose. 3


			


			


			


			





			7.1 & 7.2


			Discussion of the Chief Audit Executive’s qualifications, position, reporting lines and performance. 3


			


			


			


			





			7.1


			Private discussion with Chief Audit Executive


			


			


			


			





			8.1, 8.2, 9.1, 9.4


10.1, 10.2, 10.3


			Discussion of the priorities and approval of the Internal Audit Plan (including resourcing)


			


			


			


			





			8.1


			Discuss and approve the communication framework between the Chief Audit Executive and Audit Committee. 3


			


			


			


			





			8.1 & 8.2


			Receive and discuss Chief Audit Executive Reports (regular and annual) and agree any actions as appropriate.


			


			


(highly recommended)


			


(highly recommended)


			





			11.3, 11.4 & 11.5


			Receive and discuss internal audit engagement results, including acceptance of risks.


			


			


			


			





			8.3


			Discussion and Approval of Quality Assurance and Improvement Programme. 3


			


			


			


			





			NEW


8.3 & 12.2


			Discuss and approve the Internal Audit’s performance objectives.


			


			


(required)


			


			





			8.3


			Assess the effectiveness and efficiency of the internal audit function.


			


			


			


			





			8.4


			Review and approve the plan for the external quality assessment, receive the report and action plan for review and approval.


			


(max 5 years)


			


			


			





			NEW


9.2


			Discussion and Approval of Internal Audit Strategy. 3


			


			


			


			





			NEW


9.2


			Review of progress of Internal Audit Strategy.


			


			


			


			











Notes to the suggested Annual Agenda Schedule


1 The suggested frequency is based on best practice, but Audit Committees may decide to have items more or less frequently depending on the size and nature of their internal audit function. Only the discussion and approval of performance objectives and the EQA Standards have a stipulated frequency in the new Global Internal Audit Standards, however the review and discussion of the CAE’s reports are also expected to be performed at every meeting as well as annually. 


2 These items may well be new for some audit committee agendas, or they are fundamental to ensuring that a sound understanding is in place of the Internal Audit Function. Therefore, we are recommending that these are included on Audit Committee Agendas, before the effective date of 9 January 2025 where possible. 


3 The suggested frequency for these items has been left open for the Audit Committee to determine, as the frequency will depend heavily on the size of the organisation, sector and resourcing model for internal audit. For example, we would recommend that for audit committees of large, highly regulated organisations with an inhouse internal audit function that the frequency is more regular and likely to be annual in many cases, as opposed to those of small, unregulated organisations where the internal audit function is outsourced where some of these may form part of the tender/bid process every three or five years.
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September 2024 (Effective from January 2025)



Internal Audit Code of Practice 
Principles on effective internal audit in the 
financial services, private and third sectors











The Code reflects the final recommendations 
of the Independent Internal Audit Code of 
Practice Review Committee and has received full 
endorsement by the Chartered IIA’s Council. We 
urge boards and internal audit professionals across 
the financial, private and third sectors to adopt 
and implement the Code’s principles, embarking 
on their path to full compliance. Embracing these 
principles will maximise the value of internal audit 
and unlock the full potential of our profession. 



The release of the new Code is particularly timely 
as our profession navigates an increasingly more 
uncertain, risky and rapidly changing world. It 
provides a unique opportunity to strengthen the 
role of internal audit in assisting boards and senior 
management with identifying, managing and 
mitigating risks effectively in a dynamic landscape. 
A stronger internal audit profession is also 
essential in restoring trust in the broader audit and 
corporate governance ecosystem.



The Code aligns with the International Professional 
Practices Framework and the new Global Internal 
Audit Standards which constitutes the baseline for 
our profession.  The Code serves as an industry 
benchmark to embed best practices and raise the 
bar of the internal audit profession across the UK 
and Ireland. We believe it is crucial to continually 
challenge internal audit functions to enhance their 
performance, given the significant role our nations 
play in the global economy and in championing 
world-leading corporate governance.



Effective from January 2025, the Code will be 
applicable to all internal audit functions in the 
financial services, private and third sectors, 
in alignment with the new Global Internal 
Audit Standards and the revised UK Corporate 
Governance Code. Although the Code remains 
principles-based and should be applied 



proportionately, we recognise that some internal 
audit functions may be at different stages of their 
compliance journey. Nonetheless, all functions 
are expected to engage with the Code’s principles. 
External Quality Assessment (EQA) providers will 
benchmark against the Code and assess progress 
towards best practices.



The Code’s recommendations were developed by 
a diverse and experienced committee of senior 
internal audit professionals and audit committee 
chairs, with input from several UK and Ireland 
regulators who participated as observers. The 
Code underwent extensive public consultation, 
and the feedback received was thoroughly 
considered by both the Independent Internal 
Audit Code of Practice Review Committee and the 
Chartered IIA’s Council. While modifications were 
made based on feedback, it is noteworthy that all 
the proposed changes were strongly supported by 
the majority of consultation participants.



Both the Chartered IIA’s Council and the 
Committee are confident that the final Code 
equips the UK and Ireland internal audit profession 
to meet current challenges, remain relevant, and 
evolve as strategic advisors to the organisations 
we serve. Now, more than ever, our profession 
needs to be bold and courageous. The new Code 
ensures that internal audit continues to play a 
crucial role in protecting the assets, reputation, 
and sustainability of our organisations.



We believe this Code will be instrumental in 
moving our profession forward and enhancing 
corporate governance in the UK and Ireland.



Sandro Boeri, President, Chartered IIA & Sally 
Clark, Chair, Independent Internal Audit Code  
of Practice Review Committee



Foreword 



We are excited to introduce the new Internal Audit Code of 
Practice, which sets out fundamental principles for running a 
strong and effective internal audit function. For the first time, 
we present a unified Code that encompasses the financial 
services, private, and third sectors. 
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The Principles 
The purpose of the Code



The principles which follow are aimed at enhancing the overall impact and 
effectiveness of internal audit within organisations operating in the UK and Ireland. 
They are regarded as a benchmark of good practice against which organisations 
should assess their internal audit function.



Who is it for?



The intended audience for the Code of Practice (the ‘Code’) includes members of 
board audit and risk committees, chief audit executives, non-executive directors, 
senior management, and, where appropriate, regulatory bodies.



The Code is intended to be applied by all organisations in the financial services, 
private and third sectors with an internal audit function and a board audit committee 
of independent non-executive directors or their equivalent. This Code may prove 
useful for internal audit in the public sector, but it is not drafted with the public sector 
specifically in mind. Public sector internal audit functions should continue to follow 
the Public Sector Internal Audit Standards.



How should it be applied?



The Code should be applied in conjunction with the International Professional 
Practices Framework and the Global Internal Audit Standards. The Code builds on 
these Standards and seeks to increase the impact and effectiveness of internal audit.



The Code is principles-based. It is expected that the principles are applied 
proportionately, in line with the nature, scope and complexity of the organisation. 
Internal audit functions should apply the Code in the context of internal audit 
regulatory standards applicable to the organisation. 
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A.	 Purpose and mandate of  
internal audit



Outcome: Internal audit has a clear 
purpose and mandate. There is a strong 
tone at the top of the organisation, which 
enables internal audit to effectively 
discharge its mandate. 



Principles:



1.	 The primary purpose of internal audit should 	
be to help the board and senior management 
to protect the assets, reputation and 
sustainability of the organisation.  



         It does this by:
•	 Providing independent, risk-based and 



objective assurance, advice, insight and 
foresight.



•	 Assessing whether all significant risks 
are identified and appropriately reported 
by management to the board and senior 
management.



•	 Evaluating whether the organisation is 
adequately controlled.



•	 Challenging and influencing senior 
management to improve the effectiveness 
of governance, risk management and 
internal controls, including identifying 
efficiencies and removing duplicative and/
or redundant controls. 



	 The purpose and mandate of internal audit 
should be articulated in an internal audit 
charter, which should be publicly available.



2.	 The board, its committees and senior 
management should set the right ‘tone at the 
top’ to ensure support for, and acceptance of, 
internal audit at all levels of the organisation.



3.	 The chief audit executive should report 
annually to the board audit committee  
on how the principles in the Code have  
been applied.



4.	 The board audit committee report in 
the annual report and accounts should 
summarise the purpose and mandate of 
internal audit, the function’s main activities 
and conclude on internal audit’s impact and 
effectiveness. 



B. 	Scope and priorities of  
internal audit



Outcome: Internal audit has an 
unrestricted scope and access to all areas 
of the organisation and information, 
including the scope areas outlined in 
principle 8. Internal audit has an  
effective process to determine internal 
audit coverage. 



Principles:



5.	 Internal audit’s scope should be unrestricted.  
 
There should be no aspect of the organisation 
which internal audit should be restricted 
from looking at as it delivers on its mandate. 
Whilst it is not the role of internal audit to 
second guess the decisions made by the 
board and its committees, its scope should 
include information presented to the  
board and its committees as discussed 
further below.



6.	 Risk assessments and prioritisation of 
internal audit work.  
 
In setting its scope, internal audit should 
form its own judgement on how best to 
determine internal audit coverage given the 
structure and risk profile of the organisation. 
It should take into account business strategy 
and should form an independent view of 
whether the key risks to the organisation 
have been identified, including emerging 
and systemic risks, and assess how 
effectively these risks are being managed. 
Internal audit’s independent view should be 
informed, but not determined, by the views 
of stakeholders, including management, the 
risk function, other control functions, and 
regulators. In setting out its priorities and 
deciding where to carry out more detailed 
work, internal audit should focus on the areas 
where it considers risks to be higher. 
 
Internal audit should make a risk-based 
decision as to which areas within its scope 
should be included in the internal audit plan. 
It does not necessarily have to cover all of 
the scope areas every year. Its judgement on 
which areas should be covered in the internal 
audit plan should be subject to approval by 
the board audit committee.
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7.	 Internal audit coverage and planning. 
 
Internal audit plans, including significant 
changes, should be approved by the board 
audit committee. Internal audit plans 
should be dynamic, updated timely, and 
have the flexibility to deal with unplanned 
events to allow internal audit to prioritise 
any work of importance and emerging risks. 
Changes to the internal audit plan should be 
considered in light of internal audit’s ongoing 
assessment of risk.



8.	 Scope of internal audit.   
 
The scope of internal audit’s work should 
be regularly reviewed to take account of 
new and emerging risks. Where relevant, 
internal audit should assess not only the 
process followed by the organisation’s first 
and second lines, but also the quality of their 
work. Internal audit should include within its 
scope the areas outlined below:



a.	 Purpose, strategy and business model. 
 
Internal audit should assess whether 
appropriate activities have been established 
to embed  the organisation’s purpose. 
Internal audit is not responsible for setting 
the strategy but should include within its 
scope an assessment of the processes and 
controls supporting strategic and operational 
decision-making, and the delivery of strategic 
priorities. It should include whether the 
information presented to the board and 
senior management fairly represents the 
benefits, risks and assumptions associated 
with the viability of the strategy and  
business model.  



b.	 Organisational culture.  
 
Internal audit should undertake risk-
based reviews of organisational culture, 
incorporating but not limited to risk and 
control culture assessments. This could 
include the evaluation of relevant processes, 
tone at the top, behaviours, and way in which 
the strategy, values, ethics, and risk policies 
are aligned and embedded.



c.	 Internal governance. 
 
Internal audit should include within its scope 
the design and operating effectiveness of the  



internal governance structures and processes 
of the organisation.



d.	 The setting of, and adherence to, the risks the 
entity is willing to accept (risk appetite). 
 
Internal audit is not responsible for setting 
the board’s risk appetite but should 
assess whether the risk appetite has been 
established and reviewed through the 
active involvement of the board and senior 
management. It should assess whether risk 
appetite is embedded within the activities, 
limits and reporting of the organisation.



e.	 Key corporate and external events. 
 
Examples of key corporate events could 
include significant business process changes, 
introduction of new products and services, 
outsourcing decisions and acquisitions/
divestments. Examples of key external events 
include macroeconomic and geopolitical 
uncertainties. Internal audit should decide on 
a timely basis if these events are sufficiently 
high risk to warrant involvement and 
attention. In doing so, internal audit will 
evaluate whether the key risks are being 
adequately addressed (including by other 
forms of assurance, e.g. due diligence) and 
reported. Internal audit should also assess 
whether the information being used in 
such key decision-making is fair, balanced 
and reasonable, and whether the related 
procedures and controls have been followed.



f.	 Capital and liquidity risks. 
 
Internal audit should include within its 
scope the modelling and management of the 
organisation’s capital and liquidity risks. This 
could include the process for establishing and 
maintaining scenario analysis (stress testing) 
in relation to major risk categories and 
recovery plans related to economic shocks.



g.	 Risks of poor customer treatment, giving rise 
to conduct or reputational risk. 
 
Internal audit should evaluate whether the 
organisation is acting with integrity in its 
dealings with customers and in its interaction 
with relevant markets. Internal audit 
should evaluate whether business and risk 
management is adequately designing and 
controlling products, services and supporting 



6 Internal Audit Code of Practice Principles on effective internal audit in the financial services, private and third sectors











processes in line with customer interests, 
protection of customer data and applicable 
conduct regulation.



h.	 Environmental sustainability, climate change 
risks and social issues. 
 
Internal audit should include within its 
scope matters relating to environmental 
sustainability, climate change risks and social 
issues such as diversity, equity and inclusion. 
Internal audit could consider evaluating the 
processes to support, and the accuracy of, 
sustainability reporting and disclosures.



i.	 Financial crime, economic crime and fraud.  
 
Internal audit should include within its scope 
risks relating to financial crime, economic 
crime and fraud. Internal audit should assess 
the adequacy and effectiveness of controls 
to prevent, identify, monitor and report on 
illegal acts including money laundering, 
bribery and corruption, accounting fraud, and 
other forms of financial and economic crime. 
This includes an evaluation of the adequacy 
and effectiveness of fraud risk governance 
and management.



j.	 Technology, cyber, digital and data risks.  
 
Internal audit should include within its 
scope coverage of technology risks. This 
should include assessing the governance, 
risk management and control framework for 
managing IT general controls, cyber, cloud, 
digital and data risks including the use of 
emerging technology such as  
artificial intelligence. 



k.	 Risk management, compliance, finance and 
control functions. 
 
Internal audit should assess the adequacy 
and effectiveness of risk management, 
compliance, finance and other control 
functions. This should include an evaluation 
of the functions’ mandate, organisational 
design, activities and priorities,  
capabilities, resources, tools and  
technology and reporting. 



l.	 Outcomes of processes. 
 
Internal audit should evaluate the design and 
operating effectiveness of the organisation’s 



policies and processes. In doing so, it should 
not adopt a ‘tick box’ approach based purely 
on the design of processes and controls and 
should always consider the actual outcomes 
which result from their application.



 
C.	 Reporting results



Outcome: Internal audit’s reporting to 
the board audit committee, and any other 
board committees as appropriate (such 
as the board risk committee), is impactful 
and relevant.  Overall opinions are 
provided to the board audit committee on 
the scope areas identified as higher risk.



Principles:



9.	 Internal audit should be present at, and issue 
consolidated reports, to key governance 
committees, including the board audit 
committee and any other board committees 
as appropriate. The nature of the reports 
will depend on the remit of the respective 
governing bodies. Internal audit should 
also issue relevant consolidated reports to 
the board risk committee and present as 
appropriate.



10.	 Internal audit’s consolidated reporting to the 
board audit committee, and any other board 
committees as appropriate (such as the 
board risk committee), should provide:



•	 Overall opinions on the scope areas  
selected and covered (refer to section ‘B. 
Scope and Priorities’, principle 8). 



•	 Insights on significant control weaknesses 
and breakdowns together with a robust 
root cause analysis.



•	 Any thematic and systemic issues 
identified across the organisation 
including owners, accountabilities and 
timescales.



•	 An independent view of management’s 
reporting on the risk management 
of the organisation, including a view 
on management’s remediation plans 
(which might include restricting further 
business until improvements have been 
implemented) highlighting areas where 
there are significant delays. 
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•	 A review of any post-mortem and ‘lessons 
learned’ analysis if a significant adverse 
event has occurred at an organisation. Any 
such review should assess both the role 
of the first and second lines and internal 
audit’s own role.



•	 An analysis of themes and trends emerging 
from internal audit work and their impact 
on the organisation’s risk profile.



•	 Insights on areas where governance, risk 
management and internal controls are 
effective, and where internal audit has 
identified efficiencies, including removal of 
duplicative and/or redundant controls. 



11.	 At least annually, internal audit’s reporting 
to the board audit, board risk and any 
other board committees should include an 
overall opinion on the effectiveness of the 
governance, and risk and control framework 
of the organisation, and its overall opinion on 
whether the organisation’s risk appetite  
is being adhered to. This should support  
any board disclosure on the organisation’s 
risk management and material controls  
and should highlight any significant 
weaknesses identified.



D.	 Interaction with risk management, 
compliance, finance and control 
functions



Outcome: Internal audit has an 
organisation wide remit and mandate 
which includes assessing and interacting 
with risk management, compliance, 
finance and other control functions.



Principles:



12.	 The following is applicable to organisations 
who operate in the financial services 
sector and is considered best practice for 
organisations who operate in the private and 
third sectors:



	
	 Effective risk management, compliance, 



finance, and other control functions are an 
essential part of an organisation’s corporate 
governance structure. Internal audit should 
be independent of these functions and be 
neither responsible for, nor part of, them. 
 



The following is applicable to organisations 
who operate in the private and third sectors: 
 
In most organisations, there will be some 
functions (e.g. finance, HR, compliance, 
legal, health & safety and risk management) 
whose responsibilities include designing 
and/or operating controls over risks, which 
arise in other parts of the organisation. 
Functions with such control responsibilities 
have substantial potential to contribute 
to the effectiveness of governance, risk 
management and internal controls in an 
organisation. The objectivity of internal audit 
is strongest if it is neither responsible for, 
nor part of, the control functions and such 
separation is to be preferred.  
 
In cases where the chief audit executive 
has been assigned some responsibility for 
other control functions, the board audit 
committee should ensure that the additional 
responsibilities of the chief audit executive: 
 
a.	 Do not undermine their ability to give 	
	 appropriate attention to their internal 	
	 audit responsibilities. 
b.	 Do not impair their independence  
	 from management and appropriate 	
	 safeguards are put in place. 
c.	 Are appropriately documented in the 	
	 internal audit charter.



	  
The board audit committee should also 
recognise that the chief audit executive is 
not able to make an objective assessment of 
the effectiveness of the additional functions 
for which they have responsibility and that it 
may be desirable to commission an external 
assessment of those functions.



13.	 In no circumstances should internal audit rely 
exclusively on the work of risk management, 
compliance, finance or other control 
functions, in either its risk assessment or in 
the determination of the level of audit testing 
required for the activities under review.  
 
Any judgement which results in less intensive 
internal audit scrutiny should only be 
made after an appropriate evaluation of 
the effectiveness of that specific function in 
relation to the area under review. 
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14.	 Internal audit should coordinate with 
assurance providers on the organisation’s 
key risks. This should include understanding 
coverage and aligning on the timing  
of assurance.



E.	 Independence and authority of 
internal audit



Outcome: Internal audit is independent 
and objective. Internal audit has the 
appropriate standing, stature and access.



Principles:



15.	 The chief audit executive should be 
positioned at a senior management level 
(normally expected to be at executive 
committee or equivalent) within the 
organisation to give them the appropriate 
standing, status, access and authority to 
challenge senior management. Subsidiary, 
branch and divisional heads of internal audit 
should also be of a seniority comparable to 
the senior management whose activities they 
are responsible for auditing. 



16.	 Internal audit should have the right to 
attend and observe all or part of executive 
committee meetings and any other key 
management decision-making fora e.g. 
board risk committee. This enables internal 
audit to understand better the strategy of the 
business, key business issues and decisions, 
and to adjust internal audit priorities  
where appropriate. 



17.	 Internal audit should have unrestricted 
and timely access to key management 
information and a right of access to all of the 
organisation’s data, records, information, 
personnel and physical properties necessary 
to discharge its responsibilities. This  
includes access to board and executive 
committee papers. 



18.	 The primary reporting line for the chief audit 
executive should be to the chair of the board 
audit committee. 



19.	 The chair of the board audit committee 
should be responsible for appointing the 
chief audit executive and for determining 
when they should be removed from post. 



20.	 In organisations in which the internal audit 
function is outsourced this Code still applies 
and the accountability of the function must 
be retained by the organisation. 



21.	 The chair of the board audit committee 
should be accountable for setting the 
objectives of the chief audit executive 
and appraising their performance at least 
annually. It would be expected that the 
objectives and appraisal would take into 
account the views of the chief executive/
administrative reporting line manager. This 
appraisal should consider the independence, 
objectivity and tenure of the chief audit 
executive. Where the tenure of the chief audit 
executive exceeds seven years, the board 
audit committee should explicitly discuss 
annually the chair’s assessment of the  
chief audit executive’s independence  
and objectivity. 



22.	 The chair of the board audit committee 
should be responsible for recommending the 
remuneration of the chief audit executive 
to the remuneration committee. The 
remuneration of the chief audit executive 
and internal audit staff should be structured 
in a manner such that it avoids conflicts of 
interest, does not impair their independence 
and objectivity and should not be directly 
or exclusively linked to the short-term 
performance of the organisation. 



23.	 Subsidiary (including ring-fenced bank), 
branch and divisional heads of internal audit 
should report primarily to the group chief 
audit executive, while recognising local 
legislation or regulation as appropriate. This 
includes the responsibility for setting budgets 
and remuneration, conducting appraisals and 
reviewing the internal audit plan. The group 
chief audit executive should consider the 
independence, objectivity and tenure of the 
subsidiary, branch or divisional heads  
of internal audit when performing  
their appraisals. 



24.	 The following is applicable to organisations 
who operate in the financial services 
sector and is considered best practice for 
organisations who operate in the private and 
third sectors:  
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	 If internal audit has an administrative 
reporting line, this should be to the chief 
executive in order to preserve independence 
from any particular business area or function 
and to establish the standing of internal audit 
alongside the executive committee members. 



	 The following is applicable to organisations 
who operate in the private and third sectors:



	 In certain scenarios, the administrative 
reporting line can be to another member of 
senior management who promotes, supports 
and protects internal audit’s independent 
and objective voice. This should be agreed 
with the chair of the board audit committee. 



F.	 Resources



Outcome: Internal audit has the right 
skills, experience, resources and budget to 
fulfil its mandate. 



Principles:



25.	 The chief audit executive should ensure that 
the audit team has the skills and experience, 
including technical subject matter expertise, 
commensurate with the scale of operations 
and risks of the organisation. This may entail 
training, recruitment, secondment from other 
parts of the organisation, or co-sourcing with 
external third parties. 



26.	 The chief audit executive should provide 
the board audit committee with a regular 
assessment of the skills required to conduct 
the work needed, and whether the internal 
audit budget is sufficient to recruit and 
retain staff or procure other resources with 
the expertise, experience and objectivity 
necessary to provide effective challenge 
throughout the organisation and to  
senior management. 



27.	 The internal audit team should comprise 
internal auditors with a mix of backgrounds, 
skills and experiences who bring diversity 
of thought. The chief audit executive 
should recruit, retain and promote talent in 
accordance with the organisation’s diversity, 
equity and inclusion policies and  
applicable legislation. 



28.	 The chief audit executive should ensure 
that internal audit has the appropriate tools 
and technology to support the function’s 
impact and effectiveness e.g. use of data 
analytics and artificial intelligence. Tools and 
technology should be used in internal audit 
activities, including to help auditors, analyse 
the risk profile to support scoping decisions, 
test controls and enhance internal audit 
coverage and quality. The function should 
regularly evaluate how tools and technology 
can be used to improve its effectiveness  
and efficiency. 



29.	 The board audit committee should be 
responsible for approving the internal audit 
budget and, as part of the board’s overall 
governance responsibility, should disclose 
in the annual report and accounts whether 
it is satisfied that internal audit has the 
appropriate resources.



G. Quality Assurance and Improvement 
Programme (QAIP)



Outcome: The board audit committee 
and internal audit assess the quality, 
performance, impact and effectiveness of 
the function. 



Principles:



30.	 The board audit committee is responsible 
for approving internal audit’s performance 
objectives and evaluating the performance 
of the internal audit function on a regular 
basis. In doing so, it will need to identify 
appropriate criteria for defining the success 
of internal audit. This should include 
assessing internal audit’s value, impact, 
effectiveness and efficiency. Delivery of the 
internal audit plan should not be the sole 
criteria in this evaluation. 



31.	 Internal audit should maintain an up-to-date 
set of policies, procedures, methodology and 
performance and effectiveness measures for 
the internal audit function. Internal audit 
should continuously improve these in light of 
industry developments. 



32.	 Internal audit functions should develop a 
QAIP, with the work performed by individuals 
who are independent of the delivery of 
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the audit. The individuals performing the 
assessments should have the standing and 
experience to meaningfully challenge internal 
audit performance and to ensure that 
internal audit judgements and opinions are 
adequately evidenced.  
 
The scope of the QAIP review should 
include internal audit’s understanding and 
identification of risk and control issues 
and adherence to audit methodology and 
procedures. This may require the use of 
resource from external parties. The quality 
assurance work should be risk-based to 
cover the higher risks of the organisation 
and of the audit process. The results of these 
assessments should be presented directly to 
the board audit committee at least annually. 
 
Internal audit should conduct periodic self-
assessments on conformance with this Code 
and the Global Internal Audit Standards. 



33.	 Where the internal audit function is 
outsourced to, or co-sourced with, an 
external provider, internal audit’s work 
should be subject to the same QAIP work as 
an in-house function. The results of this QAIP 
work should be presented to the board audit 
committee at least annually for review. Chief 
audit executives should report regularly to 
the board audit committee on the actions or 
progress implementing the outcomes of  
the review. 



34.	 The board audit committee should obtain 
an independent and objective external 
quality assessment at appropriate intervals, 
irrespective of the size of the organisation. 
This could take the form of periodic reviews 
of elements of the function, or a single review 
of the overall function. In any event, the 
internal audit function as a whole should as a 
minimum be subject to a review at least every 
five years, as set out in the Global Internal 
Audit Standards. The conformity of internal 
audit with this Code and the Global Internal 
Audit Standards should be explicitly included 
in this evaluation. The chair of the board 
audit committee should oversee and  
approve the appointment process for the 
independent assessor.



H.	Relationship with regulators and 
external audit



Outcome: Internal audit has an open, 
constructive and cooperative relationship 
with regulators and external audit.



Principles:



35.	 The chief audit executive, and other senior 
managers within internal audit, should 
have an open, constructive and cooperative 
relationship with relevant regulators to 
support sharing of information relevant to 
carrying out their respective responsibilities. 



36.	 The chief audit executive and the partner 
responsible for external audit should ensure 
appropriate and regular communication and 
sharing of information. 



I. Wider considerations



Principles:



37.	 The Chartered Institute of Internal Auditors 
should commission further independent 
reviews of this guidance at least every five 
years, in the light of further experience, with a 
view to deciding whether any further changes 
are required.
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Appendix I - Glossary of Terms 



Activity under review 
The subject of an internal audit engagement. Examples 
include an area, entity, operation, function, process,  
or system.



Annual report and accounts 
The annual report and accounts provides investors and 
other stakeholders with clear and relevant information 
on the organisation’s performance to support informed 
decision making and effective stewardship. 



Board
Highest level body charged with governance, such as the 
board of directors.



Business model
An organisation’s strategy and plan to operate and achieve 
business objectives. This includes the products and/or 
services offered. 



Chief audit executive
The leadership role responsible for effectively managing 
all aspects of the internal audit function and ensuring the 
quality performance of internal audit services in accordance 
with the Global Internal Audit Standards and the Code of 
Practice. The specific job title and/or responsibilities may 
vary across organisations. 



Consolidated reports
A report that summarises the outcomes from internal 
audit’s work including engagement conclusions, themes 
identified from internal audit’s work, overall opinions and 
functional performance. 



Customer
A customer is an individual or entity that engages with a 
provider, such as a business, non-profit organisation, or 
charity to obtain goods, services, and/or information. This 
includes consumers, purchasers, donors, beneficiaries, 
and volunteers.



Diversity, equity and inclusion
Diversity is the presence and participation of individuals 
with varying backgrounds and perspectives. Equity refers 
to fair access to opportunities, and just and impartial 
treatment. Inclusion is a sense of belonging where people’s 
differences are valued and used to enable everyone to thrive 
and make meaningful contributions.  



Diversity of thought
Bringing together a range of different styles of thinking 
among members of a group.



Economic and financial crime
Illegal acts committed by an individual or a group to obtain 
a financial or professional advantage. The principal motive 
is economic gain. This includes offences such as bribery, 
corruption, financial fraud, terrorist financing, tax evasion 
and money laundering. 



External event
Events refer to incidents or occurrences outside of an 
organisation’s control that can significantly impact its 
operations, performance and/or strategy.



Fraud
Any intentional act characterised by deceit, concealment, 
dishonesty, misappropriation of assets or information, 
forgery, or violation of trust perpetrated by individuals or 
organisations to secure unjust or illegal personal or  
business advantage. 



Governance
The combination of processes and structures implemented 
by the board to inform, direct, manage, and monitor the 
activities of the organisation toward the achievement of 
its objectives.



Independence
The freedom from conditions that may impair the ability 
of the internal audit function to  carry out internal audit 
responsibilities in an unbiased manner.



Internal audit charter
A formal document that includes the internal audit 
function’s mandate, organisational position, reporting 
relationships, scope of work, types of services, and  
other specifications.



Internal audit mandate
The internal audit function’s authority, role, and 
responsibilities, which may be granted by the board and/or 
laws and regulations.
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Internal audit plan
A document, developed by the chief audit executive,  
which identifies the engagements and other internal audit 
services anticipated to be provided during a given period. 
The plan should be risk-based and dynamic, reflecting 
timely adjustments in response to changes affecting  
the organisation.



Key corporate events
Any major changes within an organisation that can influence 
the organisation’s strategy, business model, structure, 
operations, reputation and financial position. 



Material controls
Material controls are specific to an organisation and should 
be identified by management. These will differ depending 
on an organisation’s size, business model, strategy and 
structure. Financial materiality should not be the sole 
criteria for identifying material controls. 



Objectivity
An unbiased mental attitude that allows internal 
auditors to make professional judgments, fulfil their 
responsibilities, and achieve the purpose of internal 
auditing without compromise. 



Organisational culture
An organisation’s values, attitudes, standards and beliefs.



Outcomes
Statements outlining the intended outcome of a section in 
the Code of Practice. 



Overall opinions
An opinion provided based on a comprehensive assessment 
and judgement made considering all relevant findings, 
engagements, information and/or evidence. Overall 
opinions should reflect the professional judgement of the 
chief audit executive and be supported by relevant, reliable 
and sufficient information. Internal audit should consider 
a variety of inputs from across the organisation when 
providing overall opinions. 



Principles
Broad principles to adhere to within the Code of 
Practice that should be applied in the context of an 
organisation’s size, risk profile, nature, scope and 
complexity of their operations.



Purpose
An organisation’s primary goal and fundamental reason  
for existence.   



Quality Assurance and Improvement Programme 
A programme established by the chief audit executive to 
evaluate and ensure the internal audit function conforms 
with the Global Internal Audit Standards and the Code of 
Practice, achieves performance objectives, and pursues 
continuous improvement. The programme includes internal 
and external assessments.



Risk appetite
The types and amount of risk that an organisation is willing 
to accept in the pursuit of its strategies and objectives.



Risk assessment
The identification and analysis of risks relevant to 
the achievement of an organisation’s objectives. The 
significance of risks is typically assessed in terms of impact 
and likelihood.



Risk and control culture
An organisation’s/management’s values, beliefs, knowledge, 
attitudes and understanding about risk and control. 



Root cause
Core issue or underlying reason for the difference between 
the criteria and the condition of an activity under review. 



Senior management
The highest level of management of an organisation  
that is ultimately accountable to the board for the 
organisation strategic decisions. Typically this is a group  
of persons that includes the chief executive officer or head of 
the organisation.



Technology
The digital tools, systems and technology used within an 
organisation. This includes audit software and tools, data 
analytics, process mining and advanced technologies such 
as artificial intelligence.



Thematic issue
An issue which is pervasive across several areas of the 
organisation. This may include the findings and conclusions 
of multiple engagements, which when viewed holistically 
may reveal patterns or trends, such as root causes. 
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Appendix II – The Independent Internal 
Audit Code of Practice Review Committee 



Sally Clark  
Audit Committee Chair, 
Citigroup Markets & 
Non-Executive Director, 
AIB (UK) and Bupa 
(Committee Chair)



Jeremy Eagles 
Chief Audit Officer, Bupa 



Veesh Sharma 
Chief Assurance Officer 
and Chief Risk Officer, 
Save the Children



Jonathan Calvert-
Davies 
Group Head of Internal 
Audit, HSBC



Bernice Gaffney 
Head of Internal Audit, 
Bord na Mona (and 
Member, Audit, Risk and 
Governance Committee, 
Health Information and  
Quality Authority)



Paul Skinnider 
Head of Internal Audit, 
Taylor Wimpey



Carolyn Clarke 
Deputy President, 
Chartered IIA (and Audit 
Risk and Sustainability 
Committee Chair, Elcogen)



Byron Grote 
Audit Committee 
Chair, Tesco & 
Intercontinental Hotels



Janette Taylor 
Head of Professional 
Practices – Internal  
Audit, Santander



Gordon Craig 
Director of Internal  
Audit, 3i 



Paul Kaczmar 
Head of Audit and Risk, 
Page Group



Sara Yorke 
Head of Internal Audit 
- Legal, Regulatory, 
Internal/External  
Affairs, Vodafone
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Mark Babington 
Executive Director 
Regulatory Standards, 
Financial Reporting 
Council



Saheet Gohil 
Partner, EMEIA Financial  
Services, EY



Sarah Sodeau 
Head of Division – Internal 
Audit, Bank of England 



Peter Elam 
Group Head of Risk 
Management and 
Business Assurance 
(Member, International 
Internal Audit Standards 
Board and former 
President, Chartered IIA)



Gavin Hayes 
Head of Policy and Public 
Affairs, Chartered IIA



Paul Wrafter 
Head of Internal Audit, 
Central Bank of Ireland



Robin Jones 
Director of Internal  
Audit, Financial  
Conduct Authority



Sophie Lazarus 
Director, EMEIA Financial 
Services, EY



Anne Kiem OBE 
Chief Executive,  
Chartered IIA



Harjeet Powar 
Partner, EMEIA Financial  
Services, EY



Observers to the Committee



Secretariat to the Committee
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The Chartered Institute of Internal Auditors is the only 
professional body dedicated exclusively to training, supporting 
and representing internal auditors in the UK and Ireland.



We have over 10,000 members in all sectors of the economy. First 
established in 1948, we obtained our Royal Charter in 2010.



Over 2,000 members are Chartered Internal Auditors and have earned 
the designation CMIIA. About 1,000 of our members hold the position 
of head of internal audit and the majority of FTSE 100 companies are 
represented among our membership.



Members are part of a global network of over 245,000 members in 170 
countries, all working to the same International Standards and Code 
of Ethics.



To learn more, visit:  
www.iia.org.uk



Chartered Institute of 
Internal Auditors



14 Abbeville Mews
88 Clapham Park Road
London  
SW4 7BX



tel 020 7498 0101
email info@iia.org.uk



Stay connected



About Chartered IIA





https://www.iia.org.uk
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		Executive Summary
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		OVERALL ASSESSMENT

		

		KEY STRATEGIC FINDINGS
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		The Fleet Department has adequate arrangements in place for the processing and management of fuel usage and data.
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		The Fleet Department are collaborating with Human Resources to develop a role for long term management of the transition to Electric Vehicles.  
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		No Urgent, Important or Routine recommendations are made.









		ASSURANCE OVER KEY STRATEGIC RISK / OBJECTIVE

		

		GOOD PRACTICE IDENTIFIED



		There were no risks directly related to fleet management and fuel on the Corporate Risk Register at the time of the review. 
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		Review of instances of purchases on the same Allstar card for diesel and unleaded fuel revealed no such instances. This demonstrates improvement in controls over the use of fuel cards in line with recommendations made by TIAA previously.









		

		

		



		SCOPE

		

		ACTION POINTS



		The review has considered compliance with fuel card policies and procedures and the effectiveness of the arrangements for oversight of fuel usage in order to provide value for money. The review also considered the management of electric vehicles and electric vehicle charging points.

		

				Urgent

		Important

		Routine

		Operational



		0

		0

		0

		0
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		Assurance - Key Findings and Management Action Plan (MAP)
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		Risk Area

		Finding

		Recommendation

		Priority

		Management

Comments

		Implementation

Timetable

(dd/mm/yy)

		Responsible

Officer

(Job Title)



		No Urgent, Important or Routine recommendations are made.
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		PRIORITY GRADINGS

		

		

		

		

		



		1

		URGENT

		Fundamental control issue on which action should be taken immediately.

		

		2

		IMPORTANT

		Control issue on which action should be taken at the earliest opportunity.

		

		3

		ROUTINE

		Control issue on which action should be taken.
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		Operational - Effectiveness Matter (OEM) Action Plan
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		Risk Area

		Finding

		Suggested Action

		Management Comments



		No Operational Effectiveness Matter recommendations were made. 
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		ADVISORY NOTE



		Operational Effectiveness Matters need to be considered as part of management review of procedures.
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		Directed Risk: 

Failure to properly direct the service to ensure compliance with the requirements of the organisation.







		Ref

		Expected Key Risk Mitigation

		Effectiveness of arrangements

		Cross Reference to MAP

		Cross Reference to OEM



		GF

		Governance Framework

		There is a documented process instruction which accords with the relevant regulatory guidance, Financial Instructions and Scheme of Delegation.

		In place

		-

		-



		RM

		Risk Mitigation

		The documented process aligns with the mitigating arrangements set out in the corporate risk register.

		In place

		-

		-



		C

		Compliance

		Compliance with statutory, regulatory and policy requirements is demonstrated, with action taken in cases of identified non-compliance.

		In place

		-

		-







		Other Findings
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		The iR3 Telematics Group approved the Vehicle Fleet and iR3 Strategy in January 2024 where it outlines the aim of Fleet Services is to provide a fit for purpose, safe, reliable, and cost-effective vehicle fleet, enabling Dyfed Powys Police to deliver optimum policing services. The Strategy also provides key vehicle policies in the strategy. 
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		An extract of the Financial Procedures was presented where it highlights the procedures for the usage of fuel cards. It outlines Dyfed-Powys Police vehicles are refuelled at external garages. Payment is made via an Allstar fuel card, which is a type of payment card which can only be used for the purchase of fuel. Such cards can be used in garages which accept this form of payment. 
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		Requests for new fuel cards are carried out by the Fleet Management Team. Requests for any other new fuel cards are to be completed in writing to Fleet Admin. Fuel Cards are supplied to divisions or departments within seven working days from receipt of request. 
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		A walkthrough of the Allstar and Tranman systems with the Fleet Administrator evidenced access to the Tranman system and Allstar is restricted to the Fleet staff and one other individual outside of Fleet who is an Assistant Accountant who has been working with Fleet staff on transferring and analysing data from Allstar to Tranman. 
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		All fuel data is recorded on the Tranman system to provide management data on the life running cost for each class of vehicle. The majority of fuel is purchased via Allstar cards. Allstar 'chip and signature' fuel cards are provided for fleet vehicles. Some are allocated to a vehicle, and some are allocated to a specific Fleet Number usually for covert vehicles. The Fleet Management Department controls and monitors the receipt and distribution of the cards. The data relating to each car is available on the Allstar website. All card numbers are recorded on the Tranman system against the relevant vehicle.
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		Allstar provides weekly summary invoices for all cards allocated to the Force. The Assistant Accountant downloads the invoice into an Excel spreadsheet, checks the value to the weekly download of data and investigates and corrects any anomalies before importing the data into the Tranman system. The invoice, which is paid by direct debit, is processed through the eFinancials Finance system and authorised by the Fleet Manager. 
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		A review of a random sample of the monthly invoice data from the Allstar invoices for the months of January to June 2024 was undertaken to establish if they were any instances of purchases of diesel and unleaded fuel on the same vehicle and same Allstar card. The review revealed no such instances. This demonstrates an improvement in controls on previous reviews undertaken by TIAA.
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		The Fleet Manager receives a monthly analytical fuel data report from Allstar which includes Average Price Per Litre (PPL) by Fuel Type, Fuel Purchase by Brand, Diesel Spend Analysis, Premium Diesel Spend Analysis, Unleaded Spend Analysis, Premium Unleaded Spend Analysis, Highest Prices Diesel and Unleaded, Lowest Prices, Motorway Fuel, Not Recording Mileage and Carbon Footprint. The Fleet Manager provides the data by exception on Premium/Super unleaded and Premium Diesel to departments so they can take appropriate action on behaviours and anomalies, where relevant. 
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		A review of the Allstar monthly invoice data from January to June 2024 was undertaken to establish if there were any purchases made for fuel at non-discounted sites. The review found that the recommended discounted sites and alternative supermarket sites in the Force area was adhered to.
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		The previous internal audit review identified a high number of instances of premium diesel and super and premium unleaded purchases, often for vehicles for which it is not a manufacturer’s recommendation that such fuel is used; the Force has some high-performance vehicles where the manufacturer recommends use of premium diesel. Where premium fuel is used over standard fuel there is an additional cost to the force. 

Discussion with staff during the previous and this current review also noted that there can be occasions when pumps may be unavailable due to low stock, noted in particular in relation to diesel, or operational reasons due to queues at the pumps officers may elect to use a premium fuel to save time. 

Data analysis undertaken as part of this review identified that although examples of premium fuel were noted, there has been a significant reduction in number in both premium diesel and unleaded, such that the costs implications are now relatively low. See Appendix A – Comparison of Premium to Standard Fuel Purchases. 

Similarly, the previous internal audit review identified a high number of instances where fuel was purchased from motorway service stations, which are often at a higher cost than other fuel stations. No examples of purchases being made from motorway service stations were noted within the data for the sample period examined.  

As noted above, the Head of Fleet Services since the previous internal audit review monitors fuel purchase types through ongoing reporting. 



		[image: ]

		Welsh Government has set an overall target for the Public Sector within Wales collectively to be Net Zero by 2030. During 2024/25 it is planned to continue to develop the electric fleets at Headquarters, Llanelli, Milford Haven, Newtown, Aberystwyth, Llandrindod Wells and Lampeter with a total of 44 charging points installed across the stations and 14 electric vehicles across Dyfed-Powys Police force. It was confirmed with the Head of Fleet Services that the infrastructure and project management of Electric Vehicle (EV) charging points (including the personal usage of EV charges) falls under the Estates Department. 
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		The EV charging data is captured and monitored the through the Allstar and Tranman system and purchasing of kilowatt units is only accessible through an Allstar fuel card allocated by the Fleet Management Team. 



		[image: ]

		The impact of the introduction of electric vehicles was discussed with staff as part of the audit and it was noted the Fleet Department provides options on an annual basis which outline cost, risks, and benefits of the transition to electrical vehicles. It is currently believed that vehicle and charging technology will evolve rapidly during the transition to EV’s which will reduce the in-house charging requirements and allow Dyfed-Powys Police to deploy electric vehicles in a similar manner to petrol/diesel where public charging/filling is convenient and efficient.
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		The EV data is captured and monitored through the Allstar and Tranman system. It was found that although the data is captured there is a “grey area” with inputting of mileage where it is not captured in relation to electric vehicles. Although the purchasing of kilowatt units from the charging points is monitored, it is difficult to compare against mileage that is travelled as the data is not captured via the EV Chargers. It was confirmed with the Head of Fleet Services that this a known issue and that a role is currently being created with collaboration with the Human Resource department to manage the EV infrastructure to determine which vehicles in the future that can be transferred from petrol or diesel to EV and the analysis of driver behaviour. Currently, reports from the Telematics system are utilised to analyse driver behaviour, for example aggressive driving behaviour, on a regular basis. This is discussed informally with in the Operational Operations Inspector and the Fleet Management Team during a fleet focus group held every two weeks. 
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		Delivery Risk: 

Failure to deliver the service in an effective manner which meets the requirements of the organisation.







		Ref

		Expected Key Risk Mitigation

		Effectiveness of arrangements

		Cross Reference to MAP

		Cross Reference to OEM



		PM

		Performance Monitoring

		There are agreed KPIs for the process which align with the business plan requirements and are independently monitored, with corrective action taken in a timely manner.

		Out of scope

		-

		-



		S

		Sustainability

		The impact on the organisation's sustainability agenda has been considered.

		Out of scope

		-

		-



		R

		Resilience

		Good practice to respond to business interruption events and to enhance the economic, effective and efficient delivery is adopted.

		Out of scope

		-

		-







		Other Findings



		[image: A magnifying glass in a circle

Description automatically generated]

		This is a Compliance review; Delivery Risk Root Cause Indicators are out of scope. 
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		Fuel Transactions and Costs

		Appendix A





Table 1 – Analysis of Premium and Standard Fuel Transactions and Costs for the period January to June 2024

		Usage Comparison

		

		

		

		



		

		

		

		Fuel Transactions

		% of Transactions



		Premium Diesel

		

		

		105

		1%



		Diesel

		

		

		7,168

		99%



		

		

		

		7,273

		



		

		

		

		

		



		Premium Unleaded

		

		

		78

		



		Super Unleaded

		

		

		8

		



		

		

		

		86

		3%



		Unleaded

		

		

		3,183

		97%



		

		

		

		3,269

		



		

		

		

		

		












		Cost Comparison



		

		

		Units

		

		Average Cost per Unit

		Total Additional Cost

		



		Premium Diesel

		

		3,660.38

		

		1.6967

		

		



		

		

		

		Difference

		0.208

		£761.65

		Overspend on diesel fuel



		Diesel

		

		274,220.04

		

		1.489

		

		



		

		

		

		

		

		

		



		Super Unleaded

		

		222.41

		

		1.62375

		

		



		Premium Unleaded

		

		2,451.72

		

		1.56603

		

		



		

		

		2,674.13

		Total

		1.59489

		Average *

		



		

		

		

		Difference

		0.166

		£442.94

		Overspend on unleaded fuel



		Unleaded

		

		96,363.77

		

		1.429

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		£ 1,204.59

		Total Overspend



		* An average Super Unleaded and Premium Unleaded cost per unit has been used to enable a single comparison with standard unleaded for illustrative purposes. 








		EXPLANATORY INFORMATION

		Appendix B
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[bookmark: section7]Scope and Limitations of the Review

1. The definition of the type of review, the limitations and the responsibilities of management in regard to this review are set out in the Annual Plan. As set out in the Audit Charter, substantive testing is only carried out where this has been agreed with management and unless explicitly shown in the scope no such work has been performed.

Disclaimer

2. The matters raised in this report are only those that came to the attention of the auditor during the course of the review, and are not necessarily a comprehensive statement of all the weaknesses that exist or all the improvements that might be made. This report has been prepared solely for management's use and must not be recited or referred to in whole or in part to third parties without our prior written consent. No responsibility to any third party is accepted as the report has not been prepared, and is not intended, for any other purpose. TIAA neither owes nor accepts any duty of care to any other party who may receive this report and specifically disclaims any liability for loss, damage or expense of whatsoever nature, which is caused by their reliance on our report.

Effectiveness of arrangements

3. The definitions of the effectiveness of arrangements are set out below. These are based solely upon the audit work performed, assume business as usual, and do not necessarily cover management override or exceptional circumstances.

		In place

		The control arrangements in place mitigate the risk from arising.



		Partially in place

		The control arrangements in place only partially mitigate the risk from arising.



		Not in place

		The control arrangements in place do not effectively mitigate the risk from arising.





Assurance Assessment

4. The definitions of the assurance assessments are:

		Substantial Assurance

		There is a robust system of internal controls operating effectively to ensure that risks are managed and process objectives achieved.



		Reasonable Assurance

		The system of internal controls is generally adequate and operating effectively but some improvements are required to ensure that risks are managed and process objectives achieved. 



		Limited Assurance

		The system of internal controls is generally inadequate or not operating effectively and significant improvements are required to ensure that risks are managed and process objectives achieved. 



		No Assurance

		There is a fundamental breakdown or absence of core internal controls requiring immediate action.





Acknowledgement

5. We would like to thank staff for their co-operation and assistance during the course of our work.

Release of Report

6. The table below sets out the history of this report.

		Stage

		Issued

		Response Received



		Audit Planning Memorandum:

		8th May 2024

		17th June 2024



		Draft Report:

		19th August 2024

		28th August 2024



		Final Report:

		5th September 2024
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		September 2024

		

		

		



		

		Final

		

		

		







OFFICIAL - Swyddogol



OFFICIAL - Swyddogol



OFFICIAL - Swyddogol



[bookmark: Deletecontinue]



		Executive Summary
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		OVERALL ASSESSMENT

		

		KEY STRATEGIC FINDINGS
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		The force has developed an appropriate risk-based approach for auditing crime recording.
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		The Crime Data Team needs to document the workflow of the Crime Recording Auditing process. 



		[image: ]

		Errors found within the reporting Dashboard need to be investigated and corrected.



		[image: ]

		The outcome process, especially cancelled crimes, need to be reviewed as crimes are being cancelled without the appropriate rationale being selected within the system.









		ASSURANCE OVER KEY STRATEGIC RISK / OBJECTIVE

		

		GOOD PRACTICE IDENTIFIED



		There are no risks identified within the Corporate Risk Register, however, the accurate and timely recording of crime data is critical as it assists police forces and communities to identify and manage a range of risks. Those cited through the National Standard for Incident Report and National Crime Recording Standard include: ensuring incidents are risk assessed at the earliest opportunity and ensuring the most appropriate response is applied; making decisions on police officer and public safety; and, providing the police and partners with data, which informs the targeted use of resources and allows the effectiveness of crime reduction strategies to be established on a local and national basis.
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		A Risk Based Crime Audit Schedule 2024-25 has been developed and designed to target key risk areas each month for a three-month period.









		

		

		



		SCOPE

		

		ACTION POINTS



		The review checked compliance with the Policy and Procedures adopted for Crime Recording within the new Niche system only.

		

				Urgent

		Important

		Routine

		Operational



		0

		3

		2

		0
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		Assurance - Key Findings and Management Action Plan (MAP)







		[bookmark: section3]Rec.

		Risk Area

		Finding

		Recommendation

		Priority

		Management

Comments

		Implementation

Timetable

(dd/mm/yy)

		Responsible

Officer

(Job Title)



		1

		Directed

		The Crime Data Team do not have a procedure document or a workflow of the Crime Recording Auditing process and how the data is reported within the Crime Recording data dashboard. There is a risk that staff may not follow or comply the correct process.

		A procedure document or workflow document be developed for the Crime Recording auditing process.

		2

		This recommendation is noted, and a workflow process map will be completed. 

		04/11/2024

		L HARRIES T/SUPT



		3

		Directed

		At the time of the review the Missed Crimes page of the dashboard as of 29th July 2024 reported 10,464 audits, 4.4% were under recorded, 5,037 crimes required with 561 crimes missed which represents 10.1%. 

A review of the Crime Data Performance dashboard highlighted that the 10.1% appeared incorrect. The Force Crime Incident Registrar (FCIR) confirmed that previously Chief Officers had expressed concern that over recorded crimes and MIRs (more information required) were distorting the overall percentage and asked for these figures to be removed from the overall percentage. This was actioned; however, calculations were re-performed by the FCIR with internal audit, and this still highlighted a discrepancy.

		The potential "%Missed" calculation discrepancy figures be taken up with the Performance Team to identify the root cause of the issue and to conduct corrective action.

		2

		The discrepancy is believed to relate to the crimes over recorded distorting the missed crimes % and this will be corrected in V2 of the dashboard.

		02/12/2024

		L HARRIES T/SUPT



		5

		Directed

		Officers in the Case (OICs) can apply certain outcomes (disposals) to crimes and close crimes on Niche, although within Niche disposals should be reviewed and authorised by supervisors. The Force Crime Incident Registrar (FCIR) confirmed that this is major issue at present with OICS not completing crimes correctly, for example for cancelled crimes these are being cancelled but there is a functionality to select one of five areas as to why it is being cancelled, which forms part of the National Standard for Incident Recording (NSIR), but audits have identified that this is not always being carried out. This is currently audited but not reported upon through the dashboard although discussions have been instigated regarding this, but no decision has been made to date. This issue is also under the force review process with early tentative discussions considering taking the responsibility of applying outcomes from OICs to a central team for example. There is a risk on the integrity of the outcome data.

		The issues within outcomes be added to the dashboard so data integrity issues can be formally captured and formally addressed to improve the outcome process.   

		2

		This will be considered for further iterations of the dashboard. Guidance has been circulated to all officers re outcomes and cancellations. 

		02/12/2024

		T/SUPT L HARRIES



		2

		Directed

		At the time of the review the Daily Missed Crimes page of the dashboard as of 29th July 2024 reported 10,464 audits, 4.4% were under recorded, 5,037 crimes required with 561 crimes missed which represents 10.1%.

A review of the dashboard highlighted that the 10.1% appeared incorrect. The Force Crime Incident Registrar (FCIR) confirmed that previously Chief Officers had expressed concern that over recorded crimes and MIRs (more information required) were distorting the overall percentage of daily missed crimes and asked for these figures to be removed from the overall percentage. Over recorded crimes are where there may be two or more crimes committed relating to one incident. In terms of the accounting, these state that the most serious crime should be the main record. There is a risk that there may be an inconsistency by users with the interpretation of the missed crimes data and that the “% Missed” header can be misleading. It was noted that plans are already in place to simplify the visualisation of data with the introduction of Version2 of the dashboard.

		The heading "% Missed" within the Daily Missed Crimes screen of the dashboard be updated to make the meaning clearer to the end users.

		3

		The discrepancy is believed to relate to the crimes over recorded distorting the missed crimes % and this will be corrected in V2 of the dashboard.

		02/12/2024

		T/SUPT L HARRIES



		4

		Directed

		Given the issue with the figures in the Missed Crimes screen on the dashboard. Not only is there a risk on the data integrity but it could impact on the confidence of the data being presented to Chief Officers and Local Policing Areas.

		Regular dip sampling on the dashboard data be undertaken to confirm the accuracy integrity of the data.

		3

		FCIR conducts a review of the dashboard data v the % presented. This will form a formal process to report monthly into the CDI Tactical group for accountability.

		04/10/2024

		L HARRIES T/SUPT
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		PRIORITY GRADINGS

		

		

		

		

		



		1

		URGENT

		Fundamental control issue on which action should be taken immediately.

		

		2

		IMPORTANT

		Control issue on which action should be taken at the earliest opportunity.

		

		3

		ROUTINE

		Control issue on which action should be taken.
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		2







		Operational - Effectiveness Matter (OEM) Action Plan
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		Risk Area

		Finding

		Suggested Action

		Management Comments



		No Operational Effectiveness Matter recommendations are made.
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		ADVISORY NOTE



		Operational Effectiveness Matters need to be considered as part of management review of procedures.
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		Directed Risk: 

Failure to properly direct the service to ensure compliance with the requirements of the organisation.







		Ref

		Expected Key Risk Mitigation

		Effectiveness of arrangements

		Cross Reference to MAP

		Cross Reference to OEM



		GF

		Governance Framework

		There is a documented process instruction which accords with the relevant regulatory guidance, Financial Instructions and Scheme of Delegation.

		Partially in place

		1

		-



		RM

		Risk Mitigation

		The documented process aligns with the mitigating arrangements set out in the corporate risk register.

		In place

		-

		-



		C

		Compliance

		Compliance with statutory, regulatory and policy requirements is demonstrated, with action taken in cases of identified non-compliance.

		Partially in place

		2, 3, 4, & 5

		-







		Other Findings
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		TIAA undertook a review of Crime Recording in 2017/18 which was given a Reasonable Assurance assessment with three Important (Priority 2) and two Routine (Priority 3) recommendations. The recommendations were found to have been implemented as part of the follow up process.
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		The Home Office introduced the National Crime Recording Standard (NCRS) in 2011 following an original proposal by the Association of Chief Police Officers. The Standards must be followed all Police forces in England and Wales.
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		The Home Office introduced the National Standard for Incident Recording (NSIR) in 2011. The Standards are "counting rules is to ensure that all incidents, whether crime or non-crime, are recorded by police in a consistent and accurate manner. This allows resulting data to be used at a local and national level for management and performance information needs". 
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		The oversight, monitoring and performance of crime recording is undertaken by the force’s CDIU (Crime Data Integrity Unit) and the Crime Audit Team audit the data in accordance with NCSR and NISR. A Temporary Superintendent has overall responsibility for the Crime Audit Team. The Force Crime Incident Registrar (FCIR) has day to day responsibility supported by a Deputy Force Crime and Incident Registrar, three auditors and two Police Officers.
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		All calls (crime and non-crime) received by the Force Communication Centre (FCC) are initially recorded on the STORM system. Calls relating to potential crimes, where relevant, are passed onto the Local Policing Areas (LPAs) and if deployed to an officer then the crime must be recorded on Niche. This has been recognised nationally with all forces who operate Niche as a duplication of effort as there is no interface from STORM to Niche.
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		Prior to May 2024 the Crime Audit Team monitored performance and outcomes based on LPA data, however, since May the data is now reviewed, audited and reported upon based on overall force data. This is as a result of a Cause for Concern on Crime Data Integrity (CDI) which was raised by His Majesty’s Inspectorate of Constabulary and Fire and Rescue Services (HMICFRS) as part of the Peel Inspection in 2021 and followed on from an initial concern raised in 2018.
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		The force introduced daily scrutiny from across all STORM incidents and reporting in November 2023 which has seen a CDI compliance rise to 96.6% in March 2024, however. the Superintendent presented a CDI Report to the Chief Officers in June 2024 which noted that the sample selected from STORM "are not risk based or statistically reliable". As a result, the Superintendent proposed the4 adoption of a new audit approach. The new a risk-based approach would ensure a comprehensive understanding of CDI compliance in specified areas, such as violence against the person (VAP) and sexual offences.
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		A Power-BI Performance Dashboard previously set up to present crime data performance has been updated to show daily missed crimes, which needs to remain a daily focus for local and force Department Managers Meetings with the intended target of 0% missed crimes. 
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		The Peel Inspection in 2021 recommended: The force should immediately:

· take steps to identify and address gaps in its systems and processes for identifying and recording all reports of crime (giving particular attention to domestic abuse-related violent crime); and

· put in place arrangements to make sure that adequate supervision is applied to crime-recording decisions made by officers and staff. Also, within three months the force should: provide specific training for all supervisors, officers and staff who work in crime recording roles. This training should include the crime recording requirements for violent crime, including domestic abuse and anti-social behaviour (personal).
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		The dashboard, which is live, has a Homepage and two other tabs, one for CDI and one for the CDIU. The dashboards report data from audits carried out by the Crime Audit Team. The CDI has two viewing options, one for Daily Missed Crimes and one for Monthly Compliance. The CDIU has one option, Daily Missed Crimes feedback screen.
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		The Daily Missed Crimes screen reports a series of data sets on the total number of audits: percentage under recorded, crimes required, crimes missed, and percentage missed. There is a functionality to select and specify an Audit date, an LPA or an Audit Category. This screen also summarises the data with numbers in a table by LPA area and a bar chart colour coded per each LPA and also a line graph of what proportion percentage of required crimes were missed (percentage) per day in that month.
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		The Crime Audit Team complete a bespoke form through MS Forms which feeds directly into and populates the dashboard. Although the data is live it updates overnight.
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		The Crime Audit form sets out various questions or data fields to complete under the headings of General Information, Force Communication Centre details, Timeliness of recording crimes, Crime recording and validation, and Outcomes.
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		On completion of the audits the outcomes are fed into the CDIU database, who have overall responsibility for validating crime recording. CDIU can challenge the audits and have done so in certain circumstances but CDIU then if the case has been closed on STORM will update the case to record the crime notify the Office or in the Case that the crime has been missed and that CDIU have updated STORM plus a note on SharePoint so the LPA can have oversight of the missed crime. If as a result of the audit it has been identified through listening to the transcript of the call that the Call Centre has missed the crime, the Crime Audit Team update the record on STORM and inform the Call Centre Supervisor who in turn advises the Call Centre Operative. Then CDIU are also informed.  
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		At the time of the review, the Missed Crimes page of the dashboard as of 29th July 2024 reported 10,464 audits, 4.4% were under recorded, 5,037 crimes required with 561 crimes missed which represents 10.1%. The force recognises that this is still high but the continual reduction and improvements following the risk-based auditing approach and the work undertaken with officers is having an impact.
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		The auditing process also identifies any data quality issues that has been missed as part of the data validation process undertaken by CDIU. The Crime Audit Team provide CDIU with any data quality issues and inform the Officer in the Case to update the crime occurrence on Niche.
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		The Crime Audit identifies timeliness with the recording of crimes; crimes must be recorded within 24 hours. The Audit identifies:

· The number of crimes recorded within 24 hours of the earliest report.

· The number of crimes recorded within 7 days of the earliest report.

· The number of crimes recorded over 7 days after the earliest report.

· If recorded over 7 days how long did it take before the crime was recorded.

The timeliness data is reported in all relevant performance meetings and is accessible to all users. At present, it has been identified that there is a major issue with the timeliness of crime recording predominantly with the Crime and Incident Hub (CIH). The issues within CIH are now under a force review to understand the process in this area as there is currently a major resource issue within CIH.
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		Delivery Risk: 

Failure to deliver the service in an effective manner which meets the requirements of the organisation.







		Ref

		Expected Key Risk Mitigation

		Effectiveness of arrangements

		Cross Reference to MAP

		Cross Reference to OEM



		PM

		Performance Monitoring

		There are agreed KPIs for the process which align with the business plan requirements and are independently monitored, with corrective action taken in a timely manner.

		In place

		-

		-



		S

		Sustainability

		The impact on the organisation's sustainability agenda has been considered.

		In place

		-

		-



		R

		Resilience

		Good practice to respond to business interruption events and to enhance the economic, effective and efficient delivery is adopted.

		In place

		-

		-







		Other Findings
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		The governance of crime data integrity and performance is focused around:

· Daily reporting of missed crimes through Local and Force Departmental Management Meetings.

· Weekly reporting of crimes missed through the Assistant Chief Constable (ACC) Weekly performance meetings.

· Tactical CDI group monthly meetings.

· LPA Monthly Victim Focused Performance Meeting and the Deputy Chief Constable (DCC) Monthly Victim Focused Performance Meetings.

· Information Assurance Board and Chief Constable (CC) Quarterly Strategic Performance Board.



		[image: ]

		A Risk Based Crime Audit Schedule 2024-25 has been developed and designed to target key risk areas each month for a three-month period. Monthly sample sizes that have been deemed to be statistically reliable have been generated for each of the key areas specified in the audit schedule (95% confidence interval / 3% margin of error). The sample also includes thematic areas from the Home Office and HMICFRS where issues across forces have been identified, some for which Dyfed-Powys have received Areas for Improvement (AFI’s). A review of the schedule revealed that the audits had been completed in line with the timeframe set out within the schedule.
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		EXPLANATORY INFORMATION

		Appendix A
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[bookmark: section7]Scope and Limitations of the Review

1. The definition of the type of review, the limitations and the responsibilities of management in regard to this review are set out in the Annual Plan. As set out in the Audit Charter, substantive testing is only carried out where this has been agreed with management and unless explicitly shown in the scope no such work has been performed.

Disclaimer

2. The matters raised in this report are only those that came to the attention of the auditor during the course of the review and are not necessarily a comprehensive statement of all the weaknesses that exist or all the improvements that might be made. This report has been prepared solely for management's use and must not be recited or referred to in whole or in part to third parties without our prior written consent. No responsibility to any third party is accepted as the report has not been prepared, and is not intended, for any other purpose. TIAA neither owes nor accepts any duty of care to any other party who may receive this report and specifically disclaims any liability for loss, damage or expense of whatsoever nature, which is caused by their reliance on our report.

Effectiveness of arrangements

3. The definitions of the effectiveness of arrangements are set out below. These are based solely upon the audit work performed, assume business as usual, and do not necessarily cover management override or exceptional circumstances.

		In place

		The control arrangements in place mitigate the risk from arising.



		Partially in place

		The control arrangements in place only partially mitigate the risk from arising.



		Not in place

		The control arrangements in place do not effectively mitigate the risk from arising.





Assurance Assessment

4. The definitions of the assurance assessments are:

		Substantial Assurance

		There is a robust system of internal controls operating effectively to ensure that risks are managed and process objectives achieved.



		Reasonable Assurance

		The system of internal controls is generally adequate and operating effectively but some improvements are required to ensure that risks are managed and process objectives achieved. 



		Limited Assurance

		The system of internal controls is generally inadequate or not operating effectively and significant improvements are required to ensure that risks are managed and process objectives achieved. 



		No Assurance

		There is a fundamental breakdown or absence of core internal controls requiring immediate action.
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Release of Report

6. The table below sets out the history of this report.

		Stage

		Issued

		Response Received



		Audit Planning Memorandum:

		12th July 2024

		12th July 2024



		Draft Report:

		22nd August 2024

		



		Revised Draft Report:

		20th September 2024

		24th September 2024



		Final Report:

		25th September 2024
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		OVERALL ASSESSMENT

		

		KEY STRATEGIC FINDINGS
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		The arrangements for managing risk at Dyfed Powys Police force are generally effective. 
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		Business planning and the Police and Crime Plan 2021-2025 priorities have been built into the process of assurance and are reported within the Corporate Risk Register. 
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		The Risk Management Framework is current and contains the key areas of best practice in line with ISO31000 and the National Decision Model in comparison with risk management documentation at other TIAA clients including the other police forces in Wales. 
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		A number of improvements have been recommended throughout this report. Any recommendations made in the previous audit in 2023 have been updated in the appropriate appendix. The risk register and risk management in practice has been commented on in this report but a more in-depth review of how risks and controls are written and scored will be provided within the Mitigating Controls review planned for September 2024. 









		ASSURANCE OVER KEY STRATEGIC RISK / OBJECTIVE

		

		GOOD PRACTICE IDENTIFIED



		Not Applicable
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		The Risk and Business Continuity Management Officer attends both Welsh and UK national risk body meetings where good practice is discussed. 









		

		

		



		SCOPE

		

		ACTION POINTS



		The review considered the arrangements to integrate risk management into business planning and the internal controls assurance framework. The scope of the review did not include providing assurance that all the business significant risks have been correctly prioritised.

		

				Urgent

		Important

		Routine

		Operational



		0

		2

		3

		2
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		Assurance - Key Findings and Management Action Plan (MAP)







		[bookmark: section3]Rec.

		Risk Area

		Finding

		Recommendation

		Priority

		Management

Comments

		Implementation

Timetable

(dd/mm/yy)

		Responsible

Officer

(Job Title)



		2

		Directed

		The Corporate Risk Register July 2024 was provided for review. The register lists nine risks (not unusual for the sector). Each portfolio and department hold a risk register for its own business area and these form lower-level risk registers. A review of these, and discussions with the Senior Manager Governance and Change confirmed that not all departments are using the registers completely. 

		Departments be reminded of the need to use risk registers in line with the risk universe. 

		2

		Notifications regarding the utilisation of the departmental risk registers, which have been previously distributed to portfolio leads, will be communicated through email. Additionally, an announcement will be posted on the force intranet page. A request for verification of the active use of the departmental risk register will also be issued.

		30th September 2024

		Dionne Collins -Risk Officer



		3

		Directed

		Risks are scored inherently and residually using the matrix in the framework; key controls, area of governance, risk owner, risk actionee, target closing date (if possible), timescales for not remaining a risk and ongoing updates are also included which shows evidence of ongoing discussion with the Risk and Business Continuity Management Officer. 

There were a number of risks where the score is unchanged between inherent and residual positions. Not changing score between these two states suggests that the mitigation in place is having no effect. While this might happen in some circumstances, for example, where mitigations only serve to manage or contain the risk, or alternatively this may reflect risk management practices in general, specifically the application of the method used to describe risk. 

A more detailed review of this will be presented in the Mitigating Controls audit planned for September 2024.

		Risks on the risk register be reviewed to confirm whether the scores remaining unchanged between inherent and residual risk is a conscious decision based on the strength and effect of the mitigations in place or is a result of a lack of understanding or application of how inherent and residual risks post mitigations are to be scored.

		2

		All risk scores undergo a standard review process on a monthly basis. These scores are also presented and discussed at the board level, with the details of the scoring decisions recorded in the risk history. It is important to note that several risks exhibit the same residual score as their inherent score, which occurs due to the risks being beyond the control of the Force. Currently, the existing control measures do not offer sufficient assurance to alter the residual score. However, as the risk is consistently monitored and reported, once assurance is obtained that the risk is being effectively managed or mitigated, the score will be reassessed and adjusted accordingly.

		Complete 16/08/2024

		Dionne Collins -Risk Officer 



		1

		Directed

		There is a Risk Management Policy v.17 document (last reviewed in November 2023).

The policy refers to risk management responsibility with the Risk Management Advisor – a title which refers to the Risk and Business Continuity Management Officer and is therefore inaccurate. 

The Risk Management Framework v8 refers to the Risk & Assurance Officer – a title which also refers to the Risk and Business Continuity Management Officer. It is noted that if staff wish to discuss risk matters, they may be unable to find the correct person if they are searching for titles which do not exist. 

The Policy also contains comments and gaps in the title page which is uncommon for a policy in use. 

		Risk Management Policy be reviewed to ensure relevancy and that all areas are in use and up to date. 

		3

		The risk policy serves to clarify the rationale behind decisions, while the risk framework outlines the methodologies employed. The policy has undergone a review and has been determined to remain pertinent. Version 17.1 has been revised to address the identified gaps on the title page, as well as to update the role profile title in alignment with the information maintained in force systems.  

		Complete 16/08/2024

		Dionne Collins- Risk Officer



		4

		Directed

		A risk training programme has begun with recorded presentations available to all staff within the intranet. There is nothing in place at present to confirm whether staff have viewed the training and there is no follow up to confirm if training was completed. It is noted, however, that Chief Officers and senior staff have a mandate to ensure that all staff complete the training. Reliance is placed on the 'order' undertake the training to assure that staff are connecting with it. 

		Some form of follow up questionnaire or tracking method be employed to ensure that staff are undertaking the risk management training provided. 

		3

		There is no formal training requirements for risk management, as it is not mandated in force. Nevertheless, to enhance individuals' understanding of risk management, we have created concise educational videos. These resources will be accessible on our departmental webpage, which will include a feature to track page views. Additionally, it is acknowledged that learning is facilitated through board discussions, as risk management is a regular item on the agenda.

		Complete 16/08/2024

		Dionne Collins Risk Officer



		5

		Directed

		The Three Lines of Defense Model is a risk management framework that involves three distinct lines of responsibility. There is no reference in the framework to the three lines of defence model of risk management. This would be a useful tool for staff to understand their responsibility and where assurance can be gained. The Institute of Chartered Accountants in England and Wales (ICAEW) recommends four lines of defence (separating external audit and assurance). 

It is acknowledged that there is reference within the Annual Governance Statement to the lines of defence, but this would be better and more commonly suited to the Risk Management Framework for all staff to understand. 

		Three or four lines of defence model be included within the Risk Management Framework and communicated to all staff. 

		3

		The risk framework has been revised to incorporate the three lines of defence model, as detailed in version 9 of the framework. This information will be communicated via the force intranet. The updates have been implemented in the framework, and I intend to ensure that the message is effectively communicated across the force intranet by the end of September, taking into account the holiday period to guarantee that the message is adequately conveyed and received.

		30th September 2024

		Dionne Collins - Risk Officer
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		PRIORITY GRADINGS

		

		

		

		

		



		1

		URGENT

		Fundamental control issue on which action should be taken immediately.

		

		2

		IMPORTANT

		Control issue on which action should be taken at the earliest opportunity.

		

		3

		ROUTINE

		Control issue on which action should be taken.
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		2







		Operational - Effectiveness Matter (OEM) Action Plan







		[bookmark: section4]Ref

		Risk Area

		Finding

		Suggested Action

		Management Comments



		1

		Directed

		The Risk Management Policy is now largely redundant with no relevance for the risk management processes or universe in place (the detail of which is provided in the Risk Management Framework).

		Consideration be given to the purpose and relevance of the Risk Management Policy and whether this is required and uses time and resource to update which could be better spent. 

		The audit report undergoes an annual review, with the next full assessment scheduled for November 2024, and no anticipated changes are expected. The annual policy review requires minimal time and can be accommodated within a 30-minute segment of the workday.  As a result, the advantages of the document far exceed the time invested in its upkeep, therefore the risk policy will remain.



		2

		Directed

		The Risk Management Framework outlines roles and responsibilities including Risk Actionee - Persons with responsibility for implementing risk control measures and reporting progress to risk owners. The glossary to the Framework calls these individuals Risk Leads which is a more common title through risk management practices. 

		Consideration be given to the use of the term Risk Lead rather than Risk Actionee. If not changed then the framework glossary be updated with the correct terminology.

		Consideration has been given to the terms, it has been decided that the term "Risk Actionee" will be retained, and the glossary has been updated in accordance.
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		ADVISORY NOTE



		Operational Effectiveness Matters need to be considered as part of management review of procedures.
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		Directed Risk: 

Failure to properly direct the service to ensure compliance with the requirements of the organisation.







		Ref

		Expected Key Risk Mitigation

		Effectiveness of arrangements

		Cross Reference to MAP

		Cross Reference to OEM



		GF

		Governance Framework

		There is a documented process instruction which accords with the relevant regulatory guidance, Financial Instructions and Scheme of Delegation.

		Partially in place

		1

		1 & 2



		RM

		Risk Mitigation

		The documented process aligns with the mitigating arrangements set out in the corporate risk register.

		In place

		-

		-



		C

		Compliance

		Compliance with statutory, regulatory and policy requirements is demonstrated, with action taken in cases of identified non-compliance.

		Partially in place

		2, 3, 4, & 5

		-







		Other Findings
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		The last audit conducted by TIAA of risk management was a risk mitigations review in December 2023 undertaken as a collaborative review with Gwent and North Wales police forces as part of the annual internal audit plan. The audit focussed on the two risks in scope as well as general risk management procedures. Reasonable Assurance was provided to Dyfed-Powys police force with two Important recommendations, five Routine recommendations and one Operational Effectiveness Matter recommendation made. Of the recommendations made several of these refer to specific risks. The operational effectiveness matter referred to reviewing the differences between issues and risks on the register – this was followed up through this audit and the report refers to this where appropriate. Appendix A to this report contains an explicit update against the recommendations, all of which may be considered as implemented. 
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		Dyfed-Powys Police (henceforth referred to as DPP or the Force) use the National Decision Model as its default decision-making tool and as the framework for managing risk. The Model is informed by the Association of Chief Police Officer’s ten 'Risk Principles' which are adopted by the Force. There is a Risk Management Policy v.17 document (last reviewed in November 2023) and Risk Management Framework v8 in place (last reviewed and updated in November 2023). The framework is written in line with best practice, ISO31000, National Decision Model and: 

· Details the agreed risk appetite classifications and the organisation’s statement of risk appetite and tolerance.

· Defines the organisation’s approach to agreed risk thresholds, risk register hierarchy and risk reporting frequency.

· Defines the organisation’s agreed risk scoring criteria. 

· Describes the agreed arrangements for risk governance.

· Defines the agreed approach to risk maturity and culture.

· Communicates the agreed roles and responsibilities for managing risk.

· Details the agreed approach to risk assurance and mapping.

· Sets out the agreed arrangements for monitoring the policy.

· Details any related policies and procedures.

· Refers to the ‘4Ts model’.

· Describes a risk scoring matrix based on ‘5x5’ impact and likelihood. 

Appendices A through H of the document include further information relating to governance, templates, scoring, control matrix (4Ts model), and example risk register. This includes reference to the PESTELO (Political, Economic, Social, Technological, Environmental, Legal, Organisational) Model with identifies areas that support the identification of risks and should be considered in line with the College of Policing best practice. 

As noted, in addition, there is a Risk Management Policy in place. The document acts as an introduction to the Framework and contains limited information (only 10 pages). The Policy Impact Assessment was undertaken in November 2023 and signed by the Risk and Business Continuity Management Officer. The Policy refers to risk management responsibility with the Senior Manager Governance and Change and the Risk Management Advisor – titles which were not referred to during the audit but presumably mean the Risk and Business Continuity Management Officer and the Senior Manager Governance and Change, and are therefore inaccurate. Otherwise, the document is largely redundant with no relevance for the risk management processes or universe in place. The document also contains comments and gaps in the title page which is uncommon for a policy in use. 
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		The Risk Management Framework outlines roles and responsibilities including Risk Owners – Portfolio/Operational leads are responsible for the identification, evaluation, and control of risks within their specific area of responsibility. They are also responsible collectively for the management of risks which have strategic or cross-departmental implications for the organisation. Risk Actionee – Persons with responsibility for implementing risk control measures and reporting progress to risk owners. The Framework also refers to strategic governance areas which were confirmed by testing undertaken during the audit and outlined further in this report.

The Risk and Business Continuity Management Officer acts as Risk Manager for the force reporting into the Senior Manager Governance and Change. Discussions with both confirmed a good knowledge of risk management practices and the risks to the force both open and closed. The Chief Constable delegates day-to-day responsibility for organisational governance, including the management of risk to the Deputy Chief Constable (DCC) and onwards to the Risk and Business Continuity Management Officer.
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		The Corporate Risk Register July 2024 was provided for review. The register lists nine risk (not unusual for the sector). All risks explicitly related to a priority from the Police and Crime Plan 2021 - 2025. Risks were provided a title, description, source, impact, trigger, date it was put on the register (good practice not often seen), risk category (as in area of the force, financial, operational etc.), and risk appetite. 

A full review of the methods used to manage risk through the register, and whether this is effective, will be undertaken during the Mitigating Controls audit planned for September 2024. That review will include assurance on whether risks are properly phrased as risks, that controls are listed appropriately and that the understanding of risk management is in place in practice by commenting on the register as a whole and specifically two risks selected through discussions between TIAA and the Senior Manager Governance and Change. These will be the SARCS and CMS risks.  

Risks, once identified, are captured on risk registers. Each portfolio and department hold a risk register for its own business area. All areas of business, operational and support services have a Strategic Board through which they report. A single Corporate Risk Register (CRR) is used to capture all risks within the organisation. Every risk recorded on the Corporate Risk Register has a Risk Record assigned to it. The Risk and Business Continuity Management Officer creates the record by copying information from the initial New Corporate Risk Enquiry template and in consultation with the Risk Owner. This record contains all risk information, scoring, risk updates and closed actions log. A review of these, and discussions with the Senior Manager Governance and Change identified that not all departments are using the registers completely. 
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		The register is listed as a risk register rather than a risk and issues log and is it noted that some of the entries are issues and as such have actions. A number of the risks on the register could appear as though the risk has materialised. For example:

· Police Funding Formula 2023

· SARCS Aberystwyth

· Goleudy Victim Service Team

· Business Continuity ICT Disaster Recovery

· Business Continuity Testing & Exercise

While this is not as tangible and explicit as identified in the previous audit, care should be taken to ensure that there is sufficient distinction on the risk register between issues and risks. 
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		Risks are scored inherently and residually using the matrix in the framework; key controls, area of governance, risk owner, risk actionee, target closing date (if possible), timescales for not remaining a risk and ongoing updates are also included which shows evidence of ongoing discussion with the Risk and Business Continuity Management Officer. 

There were a number of risks where the score is unchanged between inherent and residual. Specifically, this relates to:

· RIS2024-004 - There is a risk that shortfalls income and the current cost model caused by fixed commitments and variable income receipts could result in a repeated budget shortfalls and make the partnership financially unsustainable. 

· RIS2024-006 - There is a risk that the national grant funding could be reduced caused by the Governments intent to review the funding formula which could result in reduced funding for Dyfed Powys Police.

· RIS2024-010 - There is a risk that the regional SARC programme will fail to deliver the agreed new Aberystwyth site in terms of funding, delivery and timeliness.

Not changing score between these two states suggests that the mitigation in place is having no effect. While this might happen in some circumstances, for example, where mitigations only serve to manage or contain the risk, or alternatively this may reflect risk management practices in general, specifically the application of the method used to describe risk. 
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		A review of the Risk Register confirmed that mitigation is captured using a SMART method (i.e., specific, measurable, achievable, realistic and timely). This enables those with oversight to have sufficient information to understand the nature of the uncertainty and what mitigation/ongoing actions are in place or planned to evidence the current rating. 
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		The force risk appetite is broken down by category as per common and good practice to reflect the areas of the force in operation, for example, finance, legal, strategy and governance. A review of the appetite confirmed that the appetite seems appropriate in most cases. The force is open to risk in areas of legal compliance, partnerships, oversight and monitoring arrangements, having an ethical supply chain, contract management, new projects, scrutiny and events and reputational risk. 

Currently all risks on the register have an appetite of averse or cautious. 
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		The Risk and Business Continuity Management Officer has achieved Management of Risk (M_o_R®) 4 Practitioner Risk Management. In terms of wider training, a training programme has begun with recorded presentations available to all staff within the intranet. There is nothing in place at present to confirm whether staff have viewed the training and there is no follow up to confirm if training was completed. It is noted, however, that Chief Officers and senior staff have a mandate to ensure that all staff complete the training. Reliance is placed on the 'order' given to undertake the training to assure that staff are completing the training.
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		The Three Lines of Defense Model is a risk management framework that involves three distinct lines of responsibility:

· First Line of Defense: Operational management, which handles day-to-day ownership and management of risks and controls.

· Second Line of Defense: Internal monitoring and oversight functions, including risk management and compliance.

· Third Line of Defense: Internal audit, which provides independent assurance and evaluation of risk management processes.

There is no reference in the framework to the three lines of defence model of risk management. This would be a useful tool for staff to understand their responsibility and where assurance can be gained. The Institute of Chartered Accountants in England and Wales (ICAEW) recommends four lines of defence (separating external audit and assurance).
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		All information relating to risk matters are available on the staff intranet. This was viewed during the audit to confirm availability. The key documents are available including policy, framework, templates and training materials. 
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		Delivery Risk: 

Failure to deliver the service in an effective manner which meets the requirements of the organisation.







		Ref

		Expected Key Risk Mitigation

		Effectiveness of arrangements

		Cross Reference to MAP

		Cross Reference to OEM



		PM

		Performance Monitoring

		There are agreed KPIs for the process which align with the business plan requirements and are independently monitored, with corrective action taken in a timely manner.

		In place

		-

		-



		S

		Sustainability

		The impact on the organisation's sustainability agenda has been considered.

		In place

		-

		-



		R

		Resilience

		Good practice to respond to business interruption events and to enhance the economic, effective and efficient delivery is adopted.

		In place

		-

		-







		Other Findings
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		The force does not have or need a Business Assurance Framework (BAF). The principles of a BAF are covered within other areas of the risk universe. For example: 

· Principle Objectives – in policing these are the priorities which are included in the risk registers and risk management. In other words, ‘will the risk impact on our ability to achieve our objectives’ is included and always considered.

· Evaluation and design of key controls to manage risk – this is in the risk profile form and also included in the risk registers.

· Assurance and controls – The force follows the Chartered Institute of Public Finance and Accountancy (CIPFA) Solace Framework and reports annually on governance arrangements. A Joint Annual Governance Statement (AGS) for 2023/2024 is in draft and will be finalised shortly. The CIPFA template is followed every year and also includes the three lines of defence that a BAF recommends. The JAC (independent Joint Audit Committee) scrutinises risks and controls (they have a report at every meeting and undertake an annual independent review of risk as well).

· Corrective actions/dynamic risk management – the force reviews all risks monthly and when new information comes in. All risks are reported to strategic boards and are a standing agenda item, so all risks have strategic oversight.

Evidence was provided for all these areas. 
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		The monitoring arrangements outlined during the audit and within the risk management documentation were confirmed by discussion and review of related documentation to be working in practice. Processes are also reviewed by the Force's external auditors and risks are occasionally subject to 'deep dive' reviews. The force’s approach to the management of risk also forms elements of regular inspection by Her Majesty’s Inspectorate of Constabulary and Fire & Rescue Services (HMICFRS). In addition to the monthly review of risk registers, structured formal reviews take place every three months, reporting to a number of strategic level boards and oversight groups. Joint Audit Committee is responsible for considering the effectiveness of the Police and Crime Commissioner (PCC) and the Chief Constable’s risk management arrangements by regularly receiving reports and reviewing the DPP and Office of the Police and Crime Commissioner (OPCC) Corporate Risk registers. Horizon Scanning is being done and is also a standing agenda on all boards. Bespoke scans are done for boards (aligned to their remit) and the full scan goes to the four highest level boards and are also published on the force intranet. Policy and Audit and Inspection are also standing agenda items on all boards. 

It is noted that the two risks on the Strategic Finance & MTFP Board in July 2024 contained two risks where the score did not change between inherent and residual. No discussion appeared to take place to challenge this, it was therefore not possible to determine whether the members agreed the same risks scores for inherent and residual as a conscious decision based on the perceived strength or effectiveness of the mitigations identified. 
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		The Risk and Business Continuity Management Officer meets and updates each risk on a monthly basis and attends all appropriate boards in the governance structure as listed per individual risk on the register. In addition, many boards are attended also by the Head of Programme. Specific risks are discussed at appropriate boards rather than the whole register at each board. The Joint Audit Committee also provides scrutiny over risk matters and receive the full register at each meeting. A selection of boards and JAC minutes and papers were provided during the audit as evidence of scrutiny. The Senior Manager Governance and Change    attends JAC as a risk representative. 
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		The processes and arrangements in place allow for the future sustainability of the system in scope going forward. In terms of environment sustainability, no areas of the process were identified as concerns. Information is kept electronically, and staff generally work remotely. 














		
PREVIOUS AUDIT RECOMMENDATIONS

		Appendix A
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		Risk Area

		Finding

		Recommendation

		Priority

		Management

Comments

		Implementation

Timetable

(dd/mm/yy)

		Responsible

Officer

(Job Title)

		2024 Update



		1

		Directed

		The Coroners Officers risk is linked to the Police and Crime Plan and is on the risk register as a medium risk (score 15) as both inherent and residual. Having the risk unchanged between inherent and residual risk implies that the mitigation listed is having no effect on the score and therefore the risk. 





		The Coroners Officers risk be reviewed to ensure that mitigation is in place to move the risk score between inherent and residual. If mitigation is thought to be ineffective, then this be noted on the risk. 

The Risk register be reviewed to ensure this is not the case with other risks. 

		2

		All risks have been reviewed and updated with checks made on the inherent scores and the residual scores.

The Force Review has had an impact on initial mitigations described. There have been a number of resource impacts throughout the risks reporting period. The risk will be actioned for full review at the next Strategic Criminal Justice, Custody, and Investigations Board.

		31/12/2023

		ACC

		Closed during TIAA 2023 Follow Up



		3

		Directed

		There were two risks where mitigation is not listed. This included the Health and Safety Training risk in scope which is listed as a high/red risk. Discussions with the risk owner confirmed that there are mitigations that could be listed. The other was the Joint Firearms Range risk which additionally does not have a risk owner or Governance Board listed. 



		Mitigation, risk owner and Governance Board be listed for all risks where this is missing. 

		2

		With regard the H&S risk, oversight on our part with regard to completing the mitigations section of the register. There is however detail of mitigations in the risk history and on the risk profile. Will be updated immediately.

The Joint Firearms Range is led by South Wales Police with a platinum group (board) in place. This is owned in force by the Director of Finance reporting through the Strategic Finance and MTFP Board, below this the Strategic Estates Board. These minor amendments will be made to update the register immediately.

		31/12/2023

		H&S Head of OD



Firearms DOF



		Completed



		2

		Directed

		There are no target dates on a number of risks on the register. This includes the Coroners Officers risk listed as 'tbc.' 

Similarly, statuses for several risks are missing. 

		A target date and status be listed for the risks where this is missing. 

		3

		It is not always possible to include target dates against risks. Where it is possible, they are included.

		31/12/2023

		Various

		Completed



		4

		Directed

		The Health and Safety Training risk is listed as governed by the People Culture and Ethics Board. Reports go to the Health and Safety Committee Board who oversee the risk and process. This is not listed. 

		The Governance for the Health and Safety Training risk be updated correctly. 

		3

		The risk was transferred to the People, Culture and Ethics board that oversee HR and training 16th October 2023.

		31/10/2023

		Head of OD

		N/A – risk no longer present



		5

		Directed

		The Health and Safety risk owner had not received any formal training on risk and confirmed that while there was support from the Governance team on risk management matters if required, training would be welcome. It is noted that TIAA provide risk workshops to some clients which covers the fundamentals of risk management processes and arrangements as per current best practice and advice. 

		Formal training be considered on risk management practices for risk owners and risk managers if required. 

		3

		Risk guides and frameworks in place. Training subject to availability of funding as currently budgets are tight. However, this recommendation will be passed to Head of Training.

		30/11/2023

		Head of Training

		Generally completed – unknown whether the Health and Safety Risk Owner has engaged with the training. 



		6

		Directed

		The Risk Management Policy was in the process of being revised during the audit. 

		Risk Management Policy revision be completed, and the policy implemented, approved and communicated. 

		3

		Risk policy had been reviewed in 2023 and was awaiting policy officer appointment to complete the process for publication.

		30/11/2023

		Head of SIU

		Completed



		7

		Directed

		The Health and Safety risk is scored 0 for residual risk. 

		The Health and Safety residual risk score be reviewed for accuracy. 

		3

		The inherent is 25, the residual is 9 on the register following actions to mitigate the risk in recent reporting.

		31/10/2023

		Risk Officer

		N/A – risk no longer present





OFFICIAL - Swyddogol



OFFICIAL - Swyddogol



OFFICIAL - Swyddogol





		

		

		



		[image: ]

		

		10







		EXPLANATORY INFORMATION

		Appendix B
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[bookmark: section7]Scope and Limitations of the Review

1. The definition of the type of review, the limitations and the responsibilities of management in regard to this review are set out in the Annual Plan. As set out in the Audit Charter, substantive testing is only carried out where this has been agreed with management and unless explicitly shown in the scope no such work has been performed.

Disclaimer

2. The matters raised in this report are only those that came to the attention of the auditor during the course of the review, and are not necessarily a comprehensive statement of all the weaknesses that exist or all the improvements that might be made. This report has been prepared solely for management's use and must not be recited or referred to in whole or in part to third parties without our prior written consent. No responsibility to any third party is accepted as the report has not been prepared, and is not intended, for any other purpose. TIAA neither owes nor accepts any duty of care to any other party who may receive this report and specifically disclaims any liability for loss, damage or expense of whatsoever nature, which is caused by their reliance on our report.

Effectiveness of arrangements

3. The definitions of the effectiveness of arrangements are set out below. These are based solely upon the audit work performed, assume business as usual, and do not necessarily cover management override or exceptional circumstances.

		In place

		The control arrangements in place mitigate the risk from arising.



		Partially in place

		The control arrangements in place only partially mitigate the risk from arising.



		Not in place

		The control arrangements in place do not effectively mitigate the risk from arising.





Assurance Assessment

4. The definitions of the assurance assessments are:

		Substantial Assurance

		There is a robust system of internal controls operating effectively to ensure that risks are managed, and process objectives achieved.



		Reasonable Assurance

		The system of internal controls is generally adequate and operating effectively but some improvements are required to ensure that risks are managed, and process objectives achieved. 



		Limited Assurance

		The system of internal controls is generally inadequate or not operating effectively and significant improvements are required to ensure that risks are managed, and process objectives achieved. 



		No Assurance

		There is a fundamental breakdown or absence of core internal controls requiring immediate action.
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Release of Report

6. The table below sets out the history of this report.
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		Final Report:
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Introduction

This is the 2023/24 Annual Report by TIAA on the internal control environment at the Police and Crime Commissioner for Dyfed-Powys and Chief Constable Dyfed-Powys Police. The annual internal audit report summarises the outcomes of the reviews we have carried out on the organisation’s framework of governance, risk management and control. This report is designed to assist the Police and Crime Commissioner for Dyfed-Powys and Chief Constable Dyfed-Powys Police in making its annual governance statement. 

Our approach is based on the International Standards for the Professional Practice of Internal Auditing which have been developed by the Institute of Internal Auditors (IIA) and incorporate the Public Sector Internal Audit Standards (PSIAS). In 2022, TIAA commissioned an External Quality Assessment (EQA) of its internal audit service. The independent EQA assessor was able to conclude that TIAA ‘generally conforms to the requirements of the Public Sector Internal Audit Standards and the mandatory elements of the Institute of Internal Auditors (IIA) International Professional Practices Framework (IPPF)’. ‘Generally conforms’ is the highest rating that can be achieved using the IIA’s EQA assessment model. 

Ongoing quality assurance work was carried out throughout the year and we continue to comply with ISO 9001:2015 standards. Our work also complies with the IIA-UK Professional Standards.

		HEAD OF INTERNAL AUDIT’S ANNUAL OPINION 

I am satisfied that sufficient internal audit work has been undertaken to allow me to draw a positive conclusion as to the adequacy and effectiveness of the Police and Crime Commissioner’s and the Chief Constable’s risk management, control and governance processes. In my opinion, the Police and Crime Commissioner and the Chief Constable have adequate and effective management, control and governance processes in place to manage the achievement of their objectives.  

This opinion is based solely on the matters that came to the attention of TIAA during the course of the internal audit reviews carried out during the year and is not an opinion on the ongoing financial viability or your ability to meet financial obligations which must be obtained by the Office of the Police and Crime Commissioner for Dyfed-Powys and the Chief Constable Dyfed-Powys Police from its various sources of assurance.







Internal Audit Planned Coverage and Output

The 2023/24 Annual Audit Plan approved by the Joint Audit Committee was for 179 days of internal audit coverage in the year. 

One change has been made to the audit plan to date other than to proposed timings of the audits. A review of Goleudy – Victim Care was deferred to 2024-25 at the request if Management.

The planned work that has been carried out against the plan and the status of work not completed is set out at Annex A.

Assurance

TIAA carried out 28 reviews, 26 of which were designed to ascertain the extent to which the internal controls in the system are adequate to ensure that activities and procedures are operating to achieve the Police and Crime Commissioner for Dyfed-Powys and Chief Constable Dyfed-Powys Police objectives. Interim and Year-End Follow Up reviews were also completed. For each assurance review an assessment of the combined effectiveness of the controls in mitigating the key control risks was provided. Details of these are provided in Annex A and a summary is set out below. 

		Assurance Assessments

		Number of Reviews

		Previous Year



		Substantial Assurance

		12

		8



		Reasonable Assurance

		12

		7



		Limited Assurance

		2

		2



		No Assurance

		-

		-





The areas on which the assurance assessments have been provided can only provide reasonable and not absolute assurance against misstatement or loss and their effectiveness is reduced if the internal audit recommendations made during the year have not been fully implemented.



We made the following total number of recommendations on our audit work carried out in 2023/24. The numbers in brackets relate to 2022/23 recommendations.

		Urgent

		Important

		Routine



		4 (2)

		39 (32)

		35 (18)





Audit Summary

Control weaknesses: There were no areas reviewed by internal audit where it was assessed that the effectiveness of some of the internal control arrangements provided ‘limited' or 'no assurance’. 

Recommendations Made: We have analysed our findings/recommendations by risk area and these are summarised below.

		Risk Area

		Urgent

		Important

		Routine



		Directed



		Governance Framework

		1 (0)

		8 (1)

		11 (5) 



		Risk Mitigation

		0 (0)

		0 (0)

		 6 (0)



		Compliance

		 3 (2)

		 25 (29)

		 13 (13)



		Delivery



		Performance Monitoring

		 0 (0)

		2 (1)

		4 (0)



		Sustainability ***

		 0 (0)

		0 (1)

		 0 (0)



		Resilience

		0 (0)

		4 (0)

		 1 (0)













Operational Effectiveness Opportunities: One of the roles of internal audit is to add value and during the financial year we provided advice on opportunities to enhance the operational effectiveness of the areas reviewed and the number of these opportunities is summarised below.

		Operational



		9 (14)





Independence and Objectivity of Internal Audit

There were no limitations or restrictions placed on the internal audit service which impaired either the independence or objectivity of the service provided.

Performance and Quality Assurance

The following Performance Targets were used to measure the performance of internal audit in delivering the Annual Plan.

		Performance Measure

		Target

		Attained



		Completion of Planned Audits

		100%

		97%



		Audits Completed in Time Allocation

		100%

		100%



		Final report issued within 10 working days of receipt of responses

		  95%

		96%



		Compliance with Public Sector Internal Audit Standards

		100%

		100%





Release of Report

The table below sets out the history of this Annual Report.

		Date Final Report Issued:

		23rd July 2024







Annexes

Annex A

Actual against planned Internal Audit Work 2023/24

		System

		Type

		Planned Days

		Actual Days

		Assurance Assessment

		Comments



		Collaborative



		Data Protection Act 

		Assurance

		6

		6

		Reasonable

		Final Report Issued



		Risk Management

		Assurance

		5

		5

		Reasonable

		Final Report Issued



		Payroll

		Assurance

		6

		6

		Substantial

		Final Report Issued



		Debtors

		Assurance

		6

		6

		Substantial

		Final Report Issued



		Counter Fraud

		Assurance

		6

		6

		Substantial

		Final Report Issued



		Telematics

		Assurance

		4

		4

		Reasonable

		Final Report Issued



		Creditors 

		Assurance

		6

		6

		Substantial

		Final Report Issued



		Property Subject to charge 

		Compliance

		6

		6

		Reasonable

		Final Report Issued



		Police and Crime Commissioner for Dyfed-Powys and Chief Constable Dyfed-Powys Police



		Collaboration - Governance (ROCU, Go Safe and All Wales)

		Assurance

		4

		4

		Substantial

		Final Report Issued



		Annual Governance statement

		Compliance

		4

		4

		Substantial

		Final Report Issued



		Digital Forensic Unit (Formerly DCCU)

		Assurance

		5

		5

		Substantial

		Final Report Issued



		HR Management – Grievance Reporting and Management (Deferred from 2022/23)

		Compliance

		3

		3

		Reasonable

		Final Report Issued



		Community Engagement

		Assurance

		4

		4

		Reasonable

		Final Report Issued



		Performance Management

		Assurance

		10

		10

		Substantial

		Final Report Issued



		Estate Management – Governance

		Assurance

		6

		6

		Reasonable

		Final Report Issued



		Interim Follow Up

		Follow Up

		3

		3

		N/A

		Final Report Issued



		Welsh Language Compliance

		Compliance

		4

		4

		Reasonable

		Final Report Issued



		HR Management – Absence and Management

		Compliance 

		7

		7

		Limited

		Final Report Issued



		Counter Fraud – External Exposure

		Assurance

		5

		5

		Substantial

		Final Report Issued



		ICT Infrastructure

		Assurance

		10

		10

		Reasonable

		Final Report Issued



		Leases

		Assurance

		5

		5

		Substantial

		Final Report Issued



		Goleudy – Victim Care

		Assurance

		5

		0

		

		Cancelled by Management



		Business Continuity

		Assurance

		4

		4

		Reasonable

		Final Report Issued



		Estate Management – Planned and Preventative Maintenance

		Assurance

		6

		6

		Reasonable

		Final Report Issued



		HR Management – Flexi-time Compliance

		Compliance

		5

		5

		Limited

		Final Report Issued



		ICT Disaster Recovery

		Assurance

		8

		6

		Substantial

		Final Report Issued



		Commissioner’s Grants

		Assurance

		6

		6

		Substantial

		Final Report Issued



		HR Management – Occupational Health

		Assurance

		4

		4

		Reasonable

		Final Report Issued



		Year End Follow Up

		Follow Up

		4

		4

		N/A

		Final Report Issued



		Liaison with Audit Wales

		Management

		2

		2

		Not Applicable  

		



		Annual Planning

		Management

		2

		2

		 Not Applicable  

		Final Report Issued



		Annual Report

		Management

		2

		2

		 Not Applicable   

		Final Report Issued



		Audit Management

		Management

		16

		16

		 Not Applicable   

		



		

		Total days

		179

		174
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Introduction

The Audit Plan for 2024/25 has been informed by a risk assessment carried out across our clients in the sector and by an updated audit risk assessment to ensure that planned coverage for the year is focussed on the key audit risks. This coverage will enable a robust annual Head of Internal Audit Opinion to be provided.

Key Risk Considerations

We have identified a number of key areas which require consideration when planning internal audit coverage.

		Police and Crime Commissioner Elections are due to be held in May 2024. The outcome of the elections will impact on the Police and Crime Plan and policing priorities for the Constabularies.

Vetting HMICFRS’ inspection into police vetting in the wake of the Sara Everard case found that it was falling well below the standards required. It identified that cultural shortcomings were prevalent in all of the forces inspected and warning signs that were not acted upon. This continues to be an area of risk across forces. 

Climate change and Sustainability Global warming can lead to physical, operational, financial and reputational risks arising. ‘Loss and damage’ - the phrase used to describe the destruction being wrought by the climate crisis - will remain high on the agenda. Financial challenges will impact on the ability to meet the climate change and sustainability expectations.

Workforce The changing nature of crime, skills required and utilisation of the workforce to tackle this, along with financial pressures drives how the workforce is shaped.









Audit Strategy Methodology

In producing this audit strategy and annual plan, we have sought to build on our understanding of Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police’s operating environment and risk profile through a review of key documentation and discussions with key staff. We have taken into account: 

· Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police’s business strategy and corporate objectives;

· The regulatory and legislative framework;

· Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police’s risk register;

· External Audit recommendations;

· Previous Internal Audit coverage.

We take in to account any emerging or heightened risks that are facing the sector, to ensure that the work of internal audit remains appropriately prioritised and focused. Links to specific strategic risks are also contained in the Internal Audit Strategy.

Our approach complies with the International Standards for the Professional Practice of Internal Auditing which have been developed by the Institute of Internal Auditors (IIA) and the Public Sector Internal Audit Standards (PSIAS).

Internal Audit Strategy and Plan

The Audit Strategy at Appendix A incorporates the proposed annual plan for 2024/25 and the indicative coverage for the following two years.

The Annual Plan at Appendix B sets out the assignments that will be carried out in 2024/25, the planned times and the high-level scopes for each of these assignments. 

The Annual Plan will be subject to ongoing review and could change as the risks change for the Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police; this will be formally reviewed with senior management and the Audit Committee mid-way through the financial year or should a significant issue arise.

The overall agreed time for the delivery of each assignment within the Annual Plan includes research; preparation and issue of terms of reference; site work; production and review of working papers; and reporting. 

The Annual Plan has been prepared on the assumption that the expected controls will be in place. 

The total number of days required to deliver the Audit Plan is as agreed in the contract between TIAA and the Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police. This number of days is fixed and it is TIAA’s responsibility to deliver the Audit Plan for this number of days. Where the Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police agrees additional work the required number of days and the aggregate day rate will be agreed in advance with the Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police and will be clearly set out in the terms of reference for the additional review(s).

Adequacy of the planned audit coverage

The reviews identified in the audit plan for 2024/25 support the Head of Internal Audit’s annual opinion on the overall adequacy and effectiveness of the Police and Crime Commissioner Dyfed-Powys and the Chief Constable Dyfed-Powys Police’s framework of governance, risk management and control as required by TIAA’s charter. The reviews have been identified from your assurance framework, risk registers and key emerging themes.

Disclaimer

This document has been prepared solely for management's use and must not be recited or referred to in whole or in part to third parties without our prior written consent. 

No responsibility to any third party is accepted as the document has not been prepared, and is not intended, for any other purpose. TIAA neither owes nor accepts any duty of care to any other party who may receive this document and specifically disclaims any liability for loss, damage or expense of whatsoever nature, which is caused by their reliance on our document.

Release of Report

The table below sets out the history of this plan.

		Draft Strategy and Plan:

		13th March 2024



		Revised Draft Strategy and Plan:

		28th May 2024



		Final Strategy and Plan:

		20th September 2024







































		Appendix A: Rolling Strategic Plan







		Review Area

		Type

		Period of Last Audit

		Previous Assurance

		2024/25

		2025/26

		2026/27



		Governance

		

		

		

		

		

		



		Performance Framework for Police and Crime Plan

		Assurance

		2022/23

		Reasonable

		

		5

		



		Corporate Communications

		Assurance

		Pre 2018/19

		N/A

		

		6

		



		Community Engagement

		Assurance

		2023/24

		Reasonable

		

		

		4



		Performance Management

		Assurance

		2023/24

		Substantial

		

		

		10



		Annual Governance Statement

		Assurance

		2023/24

		Substantial

		

		

		4



		Collaboration - Governance (ROCU, Go Safe and All Wales)

		Assurance

		2023/24

		Pending

		

		

		4



		Governance – Police and Crime Plan

		Assurance

		2021/22

		Substantial

		6

		

		



		Governance – Strategic Planning, FMS and Data

		Assurance

		2019/20

		Reasonable

		10

		

		



		Risk

		

		

		

		

		

		



		Risk Management – Mitigating Controls (Collaborative in 2022/23 and 2023/24)

		Assurance

		2023/24

		Reasonable

		5

		5

		



		Business Continuity

		Assurance

		2023/24

		Reasonable

		

		

		5



		Risk Management – Embedding/Assurance Framework

		Assurance

		Pre 2018/19

		N/A

		8

		

		



		ICT

		

		

		

		

		

		



		Counter Fraud – External Exposure (Deferred from (2022/23)

		Assurance

		2023/24

		Substantial

		

		

		5



		ICT Infrastructure (Deferred from 2022/23)

		Assurance

		2023/24

		Reasonable

		

		8

		



		Digital Forensics Unit (DFU)

		Assurance

		2023/24

		Substantial

		

		

		5



		ICT Disaster Recovery

		Assurance

		2023/24

		Substantial

		

		

		8



		Data Protection / GDPR (Collaborative in 2023/24)

		Compliance

		2023/24

		Reasonable

		

		

		6



		Cyber-Security

		Assurance

		2021/22

		Reasonable

		8

		8

		



		ICT Change Management

		Assurance

		2021/22

		Reasonable

		10

		10

		



		Finance 

		

		

		

		

		

		



		Counter Fraud – Internal Exposure (Collaborative in 2022/23 and 2023/24)

		Assurance

		2023/24

		Substantial

		

		

		**



		Payroll (Collaborative in 2022/23 and 2023/24)

		Compliance

		2023/24

		Substantial

		**

		**

		**



		Creditors (Collaborative in 2022/23 and 2023/24)

		Compliance

		2023/24

		Substantial

		

		**

		**



		Fixed Assets (Collaborative in 2022/23)

		Assurance

		2022/23

		Substantial

		

		5

		



		Capital Programme (Collaborative in 2022/23)

		Assurance

		2022/23

		Substantial

		

		8

		



		Overtime and Additional Allowances

		Compliance

		2022/23

		Substantial

		

		5

		



		Budgetary Control (Collaborative in 2021/22)

		Assurance

		2021/22

		Substantial

		8

		

		



		Debtors (Collaborative in 2023/24)

		Assurance

		2023/24

		Substantial

		

		

		**



		Pensions (Collaborative in 2021/22)

		Assurance

		2021/22

		Reasonable

		5

		

		



		General Ledger (Collaborative in 2021/22)

		Assurance

		2021/22

		Substantial

		5

		

		



		Treasury Management (Collaborative in 2021/22)

		Assurance

		2021/22

		Substantial

		5

		

		



		Expenses and Additional Payments (Collaborative in 2022/23)

		Assurance

		2022/23

		Reasonable

		

		5

		



		Operational Performance and Infrastructure

		

		

		

		

		

		



		Estate Management – Planned and Preventative Maintenance (Collaborative in 2023/24)

		Assurance

		2023/24

		Substantial

		

		

		6



		Security of Seized Proceeds of Crime (Cash and Assets)

		Assurance

		2022/23

		Reasonable

		

		5

		



		Complaint Handling (OPCC)

		Assurance

		2022/23

		Reasonable

		

		4

		



		Sustainability Planning - WG 2030 plans and readiness

		Assurance

		N/A

		N/A

		**

		

		



		Estate Management – Governance

		Assurance

		2023/24

		Reasonable

		

		

		6



		Fleet Management – Fuel Usage

		Compliance

		2021/22

		Reasonable

		5

		

		



		Driver Retraining Programme

		Compliance

		2020/21

		Substantial

		

		6

		



		Neighbourhoods – Divisional Visits (2) Evidential Property

		Compliance

		2022/23

		Limited

		

		9

		



		Commissioner’s Grants

		Assurance

		2022/23

		Reasonable

		

		

		6



		CID – Protecting Vulnerable People

		Assurance

		2019/20

		Reasonable

		

		10

		



		Leases

		Assurance

		2023/24

		Substantial

		

		

		5



		Welsh Language Compliance

		Compliance

		2023/24

		Reasonable

		

		

		4



		Goleudy – Victim Care

		Assurance

		N/A

		N/A

		

		

		5



		Health and Safety

		Compliance

		2020/21

		Limited

		**

		

		



		Crime Recording

		Assurance

		Pre 2018/19

		N/A

		6

		

		



		Vetting

2021/22 – Disproportionality in Recruitment

		Assurance

		2020/21

		Substantial

		6

		

		



		Firearms Licensing

		Assurance

		Pre 2018/19

		N/A

		5

		

		



		Resource Management Unit

		Assurance

		2021/22

		Reasonable

		

		5

		



		Fleet Strategy

		Assurance

		2022/23

		Substantial

		

		4

		



		Workforce

		

		

		

		

		

		



		HR Management – Recruitment and Training

		Compliance

		2022/23

		Substantial

		

		7

		



		HR Management – Grievance Reporting and Management (Deferred from 2022/23)

		Compliance

		2023/24

		Reasonable

		

		3

		



		HR Management – Absence and Management

		Compliance

		2023/24

		Limited

		

		

		7



		HR Management – Workforce Planning

		Assurance

		2020/21

		Substantial

		

		7

		



		HR Management – Flexi-time Compliance

		Compliance

		2023/24

		Limited

		

		

		5



		HR Management –Occupational Health

		Assurance

		2023/24

		Reasonable

		

		

		4



		HR Management – Wellbeing Strategy

		Assurance

		2020/21

		N/A

		6

		

		



		HR Management – Leadership Skills

		Assurance

		2021/22

		Reasonable

		6

		

		



		Follow Up

		

		

		

		

		

		



		Interim Follow Up

		Follow Up

		2023/24

		Advisory

		3

		3

		3



		Follow Up (Year End)

		Follow Up

		2023/24

		Advisory

		4

		4

		4



		Collaborative Reviews

		

		

		

		

		

		



		Payroll (Lead Force: TBC)

		Assurance

		2023/24

				Substantial

		5

		5

		6



		Creditors (Lead Force: TBC)

		Assurance

		2023/24

		Substantial

		

		5

		6



		Fixed Assets (Lead Force: TBC)

		Compliance

		2022/23

		Substantial

		

		

		



		Health and Safety

		Assurance

		2020/21

		Limited

		6

		

		



		Uniform Stores

		Assurance

		N/A

		N/A

		6

		

		



		Sustainability

		Assurance

		N/A

		N/A

		6

		

		



		Property Subject to Charge (Evidential Property) (Lead force – TBC)

		Compliance

		2023/24

		Reasonable

		

		

		6



		Counter Fraud (Anti-Fraud Procurement (Lead Force: TBC)

		Assurance

		2023/24

		Substantial

		

		

		6



		Debtors (Lead force: TBC)

		Assurance

		2023/24

		Reasonable

		

		

		6



		Management and Planning

		

		

		

		

		

		



		Contingency

		N/A

		

		

		14

		

		2



		Liaison with Audit Wales

		Management

		

		

		2

		2

		2



		Annual Planning

		Management

		

		

		2

		2

		2



		Annual Report

		Management

		

		

		2

		2

		2



		Audit Management

		Management

		

		

		16

		16

		16



		Total Days

		

		

		

		170

		164

		160







		Note: ** Denotes included as a collaborative review



Assurance Opinion



		Pending

		

		



		Substantial

		

		



		Reasonable

		

		



		Limited 

		

		



		No Assurance

		

		



		Advisory

		

		













		Sample of Advisory Reviews Available in addition to the audit plan







Below is a list of reviews which are undertaken by our Specialists Staff and are available in addition to the plan.



		Review

		Indicative High Level Scope



		Website Penetration Test

		Web application penetration testing is the practice of simulating attacks on a system in an attempt to gain access to sensitive data, with the purpose of determining whether a system is secure. This is done in a safe and secure way with a report identifying weaknesses and remedial action.



		Governance Effectiveness Reviews 

		The review will consider the Senior Managements effectiveness - including whether it has the structure, processes, people and performance to deliver. The review will also consider how they interact with stakeholders, and whether respective roles are clear. 



		Climate Change

		Deep Dive into selected aspects of climate change using a qualified subject matter expert.
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		Quarter

		Review

		Type

		Days

		High-level Scope



		 Three force collaborations – Gwent Police, Dyfed Powys Police and North Wales Police



		2

		Health and Safety

		Assurance

		6

		The review considers: the adequacy of the arrangements for managing the health and safety requirements of the Force. The review considers the arrangements for compliance with key requirements of health and safety legislation but does not represent an exhaustive review of compliance with all health and safety legislation and cannot be relied upon as such. 

Lead force: North Wales Police

To include: North Wales Police, Gwent Police and Dyfed-Powys Police 



		2

		Uniform Stores

		Assurance

		6

		The review will consider the arrangements in place for planning, controlling and monitoring uniform stores. This will include:

· The policies in place for determining what items are to be held in stock and those not held in stock 

· Procuring stock items and the use of and adherence to the frameworks in place (the tendering processes for approved suppliers used will not be included in the review).

· The systems in place for recording and classifying stock items held and issuing of items.

· Determining stock holding levels; by type, quantity and size and minimum, maximum and safety/buffer stock holding levels.

· Requisition, approval and issue of items to officers and staff. 

· Disposal of stock no longer used or required.

· Reconciliation and stock take of items held.

· Forecasting demand and planning for peak periods such as recruitment intakes.

· To provide resilience for staff working in the stores, in particular in relation to tailoring staff. 

The review will compare the practices between each force in particular systems for recording stock and rationale in place for stock holding levels.

Lead force: Gwent Police

To include: Gwent Police, North Wales Police, possibly Dyfed Powys Police



		2

		Sustainability

		Assurance

		6

		The review will consider the implementation, monitoring and reporting on the sustainability and carbon reduction related strategies and policies. This will include:

· The governance and reporting arrangements for oversight and implementation of individual force action plans arising from the all Wales strategy.

· Development and implementation force specific strategies, policies and procedures relating to sustainability and carbon reduction.

· The arrangements in place to consider and approve business cases aligned to action plans and to measure and report upon the benefits and outcomes from completed projects.

· The arrangements in place for collating and calculating data on Scope 1, 2 and 3 omissions.

· The arrangements in place monitor and report omissions within force and to external bodies.

· The arrangements in place to promote and engage with officers and staff on sustainability, associated strategies and action plans.

The review will compare activity progress between each force, implementation of force-led projects in comparison to the All Wales Project for Electric Vehicle (EV) Charging which is considered best practice and also comparison of the communications strategies each force adopt. 

The review will not consider the completeness and accuracy of omissions data held. 

Lead force: Gwent Police

To include: Gwent Police, North Wales Police, Dyfed Powys Police



		

		

		

		

		



		3

		Payroll

		Assurance

		5

		The review considers the arrangements for: the creation, amendment and deletion of payroll records accurately and on a timely basis; payment of allowances and pay awards; collection of overpayments; and payment of salaries. The review will also consider the arrangements for reviewing the payroll prior to authorisation including the review of exception reports and pay variations. The scope of the review does not include determination of salary scales, the HR arrangements for appointment and removal of staff, severance payments or reimbursement of travel and subsistence expenses, or pension arrangements

Lead force: Dyfed-Powys Police

To include All four forces



		

		

		

		

		



		

		

		Total days

		23
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		Quarter

		Review

		Type

		Days

		High-level Scope



		1

		Risk Management – Mitigating Controls 

		Assurance

		5

		Two risks currently included in the organisation’s risk register will be selected and the effectiveness of the identified controls will be reviewed. The scope of the review does not include consideration of all potential mitigating arrangements or their effectiveness in minimising the opportunities for the identified risks to occur.



		1

		Risk Management – Embedding/Assurance Framework

		Assurance

		8

		The review will consider the arrangements to integrate risk management into business planning and the internal controls assurance framework. The scope of the review does not include providing assurance that all the business significant risks have been correctly prioritised.



		1

		Fleet Management – Fuel Usage

		Compliance

		5

		The review will consider compliance with fuel card policies and procedures and the effectiveness of the arrangements for oversight of fuel usage in order to provide value for money. The review will also the management of electric vehicles and electric vehicle charging points.



		1

		Vetting

		Assurance

		6

		The review will focus on the systems and processes for vetting new and existing staff, officers and contractors. The review will also look to ensure that individuals are vetted to the appropriate level and controls are in place to ensure that vetting is undertaken at the required frequency. 

The audit will focus on the following key areas:

· Policies and procedures.

· Governance arrangements.

· Monitoring and identification of staff that require vetting to ensure that vetting remains in date. 

· Appropriateness and timeliness of vetting.

· Reporting of performance.



		2

		ICT Change Management

		Assurance

		10

		The review will consider the documented arrangements to ensure that changes to IT systems and services are defined, risk assessed, authorised, tested, implemented and fully documented to ensure service delivery and security are not compromised. The review will also identify the requirements for a roll back plan where changes cause significant operational issues. The review will not consider the nature of any changes.



		2

		Crime Recording

		Assurance

		6

		Detailed scope to be agreed.



		2

		Firearms Licensing

		Assurance

		5

		The review will assess compliance with the regulatory requirements and Force Policy for Firearms Licencing including:

· Review of Application/Renewal/issue of temporary licences/revocation;

· Home and cold call and other Inspection processes for Registered Firearm Dealers (RFD’s);

· Review of dip sampling processes;

· Processes for promoting surrender and managing weapons surrendered;

· Review of the action taken by Firearms Licencing Department following a certificate holder coming to notice of the police; 

· Governance Arrangements.



		2

		HR Management – Wellbeing Strategy

		Assurance

		6

		The review will consider the Wellbeing Strategy and the arrangements for ensuring staff wellbeing and determine how the effectiveness of these arrangements is evaluated.



		2

		Follow-up (interim)

		Follow up

		3

		Follow-up of implementation of agreed priorities one and two actions from audit reports, ensuring recommendations are implemented, and providing reports to the Audit Committee.



		3

		Governance – Police and Crime Plan

		Assurance

		6

		The review will consider the production of the new Police and Crime Plan and will include steps taken to develop the Plan including consultation exercises and discussion groups and the governance arrangements for the delivery of the outcomes of the Plan. The scope will not comment on the content or the appropriateness of the stated outcomes.



		3

		Budgetary Control

		Assurance

		8

		The review will consider the budget preparation process, the monitoring arrangements, and reporting to the board. 

The scope of the review will not include consideration of the assumptions used in preparing the budgets; depreciation policies; apportionment of central costs; or financial information included in tenders prepared by the organisation.



		3

		General Ledger

		Assurance

		5

		The review will consider the arrangements for providing an effective audit trail for data entered onto the general ledger and the appropriateness of the reports generated. The scope of the review will not extend to the budgetary control arrangements and bank reconciliations.



		3

		Treasury Management

		Assurance

		5

		The review considers the arrangements for controlling the investment and borrowing arrangements; compliance with the organisation’s overall policy; banking arrangements; reconciliations and the reporting to committee. The scope of the review will not include consideration of the appropriateness of any individual financial institution or broker or of individual investment decisions made by the organisation.



		3

		Cyber Security

		Assurance

		8

		The scope of the review will assess the management processes in place to reduce the likelihood and impact of a cyber-incident: 

Cyber Risk Management, Asset Management, Engagement and Training, Architecture and Configuration, Vulnerability Management, Identity and access management, Data Security, Logging and Monitoring, Incident Management, and Supply Chain security.



		3

		HR Management – Leadership Skills

		Assurance

		6

		The review will appraise the effectiveness of the internal arrangements for ensuring that key staff have effective leadership skills and the plans in place to achieve and improve this area.



		4

		Governance – Strategic Planning, FMS and Data

		Assurance

		10

		The review will consider how the Demand led strategies inform the FMS (Force Management Statement) and how the FMS is linked into strategic planning. The review will consider where data comes from to determine the future Demand Strategy and how the data is used to plan the next few years.



		4

		Pensions

		Assurance

		5

		The review will consider the arrangements for the management and control of the administration of pensions.



		4

		Follow-up (year-end)

		Follow up

		4

		Follow-up of implementation of agreed priorities one and two actions from audit reports, ensuring recommendations are implemented, and providing reports to the Audit Committee.



		1-4

		Collaborative Audits (Appendix B)

		N/A

		23

		See Appendix B.



		3-4

		Liaison – Audit Wales

		N/A

		2

		Days for liaison with Audit Wales



		1-2

		Contingency

		N/A

		1

		Days for allocation to collaborative audits or for use as required during the year.



		3-4

		Contingency

		N/A

		13

		Days for allocation to collaborative audits or for use as required during the year.



		1

		Annual Planning

		Management

		2

		Assessing the annual audit needs.



		4

		Annual Report

		Management

		2

		Reporting on the overall conclusions and opinion based on the year’s audits and other information and providing input to the Annual Governance Statement.



		1 – 2

		Audit Management

		Management

		8

		This time includes meeting client management, overseeing the audit plan, reporting and supporting the Audit Committee, liaising with External Audit and Client briefings (including fraud alerts, fraud digests and committee briefings).



		3-4

		Audit Management

		Management

		8

		This time includes meeting client management, overseeing the audit plan, reporting and supporting the Audit Committee, liaising with External Audit and Client briefings (including fraud alerts, fraud digests and committee briefings).



		

		

		Total Days 

		170
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		Internal Audit Charter







The Need for a Charter

The Audit Charter formally defines internal audit’s purpose, authority and responsibility. It establishes internal audit’s position within Dyfed-Powys Police and defines the scope of internal audit activities. The establishment of the Audit Charter is a requirement of the Public Sector Internal Audit Standards (PSIAS) and approval of the charter is the responsibility of the Audit Committee. 

The Role of Internal Audit

The main objective of the internal audit activity carried out by TIAA is to provide, in an economical, efficient and timely manner, an objective evaluation of, and opinion on, the overall adequacy and effectiveness of the framework of governance, risk management and control. TIAA is responsible for providing assurance to Dyfed-Powys Police’s governing body (being the body with overall responsibility for the Dyfed-Powys Police) on the adequacy and effectiveness of the risk management, control and governance processes.

Standards and Approach

TIAA's work will be performed with due professional care, in accordance with the requirements of the PSIAS and the IIA standards which are articulated in the International Professional Practices Framework (IPPF).

Scope

All Dyfed-Powys Police activities fall within the remit of TIAA. TIAA may consider the adequacy of controls necessary to secure propriety, economy, efficiency and effectiveness in all areas. It will seek to confirm that Dyfed-Powys Police management has taken the necessary steps to achieve these objectives and manage the associated risks. It is not within the remit of TIAA to question the appropriateness of policy decisions; however, TIAA is required to examine the arrangements by which such decisions are made, monitored and reviewed.

TIAA may also conduct any special reviews requested by the board, Audit Committee or the nominated officer (being the post responsible for the day-to-day liaison with TIAA), provided such reviews do not compromise the audit service’s objectivity or independence, or the achievement of the approved audit plan.

Access

TIAA has unrestricted access to all documents, records, assets, personnel and premises of Dyfed-Powys Police and is authorised to obtain such information and explanations as they consider necessary to form their opinion. The collection of data for this purpose will be carried out in a manner prescribed by TIAA’s professional standards, Information Security and Information Governance policies.

Independence

TIAA has no executive role, nor does it have any responsibility for the development, implementation or operation of systems; however, it may provide independent and objective advice on risk management, control, governance processes and related matters, subject to resource constraints. For day-to-day administrative purposes only, TIAA reports to a nominated officer within Dyfed-Powys Police and the reporting arrangements must take account of the nature of audit work undertaken. TIAA has a right of direct access to the chair of the board, the chair of the Audit Committee and the responsible accounting officer (being the post charged with financial responsibility).

To preserve the objectivity and impartiality of TIAA’s professional judgement, responsibility for implementing audit recommendations rests with Dyfed-Powys Police management. 

Conflict of Interest

Consultancy activities are only undertaken with distinct regard for potential conflict of interest. In this role we will act in an advisory capacity and the nature and scope of the work will be agreed in advance and strictly adhered to. 

We are not aware of any conflicts of interest and should any arise we will manage them in line with TIAA’s audit charter and internal policies, the PSIAS/IIA standards and Dyfed-Powys Police’s requirements.

Irregularities, Including Fraud and Corruption

TIAA will without delay report to the appropriate regulator, serious weaknesses, significant fraud, major accounting and other breakdowns subject to the requirements of the Proceeds of Crime Act 2002.

TIAA will be informed when evidence of potential irregularity, including fraud, corruption or any impropriety, is discovered so that TIAA can consider the adequacy of the relevant controls, evaluate the implication of the fraud on the risk management, control and governance processes and consider making recommendations as appropriate. The role of TIAA is not to investigate the irregularity unless commissioned to do so.

Limitations and Responsibility

Substantive testing will only be carried out where a review assesses the internal controls to be providing ‘limited’ or ‘no’ assurance with the prior approval of Dyfed-Powys Police and additional time will be required to carry out such testing. Dyfed-Powys Police is responsible for taking appropriate action to establish whether any loss or impropriety has arisen as a result of the control weaknesses.

Internal controls can only provide reasonable and not absolute assurance against misstatement or loss. The limitations on assurance include the possibility of one or more of the following situations, control activities being circumvented by the collusion of two or more persons, human error, or the overriding of controls by management. Additionally, no assurance can be provided that the internal controls will continue to operate effectively in future periods or that the controls will be adequate to mitigate all significant risks that may arise in future. 

The responsibility for a sound system of internal controls rests with management and work performed by internal audit should not be relied upon to identify all strengths and weaknesses that may exist. Neither should internal audit work be relied upon to identify all circumstances of fraud or irregularity, should there be any, although the audit procedures have been designed so that any material irregularity has a reasonable probability of discovery. Even sound systems of internal control may not be proof against collusive fraud.

Reliance will be placed on management to provide internal audit with full access to staff and to accounting records and transactions and to ensure the authenticity of these documents.

The matters raised in the audit reports will be only those that come to the attention of the auditor during the course of the internal audit reviews and are not necessarily a comprehensive statement of all the weaknesses that exist or all the improvements that might be made. The audit reports are prepared solely for management's use and are not prepared for any other purpose.

Liaison with the External Auditor 

We will liaise with Dyfed-Powys Police’s External Auditor. Any matters in the areas included in the Annual Plan that are identified by the external auditor in their audit management letters will be included in the scope of the appropriate review. 

Reporting

Assignment Reports: A separate report will be prepared for each review carried out. Each report will be prepared in accordance with the arrangements contained in the Terms of Reference agreed with TIAA and which accord with the requirements of TIAA’s audit charter and PSIAS/IIA standards. 

Progress Reports: Progress reports will be prepared for each Audit Committee meeting. Each report will detail progress achieved to date against the agreed annual plan.

Follow-Up Reports: We will provide an independent assessment as to the extent that priority 1 and 2 recommendations have been implemented. Priority 3 recommendations are low-level/housekeeping in nature and it is expected that management will monitor and report on implementation as considered appropriate.

Annual Report: An Annual Report will be prepared for each year in accordance with the requirements set out in TIAA’s audit charter and PSIAS/IIA standards. The Annual Report will include a summary opinion of the effectiveness of Dyfed-Powys Police’s governance, risk management and operational control processes based on the work completed during the year.

Other Briefings: During the year Client Briefing Notes, Benchmarking and lessons learned digests will be provided. These are designed to keep the Dyfed-Powys Police abreast of in-year developments which may impact on the governance, risk and control assurance framework.

Assurance Assessment Gradings

We use four levels of assurance assessments as set out below.

		Substantial Assurance

		There is a robust system of internal controls operating effectively to ensure that risks are managed and process objectives achieved.



		Reasonable Assurance

		The system of internal controls is generally adequate and operating effectively but some improvements are required to ensure that risks are managed and process objectives achieved. 



		Limited Assurance

		The system of internal controls is generally inadequate or not operating effectively and significant improvements are required to ensure that risks are managed and process objectives achieved. 



		No Assurance

		There is a fundamental breakdown or absence of core internal controls requiring immediate action.





Data Protection

TIAA has policies, procedures and processes in place to comply with all associated regulation and legislation on information security, which is underpinned by mandatory annual awareness training for all staff. To carry out our role effectively, we need to obtain information that is reliable, relevant and sufficient to support our findings and recommendations. The collection of data, particularly sensitive personal data, is minimised and is not shared with unauthorised persons unless there is a valid and legal requirement to do so. We have clear policies on the retention of data and its appropriate, controlled disposal. TIAA has a fully robust Information Security Management System that meets all the requirements of ISO27001:2013.

Quality Assurance

TIAA recognises the importance of Internal Audit being controlled at each stage to ensure that we deliver a consistent and efficient Internal Audit service that is fully compliant with professional standards and also the conditions of contract. We operate a comprehensive internal operational quality review process to ensure that all Internal Audit work is carried out in accordance with these standards. These quarterly reviews are part of our quality management system which has IS0 9001:2015 accreditation. 

Audit Committee Responsibility

It is the responsibility of the Dyfed-Powys Police to determine that the number of audit days to be provided and the planned audit coverage are sufficient to meet the Committee’s requirements and the areas selected for review are appropriate to provide assurance against the key risks within the Dyfed-Powys Police.

By approving this document, the Audit Committee is also approving the Internal Audit Charter.

Disclaimer

The matters raised in this planning report, along with those raised in our audit and annual reports, are only those that came to the attention of the auditor during the course of our work and are not necessarily a comprehensive statement of all the weaknesses that exist or all the improvements that might be made. This report has been prepared solely for management's use and must not be recited or referred to in whole or in part to third parties without our prior written consent. No responsibility to any third party is accepted as the report has not been prepared, and is not intended, for any other purpose. TIAA neither owes nor accepts any duty of care to any other party who may receive this report and specifically disclaims any liability for loss, damage or expense of whatsoever nature, which is caused by their reliance on our report.

Performance Standards

The following Performance Targets will be used to measure the performance of internal audit in delivering the Annual Plan:

		Performance Measure

		Target



		Completion of planned audits.

		100%



		Audits completed in time allocation.

		100%



		Final report issued within 10 working days of receipt of responses.

		100%



		Compliance with TIAA’s audit charter and PSIAS/IIA Standards.

		100%
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During a 2022/23 Audit with the Wales Audit Office, it was identified that out of 19 staff tested within the Local Government Pension Scheme (LGPS), 2 were found to be contributing on the incorrect pension rate. 

The Audit Office recommended that all employees should be reviewed to ensure that they are paying pension contributions based on the correct banding rate. In addition, procedures should be implemented to ensure than any change in salary prompts a check of the pension contribution rates. 


Following this report, I have recently come into the role of Payroll Specialist (in December 2023) and have put in place procedures to ensure the recommendation is implemented. 

As a standard process, at the end of each financial year, I am responsible for sending Carmarthenshire County Council every staff & officers’ pensionable pay and pension contributions for that year. Within this report, I have to conclude that they are on the correct rate and why they have changed rates during the year (i.e. increased/decreased their salary to move them into a different pension banding). I have to justify to Carmarthenshire County Council the reason for any differences in order for them to be satisfied. 

The downfall to this is that it only establishes errors at the end of the financial year. This does allow me to rectify them before the end of year figures are finalised however, I believe this is too late to identify discrepancies as an employer. Doing this check at the end of the financial year only, could have a negative impact on an individual if their rate needs correcting, resulting in a backdated pension payment that we would need to rectify in one month. 


I believe it is imperative to identify these potential discrepancies at the time they occur rather than at the last moment, and therefore I have put in place additional procedures to do this.

To abide by the recommendation, I originally decided to add an additional pension rate check in September (mid-year) as this also falls in line with potential pay awards which could fluctuate individuals’ pension band. However, I am not comfortable that this is the best way forward or satisfying the recommendation entirely. I believe it should be monitored on a monthly basis instead.

Since September 2024 I have introduced a monthly check which identifies any pension anomalies each month for every staff member, which gives the Payroll team enough time to correct them before the error occurs. 


I believe that this is the best solution to avoid any errors happening in the future and reduces the risk to a minimum. I am currently working on September 2024 and will retrospectively look at pension rates for each month from April 2024, to ensure that each month has been correct.


This approach also provides constant monthly data which will aid in my report at the end of the financial year to Carmarthenshire County Council, improving timescales and work efficiency.


From an individual’s point of view, it also reduces any financial impact or strain, as we will be able to identify any errors before they are paid.


I will retrospectively calculate 2023/2024 pension data and identify any discrepancies to ensure that I can confidently report that all incorrect pension rates have been identified and rectified.
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Report on Staff Pension Rates























Author: Danielle Rotberg, Payroll Specialist 







Date: 25/09/2024
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CIPFA Financial Management Checklist 2025/6.

Paper for Strategic Finance and Medium-Term Financial Planning Board

Meeting Dated: 21st September 2024

1.0 Introduction

1.1 The Chartered Institute of Public Finance and Accountancy (CIPFA) have formulated a self-assessment matrix as a tool to enable Public Bodies to assess their Financial Planning arrangement against established practice. Each year, following the end of the budget and MTFP process, the Force assesses its arrangements for formulating its financial plans against this matrix.

1.2 For the 2024/5 cycle, the matrix was completed and discussed at the Joint Audit Finance Seminar held on the 13th February 2024. The completed matrix was also discussed at the Joint Audit Committee Meeting held on the 31st July 2024. This is largely a self-assessment process conducted by members of the Finance Department – so scrutiny by the Joint Audit Committee is a welcomed and added control in this process.

1.3 Although compliant against the fundamental aspects and requirements arising from the matrix, the exercise did highlight some areas where it was recognised that improvements could be made to strengthen the overall arrangements. 

1.4 At the Audit Committee of the 31st July, further details were requested around the actions that were being progressed to address the areas identified which this report seeks to address. 

2.0 Completed Matrix 2024/5

2.1 The final full matrix is shown in Appendix A. This is split across 7 Sections with various sub-categories and questions. A summary position is illustrated in the Table below.

		Section​

		Comply? (Y/N)​

		Green​

		Amber​

		Red​

		Change / Area for Improvement​



		1. Responsibility of CFO and leadership Team (inc. VFM)​

		Y​

		7/7​

		0/7​

		0/7​

		(+1) Can now better demonstrate actions taken to improve VFM​ (S1.A3)



		2. Governance and FM Style​

		Yes - but AFIs​

		11/14​

		3/14​

		0/14​

		1. Procurement literacy​ / training (S2.E4)

2. GoSafe Governance (S2.E4)

3. Timeliness and scoping regarding Internal Audit (AGG) (S2.C3)

4. Robust Assurance to support AGS (S2.D3)



		3. Long to Medium Term FM​

		Yes - but AFIs​

		12/15​

		3/15​

		0/15​

		(+2) Financial Risk Realistic (S5G1-3)

5. Resilience Assessment / Scenarios ​(S3.F)



		4. The Annual Budget​

		Y​

		7/7​

		0/7​

		0/7​

		(+1) Identify significant estimates​



		5. Stakeholder engagement and business plans​

		Yes – but AFIs​

		3/8​

		5/8​

		0/8​

		6. Option Appraisal - Use / Guidance (S5.M1)​



		6. Monitoring Financial Performance​

		Y​

		10/10​

		0/10​

		0/10​

		OK​



		7. External Financial Reporting​

		Y​

		7/7​

		1/7​

		0/7​

		​ 7. Audit letter issues re accuracy and cross checking of Accounting Statements / Working Papers





2.2 The table shows that there are 12 questions that require actions from an improvement perspective, and these are being addressed by 7 separate actions being progressed. The full plans and timescales for delivery are shown in the Table below:



		Action

		Description

		Matrix Link

		Responsible Person / Group

		Progress

		Due Date



		1.

		Procurement Literacy re contract requirements and training.

		Section 2, E4.

		Director of Finance and Head of Procurement

		Contract Management process training completed. Await new Legislation & Corporate Governance Framework.

		31/1/2025



		2.

		GoSafe Governance

		Section 2, E4.

		South Wales Police Head of Corporate Finance

		Report Imminent.

		30/9/2024



		3.

		Process timeliness and scoping of Internal Audits

		Section 2, C3. 

		Audit Governance Group

		New contract awarded. New monitoring and scoping arrangements.

		31/10/2024



		4.

		Robust Arrangements to support Annual Governance Statement

		Section 2, D3.

		Audit Governance Group

		Improvements from 2022/3 delivered. Approved in line with Accounts

		30/6/2024



		5.

		Resilience Assessment and Scenario Planning

		Section 3, 

F1,2 and 3.

		OPCC CFO

		Further narrative to be incorporated into MTFP document

		31/1/2025



		6.

		Updated Guidance regarding Options Appraisal

		Section 3, M, Q1,2,3,4 and 5

		Head of Corporate Finance / Change & Transformation Group

		Initial draft completed

		30/9/2024



		7.

		Audit letter issues re accounts 2022/3.

		Section 7,

Q3.

		Director of Finance / CFO / Head of Corporate Finance

		Complete – new processes adopted in 2023/4 closure – await audit findings

		30/6/2024
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		Question

		Previous Answer

		Compliant (Y/N)

		Previous RAG

		New RAG

		Supplementary Narrative / Areas for Improvement



		

		

		

		

		

		

		



		

		

		Section 1 - The Responsibilities of the Chief Finance Officer and Leadership Team





		

		

		

		

		

		

		



		A

		

		

		The leadership team is able to demonstrate that the services provided by the authority provide value for money



		1

		Does the authority have a clear and consistent understanding of what value for money means to it and to its leadership team?

		We have clear references to achieving VFM in the Police & Crime Plan, Medium-Term Financial Plan, and Procurement Strategy with procurement arrangements and processes focussed on delivering value for money. 



Audit Wales consider annually the arrangements for securing economy, efficiency and effectiveness to underpin their value for money conclusion. 



Department heads are responsible for the own budgets which are managed with constraint and in line with the Corporate Governance Framework. There is regular oversight and scrutiny of spending and a culture of asking for support rather than making decisions in isolation.



Considerable work has also been undertaken as part of the Force to review activity, service delivery, spend and contracts with active engagement and involvement across the workforce.





		Yes

		G

		G

		Previous Narrative and Scoring still relevant. 



Note: The HMICFRS Peel inspection refers to an area of Promising practice in its use of data to understand its finances.



Force Review Stage 1 saved a cashable £6.2 million in 2023/4 as part of a three-year organisational VFM Plan of £10 million. 



Productivity improvements being implemented in 2024/5 in addition through Operational Review work including triage and assessment / right care right person. 



Further work in train on collaborative productivity and efficiency Group benefits realisation and linking into Home Office Productivity Review work next steps.



A strengthening of the link between the Force Management Statement, Planning and Assurance Cycle, Fore Review, Workforce Planning and the MTFP in the context of overall Priorities of the PCC and Force  also strengthens this score.



		2

		Does the authority have suitable mechanisms in place to promote value for money at a corporate level and at the level of individual services?

		VFM is embedded in all procurement documentation and all procurement staff are fully au fait with the need to demonstrate VFM through tenders and contracts



The Joint Corporate Governance Framework, Financial Regulations and Contract Standing Orders explicitly detail responsibilities and requirements for securing value for money.



The Chief Constable chairs the bi- monthly Performance Board which allows for performance to be measured and monitored demonstrating value for money of policing services.  The Deputy Chief Constable chairs the Change and Transformation Board ensuring strategic line and sight and value for money considerations for change and investments including benefits realisation.  The OPCC attend the main governance groups and Boards. 



At individual service level, the DCC holds budget holders/ service leads responsible and accountable for effective operational performance.



The Productivity and Efficiency Group was established to monitor attainment of in-year targets and initiate new schemes of change, albeit this was paused during 2022, as this work was assumed as an intrinsic element of the Force Review.  There is knowledge sharing at an all Wales and national level.



Financial management arrangements were further strengthened, and the Strategic Finance & MTFP Board is now fully embedded.



Budget holders are supported by a Finance Business Partner who can extract details of expenditure, helps to shape forecasts and assists in steering compliance with procurement practices.



Various benchmarking reports are produced for example in relation to FMS Chapter areas and these are considered operationally through Finance Business Partners.



		Yes

		G

		G

		Previous Narrative and Scoring still relevant. 



Investment in Finance Business Partners being assigned to individual Departments and enhanced Finance Team. 



Force Review work included non-pay budget scrutiny and ideas at Departmental level which contributed >£1million to the 2023/4 target.



Force Review work considered all police staff positions in phase 1 in a staff restructure across the Force saving <£2m. 

Further extension of the Force Review to encompass productivity improvements and officer staff structures.



		3

		Is the authority able to demonstrate the action that it has taken to promote value for money and what it has achieved?

		Considerable activity has taken place over recent years to further develop and embed arrangements to secure value for money, seek opportunities for savings and strengthen the focus on benefits realisation. 



The wider financial position has also sought to focus the need for the delivery of savings and / or reprioritising and rechannelling of resources to areas of highest priority.  



The approach to savings and change adopted by the Force has worked well and is evidenced by the very good track record in relation to savings delivery since 2010.  Work has continued in relation to business benefits realisation with active Finance Business Partners participation and the Change and Transformation Board having clear line of sight.  The current financial landscape is challenging, and the Force has recognised the need to undertake a Force Review to ensure it is better placed to deal with the short and medium term requirement.  



Collaborative work on Productivity and Efficiency continues at pace and is and will continue to be reflected in local planning.  



Blue Light Commercial continue to seek out opportunities for procurement savings and efficiencies with regular reporting in place. Contract management is undertaken by service stakeholders, with strategic oversight from the Procurement department



The force continues to embed year on year savings into the annual budgets what are devolved to individual budget holders for attainment. 



The broader governance framework has been refreshed to provide a direct channel to Force Change and Transformation Board which is chaired by the DCC.



Benefits continue to be a component part of the business cases evaluation.



The revised governance framework includes a Productivity and Efficiency Group which has been set up to monitor progress from savings and VFM initiatives from procurement, projects, continuous improvement along with operational areas.



The force continues to use the FMS as a primary component in budgetary planning and a cycle of service led performance review before a risk based assessment of growth and savings has been established. 



The initiation of the Force Review in June 2022 saw a very focussed approach to dealing with the financial challenges.  This review worked at pace to develop plans for achieving c£10m savings over a 3-year period.

		Yes

		A

		G

		Work Delivered

We feel that this element has been strengthened further during 2023-4 with the delivery of unprecedented savings during the year. As well as incorporating and delivering savings of £6.2 million against baseline budgets, the Force capitalised on several opportunities in year to attain additional savings and income which resulted in an underspend. This was utilised to offset 2024-5 budget pressures and reduce the future borrowing burden of capital schemes.



A more holistic and joined process has been formulated for the Change and Transformation Board.  Stronger links have been developed to exploit opportunities for the savings arising from Technology Projects / Emerging Technology Group / Circular Economy etc and encourage longer term speculative savings ideas generation as part of Force review.



The work ongoing as part of the Fore Review as outlined above means that the Force can evidence significant cost reductions and VFM improvements.



Also reference to procurement gains and the £6.2 million savings in 2023/4 plus underspend / additional income generation.



Work in Progress

A newly formed group – DIAG has been created to prioritise and take forward productivity improvement ideas that are technology based with 4 ideas being considered in the first meeting.  



Work has been undertaken in providing Power BI Dashboards which are now being re-written on a phased approach to measure and challenge operational performance. 



Power app and RPA developments in progress.



Benefits work being undertaken on collaborative programmes. The next stage of the Force Review is focussing on productivity improvements and the operational structure.



Areas for Further Improvement 

HMIC Area for improvement - The force should make sure it understands how its investment in IT systems improves productivity.



Continue the need to properly document business benefits realisation reporting to the Change and Transformation Board.



Further embed KPIs and dashboard metrics to embed continuous improvement and target performance improvements across the organisation – link into National / Regional Performance Metrics.



		

		

		

		

		

		

		



		B

		

		

		The authority complies with the CIPFA Statement on the Role of the Chief Finance Officer in Local Government



		1

		Is the authority’s CFO a key member of the leadership team, involved in, and able to bring influence to bear on, all material business decisions?

		Both CFOs (Force and OPCC) are members of their respective leadership teams

		Yes

		G

		G

		Yes – No Change



		2

		Does the CFO lead and champion the promotion and delivery of good financial management across the authority?

		Yes, both CFOs champion and lead the promotion and delivery of good financial management in the Force and OPCC

		Yes

		G

		G

		Yes – No Change



		3

		Is the CFO suitably qualified and experienced?

		Yes, both CFOs are suitable qualified and experienced

		Yes

		G

		G

		Yes – No Change. Arrangements since April 2024 have resulted in a temporary internal promotion to cover the PCC CFO position which is operating well.



		4

		Is the finance team suitably resourced and fit for purpose?

		The finance structure has been strengthened over recent years to ensure it is appropriately resourced with CIPFA training being undertaken to develop Finance Business Partnering arrangements and 75% of the Accountancy Team are fully CCAB qualified. 



A self-assessment review of financial management capability across the organisation highlighted a need for the finance function to be more focussed on influencing the forward view by changing its shape and practices in response to a changing organisation / new demand.  This is not deemed to affect the RAG scoring but will be embraced as finance business partnering arrangements continue to evolve.



Annual internal audits and external audit opinions over many years demonstrate that the finance team is fit for purpose.   



The finance team has adopted a Continuous Improvement approach to their role in the organisation and to the finance practices. Effective working and efficiencies are continually discussed.  The finance team was an early adopter of smarter working with digital records management.



Workload distributions continue to be proactively evaluated in light of emerging financial accounting issues (capital, leases), supporting the Force Review and ensuring improvements to reporting practices.



Improvements are needed in terms of the Final Accounts mainly relate to proof reading and narrative checking and cross checking which are not believed to be linked to staffing levels. A schedule of cross checking or working papers to Statements has been designed and implemented.



		Yes

		G

		G

		The Finance Department has been strengthened further and the Force Review resulted in financial transactional processing functions returning to the Finance Department having previously been part of the Business Support Unit. This has increased resilience and control in areas such as coding and performance reporting / month end / year end processes. This has enabled a better career pathway into finance roles which now include trainees, apprentices, and internship positions.



The Finance Department has one vacancy at present which is being filled. The Department has lost some experienced staff over recent years – however has also gained staff from neighbouring forces.







		

		

		

		

		

		

		



		

		

		Section 2 - Governance and Financial Management Style





		

		

		

		

		

		

		



		C

		

		

		The leadership team demonstrates in its actions and behaviors responsibility for governance and internal control



		1

		Does the leadership team espouse the Nolan principles?

		The Corporate Governance Framework explicitly sets out the commitment and requirements to abide by the seven principles set out in Standards in Public Life known as the Nolan Principles.   



The code of ethics includes this as a key feature for all police officers and staff and is promoted during induction training and courses. This is also assessed as part of the annual DAP Review.  All force policies and procedures embed the key principles from the Code of Ethics

 

		Yes

		G

		G

		A new code of ethics is being rolled out by the College of policing and adopted by the Force. This includes comprehensive training online through 7 College of Policing modules.



Cultural Audits have identified areas for improvement which are being taken forward.



The Nolan principles form part of the Corporate Governance Framework. Significant work is ongoing in relation to Anti-Corruption and capacity is being expanded further.



		2

		Does the authority have in place a clear framework for governance and internal control?

		Yes, the PCC and Chief Constable review and update their joint corporate governance framework on an annual basis.  This is considered within the Corporate Governance Group and by the Joint Audit Committee.  



The Annual Governance Statement clearly documents these arrangements, and these are evidenced as part of the annual process of review.



There is a highly defined corporate governance structure across the organisation with clear pathways of delegation and escalation. 



Independent internal audit of financial and operational activity is embedded in the organisation.



		Yes

		G

		G

		As per previous Narrative



		3

		Has the leadership put in place effective arrangements for assurance, internal audit and internal accountability?

		The Joint Audit Committee consider both the annual internal audit plan and receive all internal audit reports and management actions.  It continues to provide oversight of outstanding audit recommendations and on a rotational basis holds business leaders to account.



The shaping of the internal audit plan is risk based and seeks to give assurance on key internal controls.  The future year audit plan was set approximately 6 months sooner than in previous years and corporate risk continues to a core element when setting the audit agenda 



Internal audit provide reports on Summary Internal Controls Assurance to each JAC, as well as providing an annual audit opinion “TIAA is satisfied that sufficient internal audit work has been undertaken to allow me to draw a positive conclusion as to the adequacy and effectiveness of The Police and Crime Commissioner’s and the Chief Constable’s risk management, control and governance processes. In my opinion, The Police and Crime Commissioner and the Chief Constable have adequate and effective management, control and governance processes in place to manage the achievement of their objectives for the areas reviewed during the year. 



The Audit Governance Group continues to evolve to support assurance providing oversight of outstanding audit recommendations and on a rotational basis holds business leaders to account.  The Group receives reviews of audit performance and outcomes and seeks to better understand the year-on-year organisational trends in addition to single audit findings.



As part of ongoing governance review, Audit recommendations now form part of standard agendas for relevant governance groups to ensure appropriate oversight.



Individual performance and accountabilities are considered formally through the DAP process.



There are a range of policies e.g. Anti-Fraud and Corruption; Whistleblowing policy which are overseen by the Professional Standards Department (PSD)



Business interests are approved and recorded by PSD and then reviewed as part of the DAP process



There is a force policy on gifts and hospitality, which is managed and promoted by PSD 



		Yes

		A

		A

		Over the course of the last year concerns have been raised around the timeliness of the provision and signoff of audit reports which is receiving attention. 



There have also been some concerns raised in the context of some audits conducted in relation to scope and assurance levels granted which have been challenged by JAC members.



Timeliness of implementation and particularly the provision of follow up evidence continue to be an area of focus as is the timeliness of management comments. The Audit Governance Group continues to perform a key role in this area.



There are some concerns that certain audit recommendations are transactional in nature which highlight issues with particular records – rather than with identifying the measures that are needed to address the control weaknesses that have caused these to arise.



The Statement of Accounts process for 2021/2 and 2022/3 fell outside the Statutory timeframes due to various national and local issues including asset valuation and pensions. The Draft Accounts for 2023/4 were signed and presented for Audit by the 30th of June 2024. 



In addition, the Audit Wales Report refers to the need to improve the quality of the Statements of Accounts from an accuracy, narrative, and cross-checking perspective.

 

The future provision for Internal Audit continued to be considered during 2022/23 and 2023/4.  After independent external assessment agreement was reached that Internal Audit services would be re-tendered through a collaborative procurement during 2024. This is now complete with a new contract starting in October 2024.



There is a need to ensure that internal audit plan is intrinsically linked with the corporate assurance framework and that audit scopes are fully developed to maximise opportunities and coverage.



This work is continuing under the stewardship of the Audit Assurance Group and is closely monitored by the Joint Audit Committee.



		4

		Does the leadership team espouse high standards of governance and internal control?

		See response to question C2.



Much work has been undertaken over recent years to fundamentally review and strengthen governance arrangements and these have continued to evolve to ensure that they are fit for purpose and meet organisational needs.



The Corporate Governance Framework sets out clear responsibilities for decision making and is reviewed annually.



All PCC decisions are underpinned by decision logs and these are published on his website and scrutinised by the Police and Crime Panel.



		Yes

		G

		G

		No Change to Narrative



		5

		Does the leadership team nurture a culture of effective governance and robust internal control across the authority?

		In line with responses to C2 and C4.



Work has continued during 2022/23 to review governance arrangements to ensure that they are fit for purpose to support changing business needs.

		Yes

		G

		G

		Narrative Still valid



		

		

		

		

		

		

		



		D

		

		

		The authority applies the CIPFA/SOLACE Delivering Good Governance in Local Government: Framework (2016)



		1

		Has the authority sought to apply the principles, behaviour and actions set out in the Framework to its own governance arrangements?

		As evidenced through the Annual Governance Statement

		Yes

		G

		G

		Narrative Still valid



		2

		Does the authority have in place a suitable local code of governance?

		The PCC and Chief Constable publish a Corporate Governance Framework, which includes a financial regulations and contract standing orders. This is reviewed by the Corporate Governance Group and considered by JAC ahead of the start of each financial year 

		Yes

		G

		G

		Narrative Still valid. A further review is planned for 2024/5.



		3

		Does the authority have a robust assurance process to support its AGS?

		The AGS was prepared this year by the Force Programme Manager in consultation with all relevant stakeholders and then considered by the Corporate Governance Group and Joint Audit Committee 



		Yes

		A

		A

		Both the arrangements and responsibilities for preparing and approving the AGS need to be reviewed to ensure that they are appropriate and timely which was an issue for 2022/3 exacerbated by the loss of the link between accounts sign off and the AGS in terms of dates



The process for 2023/4 was far smoother with both draft documents being finalised and submitted for Audit together.



		

		

		

		

		

		

		



		E

		

		

		The Financial Management Style of the authority supports financial sustainability



		1

		Does the authority have in place an effective framework of financial accountability?

		The framework of corporate governance, including Financial Regulations and contract regulations, and supported by the financial procedures.  Considerable work has been undertaken over recent years to strengthen financial management and reporting arrangements and these are imbedded within governance and management arrangements.



Budget holders are accountable for attainment of budgeted expenditure. The budget “bid” process has been linked to the FMS for the past two years and last year a comprehensive exercise was undertaken where business leads had to justify and substantiate requests for growth by reference to operational demand, albeit it should be noted that opportunities for growth have been severely restricted.



		Yes

		G

		G

		Previous narrative still valid.



		2

		Is the authority committed to continuous improvement in terms of the economy, efficiency, effectiveness and equity of its services?

		Yes, very committed but see response and actions to A3 



		Yes

		G

		G

		As Previous evidence



		3

		Does the authority’s finance team have appropriate input into the development of strategic and operational plans?

		The DOF is a member of Chief Officer team and an integral part to the development of all strategic plans.  Finance Business Partners are fully engaged at an operational level albeit this has been recognised as an area that would benefit from further strengthening.  



The CFO is a member of the PCC’s Executive Team and also sits on a number of strategic boards to provide input, challenge and scrutiny. 



Senior finance representatives sit on all key decision making and informative boards e.g. Change & Transformation Board, Programme Boards and Gold Groups



		Yes

		G

		G



		As Previous evidence



		4

		Do managers across the authority possess sufficient financial literacy to deliver services cost effectively and to be held accountable for doing so?

		Each key stakeholder in the organisation has a named finance contact. The CIPFA self- assessment of Financial Management Capability across the organisation identified a number of areas for improvements



The network of Finance Business Partners has been established as business as usual with corporate finance staff additionally attending SMT and operational groups.



Refreshed guides to purchase ordering and procurement card use are set to be issued and one-to-one demonstrations and training is regularly provided. 



The basics of financial management in policing are presented to new officer and PSCO recruits. 



		Yes

		A

		A

		

Work Completed / In Progress

The commencement of the Force Review has seen the continued awareness raising of financial considerations and implications throughout the organisation.



Coding changes for income, collaboration and IT have assisted with financial monitoring against these headings.



Further work needed.

Collaboration areas including Go Safe arrangements need work from a governance perspective. 



Difficulties in applying procurement processes suggest that more training is needed for certain key individuals despite some training courses having already been provided. This was delivered in 2023/4 – however needs to be monitored. This has included updated arrangements in relation to contract management and an increase in procurement team staffing.





		5

		Has the authority sought an external view on its financial style, for example through a process of peer review?

		Albeit not external, the CIPFA self-assessment of Financial Management Capability provided a useful tool and the national report has allowed for further reflection and comparison

 

		Yes

		G

		G



		No Further update



		6

		Do individuals with governance and financial management responsibilities have suitable delegated powers and appropriate skills and training to fulfil these responsibilities?  

		Fully detailed in the Corporate Governance Framework and Financial Regulations and Financial procedures. Awareness of these are confirmed during annual budget signoff processes.



Skills and training are reviewed as part of the DAP process



		Yes

		G

		G

		No Further update



		

		

		

		

		

		

		



		

		

		Section 3 - Long to Medium Term Financial Management





		

		

		

		

		

		

		



		F

		

		

		The authority has carried out a credible and transparent Financial Resilience Assessment



		1

		Has the authority undertaken a Financial Resilience Assessment?

		The CIPFA Financial Resilience Assessment toolkit has not been extended to cover local policing bodies.  



The Financial Management sub-group of the Achieving Financial Excellence produced a MTFP toolkit and the work of the Strategic Finance and MTFP Board/ approach to budget setting and MTFP is consistent with this.



The need for financial sustainability and financial resilience are key considerations to the production of the MTFP.   There has been year on year strides to ensure these are reflected within a balanced MTFP, with no reliance on reserves to fund recurring service costs and increasing capital financing costs incorporated into the budget.  The 2022/23 outturn position also allowed for an increase to general reserves and created an inflation mitigation reserve which further enhances financial resilience.  The ongoing review and assessment of specific reserves also provides additional resilience. Future capital expenditure requirements, potential future reductions to core funding as a result of the formula review and a myriad of other financial pressures as outlined in the MTFP mean that financial challenges remain.



Benchmarking exercise were conducted as preliminary to budget setting which triggered management awareness of alternative solutions





		Partially 

		A

		A

		Areas Achieved

The 2024/5 budget process is complete, and this has addressed some of the resilience issues in relation to WG Grants and previous concerns around the financial impact of pension valuations.



The revenue budget has remained resilient in terms of out-turn.

 

The DoF has undertaken a comprehensive review as part of the CIPFA AFEP Data Analytics.  This work will be reflected upon within MTFP considerations for 2025/6 by the CFO and reported in the MTFP.  



An increase in general reserves has been implemented in 2023/4 from savings against budget in those years.



Financial resilience continues to be a challenge across policing and the Public Sector in general.



Areas for further Action

Further national work is ongoing to provide a robust financial resilience assessment which can be used consistently. 



Further explore benchmarking outcomes to identify potential opportunities for change/ further review.



Future Capital Financing and borrowing levels continue to cause concern. Grant levels are high re pensions, WG and Uplift. Uncertain Impact of the formula funding review being conducted by the Home Office.





		2

		Has the Assessment tested the resilience of the authority’s financial plans to a broad range of alternative scenarios?

		As above

		Partially

		A

		A

		As Above. General reserves increased in 22/3 and 2024/5. 



Areas for further Action

Comprehensive scenario planning exercise to be undertaken.





		3

		Has the authority taken appropriate action to address any risks identified as part of the assessment  

		As above

		Partially

		A

		A

		As Above. General Reserves increased in 22/3 and 2024/5.



Areas for further Action

Comprehensive scenario planning exercise to be undertaken.





		

		

		

		

		

		

		



		G

		

		

		The authority understands its prospects for financial sustainability in the longer term and has reported this clearly to Members



		1

		Does the authority have a sufficiently robust understanding of the risks to its financial sustainability?

		The key risks are highlighted in the Medium-Term Financial Plan



		Partially

		A

		G

		Although this has previously been RAG rated as green, the scale of uncertainties and impact of inflationary pressures, likely pension increases and impacts from the Police Funding Formula Review have required the CC to initiate a Force Review to address the financial challenges. The conclusion of the Force Review has meant that savings have been delivered and the scale of financial challenge is now clearly articulated in the MTFP.



		2

		Does the authority have a strategic plan and long-term financial strategy that address adequately these risks?

		The Medium-Term Financial Plan is updated annually and the links to the Force Management Statement have been considerably strengthened during the last year.   The MTFP also includes a Reserves Strategy.



		Partially

		A

		G

		As above. The MTFP for 2024/5 onwards is looking more favourable in relation to future efficiency requirements. This is underpinned by an Estates, fleet replacement and a new ICT Strategy.



		3

		Has the authority sought to understand the impact on its future financial sustainability of the strategic, operational and financial challenges that it might face (e.g. using a technique such as scenario planning)?

		The Force has undertaken a fundamental review of demand over recent years and the risk assessed priorities detailed in the FMS have been reflected within the MTFP.  The Force Review was initiated as part of the assessment to forthcoming financial challenges. The MTFP fully documents the key budget assumptions in relation to future pay awards, inflationary increases, changes in grant funding and potential precept levels and also includes a risk assessment of material budgets.

The MTFP for 2024/25 provides indicative financial implications of % variations between budgeted and actual inflationary increases across a number of expenditure and income headings.





		Partially

		A

		G

		As above. The MTFP for 2024/5 onwards is looking more favourable in relation to future efficiency requirements. This is underpinned by an Estates, fleet replacement and a new ICT Strategy.



Work has been undertaken to consider different scenarios/ sensitivity analysis to changes in assumptions as part of the MTFP process and earmarked reserves have been created to address risks.



The heightened sensitivity to the impacts and wide uncertainties of inflationary pressures are recognised and have necessitated modelling.





		4

		Has the authority reported effectively to the leadership team and to members its prospects for long-term financial sustainability, the associated risks and the impact of these for short- and medium-term decision making?

		The MTFP clearly documents the range of financial issues and risks that are faced.  In year revenue and capital budget monitoring reports also identify any significant financial risks that impact on both the current and future years.  There is regular discussion of financial considerations and risks at the Medium-Term Financial Planning Group, and these are reported/ escalated accordingly within the Governance structure.   There has been increased focus and awareness as part of the Force Review.

		Yes

		G

		G

		As pre previous and narrative above. The Finance Seminar and MTFP Report clearly articulate this.



		

		

		

		

		

		

		



		H

		

		

		The authority complies with the CIPFA Prudential Code for Capital Finance in Local Authorities



		1

		Has the authority prepared a suitable capital strategy?

		The Capital Strategy is considered and approved as part of the Medium-Term Financial Plan and is considered by the Joint Audit Committee.   

		Yes

		G

		G

		As per previous Narrative. This is a 10 year Strategy.



		2

		Has the authority set prudential indicators in line with the Prudential Code?

		These are included in the Treasury Management Strategy which is considered by Joint Audit Committee

		Yes

		G

		G

		As per previous Narrative



		3

		Does the authority have in place suitable mechanisms for monitoring its performance against the prudential indicators that it has set?

		Treasury Management activity is monitored through review meetings with performance being reported periodically to Joint Audit Committee

		Yes

		G

		G

		As per previous Narrative



		

		

		

		

		

		

		



		I

		

		

		The authority has a rolling multi-year Medium Term Financial Plan consistent with sustainable service plans



		1

		Does the authority have in place an agreed medium-term financial plan?

		The Medium-Term Financial Plan was published in February 23 for 2023/24- 2027/28 but also includes an indicative 10 year capital programme.



		Yes

		G

		G

		As per previous Narrative. The Updated MTFP and precept were unanimously agreed by the Police and Crime Panel in January 2024.



		2

		Is the medium-term financial plan consistent with and integrated into relevant service plans and its capital strategy?

		Considerable work has been undertaken to align the MTFP with the FMS over the last year and indeed is considered alongside the Reserves and Capital Strategies.  Work is ongoing to further strengthen strategic corporate planning linking Police & Crime Plan, Chief priorities, FMS, workforce plan and MTFP.

		Yes

		G

		G

		As per previous Narrative. We are satisfied with these arrangements. Further integration into a Planning and Assurance Cycle is planned for 2025-6.



		3

		Has the medium-term financial plan been prepared on the basis of a robust assessment of relevant drivers of cost and demand?

		The Force have undertaken a comprehensive review of demand and the MTFP has been prepared to reflect both this alongside the prioritised risks identified as part of the FMS. 

The MTFP includes both capital and revenue implications of transformation and technological programmes and projects and also considers a range of local, regional and national initiatives.

  

		Yes

		G

		G

		As per previous Narrative. We are satisfied with these arrangements. Further integration into a Planning and Assurance Cycle is planned for 2025-6.



		4

		Has the medium-term financial plan been tested for resilience against realistic potential variations in key drivers of cost and demand?

		Many changes in demand can be accommodated by effective resource management, and the recent increases in officer numbers provides additional resilience.



Cost drivers are included in the MTFP.

The heightened sensitivity to the impacts and wide uncertainties of inflationary pressures have been considered with an inflation mitigation reserve and specific reserve for energy inflation established at the end of 2022/23. 

The Chief Constable holds a reserve to assist with mitigating against any unforeseen operational and financial demands.

The MTFP for 2024/25 provides indicative financial implications of % variations between budgeted and actual inflationary increases across several expenditure and income headings.



A risk assessment against all headings is conducted annually.



		Yes

		A

		G

		Medium Term financial Planning has evolved and needed to adapt to the significant challenges posed financially over recent years including the Pandemic and the Cost of Living Crisis.





		5

		Does the authority have in place a suitable asset management plan that seeks to ensure that its property, plant and equipment including infrastructure assets contribute effectively to the delivery of services and to the achievement of the authority’s strategic aims?

		The Capital Strategy is reviewed and updated on an annual basis. There are also strategies for Estates, Fleet and ICT which are reviewed and updated periodically to ensure that the asset base is fit for purpose and supports the effective delivery of services. The Force has a 10-year Capital Strategy which incorporates future spending requirements and which forms part of the MTFP.



		Yes

		G

		G

		As per previous Narrative. The Governance arrangements including IT Strategy, SEG / OEG and Strategic Fleet Board are robust and aimed at ensuring that 10 year capital Programme are reflective of requirements and priorities.



		

		

		

		

		

		

		



		

		

		Section 4 - The Annual Budget





		

		

		

		

		

		

		



		J

		

		

		The authority complies with its statutory obligations in respect of the budget setting process



		1

		Is the authority aware of its statutory obligations in respect of the budget-setting process?

		The budget setting process is well embedded, and all parties have a clear understanding of responsibilities and requirements. 

		Yes

		G

		G

		As per previous Narrative



		2

		Has the authority set a balanced budget for the current year?

		Yes, as set by the PCC and endorsed by the Police and Crime Panel 

		Yes

		G

		G

		As per previous Narrative



		3

		Is the authority aware of the circumstances under which it should issue a Section 114 notice and how it would go about doing so?

		Both the DOF and CFO are fully aware of their responsibilities and s114 requirements

		Yes

		G

		G

		As per previous Narrative



		

		

		

		

		

		

		



		K

		

		

		The budget report includes a statement by the Chief Finance Officer on the robustness of the estimates and a statement of the adequacy of the proposed financial reserves



		1

		Does the authority’s most recent budget report include a statement by the CFO on the robustness of the estimates and a statement of the adequacy of the proposed financial reserves?

		This is included as appendix B to the MTFP

		Yes

		G

		G

		As per previous Narrative



		2

		Does this report accurately identify and consider the most significant estimates used to prepare the budget, the potential for these estimates being incorrect and the impact should this be the case?

		The MTFP fully documents the key budget assumptions in relation to future pay awards, inflationary increases, changes in grant funding and potential precept levels and also includes a risk assessment of material budgets. 

		Yes

		G

		G

		As per previous Narrative



		3

		Does the authority have sufficient reserves to ensure its financial sustainability for the foreseeable future?

		Reserves, balances and provisions are considered as part of the MTFP with reserves being specifically considered within a Reserves Strategy.  The CFOs section 25 report also includes commentary around both general and earmarked reserves.



One year grant settlements and lack of certainty over an array of specific grants are a considerable hinderance to medium term financial planning and remain a noted risks.

		Yes

		G

		G

		As per previous Narrative



		4

		Does the report set out the current level of the authority’s reserves, whether these are sufficient to ensure the authority’s ongoing financial sustainability and the action that the authority is to take to address any shortfall?

		The MTFP includes the Reserves Strategy and sets out the forecasted reserves for 2022/23 – 2029/30

		Yes

		G

		G

		As per previous Narrative



		

		

		

		

		

		

		



		

		

		Section 5 - Stakeholder Engagement and Business Plans





		L

		

		

		The authority has engaged where appropriate with key stakeholders in developing its long term financial strategy, medium term financial plan and annual budget



		1

		How has the authority sought to engage with key stakeholders in developing its long-term financial strategy, its medium-term financial plan and its annual budget?

		The MTFP includes narrative at section 10 to the approach to budget setting.



Finance Business Partners liaise with budget holders to identify pressures and efficiency savings and reassess baseline requirement.



MTFP Group considers revenue and capital requirements linking in with Strategic Estates Group, IT Strategy Group, Fleet Strategy Group.



Use of CIPFA/ HMICFRS VFM profiles



Work with partners to understand financial implications of local, regional and national initiatives/ collaborative activities.



Annual Finance Seminar with Police and Crime Panel and Joint Audit Committee with additional extensive scrutiny by the P&CP Precept Subgroup which included specific review of delivery of the cost reduction/ savings plan in 2023/24.



The PCC undertakes public consultation on his proposed council tax precept increase as statutorily required

 

		Yes

		G

		G

		As per previous Narrative



		2

		How effective has this engagement been?

		The Police & Crime Panel have expressed their ongoing thanks for the willingness, openness and transparency to information sharing throughout the MTFP process.  



The MTFP includes the outcomes of the public consultation with an opportunity to provide comments. 



The Police and Crime Panel unanimously supported the PCCs proposed increase in council tax precept  



		Yes

		G

		G

		As per previous Narrative



		3

		What action does the authority plan to take to improve its engagement with key stakeholders?

		Both the Force and OPCC actively undertake a range of engagement activities both separately and collectively.  Social media platforms are actively used to extend engagement opportunities.   An internal communications department has associated governance arrangements to consider communications and engagement strategies.

 There are comprehensive structures of partnership/ collaboration/ national meetings with an array of key stakeholders.  

		Yes

		G

		G

		As per previous Narrative



		

		

		

		

		

		

		



		M

		

		

		The authority uses an appropriate documented option appraisal methodology to demonstrate the value for money of its decisions



		1

		Does the authority have a documented option appraisal methodology that is consistent with the guidance set out in IFAC/PAIB publication ‘Project and Investment Appraisal for Sustainable Value Creation: Principles in Project and Investment Appraisal’?

		Arrangements have been significantly strengthened under the governance of the Change & Transformation Group. Specifically:



All Programmes have documented assessment of impact / benefits at all stages - a ‘condition’ of funding being awarded



There are defined stages of Project Proposal (with form) / In life Reporting of progress / project completion and Review stage



There is a focus on larger Projects and Programmes >£25K



Other tools include:

· Project Proposal - approval mechanism

· Project management arrangements / full business case

· Benefits Monitoring in life

· Completion Reports



		Partially

		A

		A

		Work Achieved

The Force has utilised net present value and five case models to assess and appraise investment options in areas such as estates rationalisation and sustainability to good effect which has resulted in VFM improvements and cashable savings.



Work remaining Outstanding.

Reinforce communications and change culture regarding benefits realisation.



Develop stronger links between Change and Transformation Board and Force Efficiency plan managed by the Productivity and Efficiency Group. 



Links with Force awards and recognition to be further enhanced to reduce duplication and celebrate success.





		2

		Does the authority offer guidance to officers as to when an option appraisal should be undertaken?

		See response to M1 – arrangements strengthened and continue to mature 



Finance Business Partners are responsive and supportive to emergent demands. 







		Yes

		A

		A

		Reinforce communications and change culture



		3

		Does the authority’s approach to option appraisal include appropriate techniques for the qualitative and quantitative assessment of options?

		Where appropriate, qualitative and quantitative measures are included

		Yes

		A

		A

		Arrangements need to be further developed through guidance documentation.



		4

		Does the authority’s approach to option appraisal include suitable mechanisms to address risk and uncertainty?

		Associated risks are considered but these could be strengthened 



		Yes



		A

		A

		To be strengthened in project proposals/ option appraisals



		5

		Does the authority report the results of option appraisals in a clear, robust and informative manner that gives clear recommendations and outlines the risk associated with any preferred option(s)?

		Decisions arising from Change and Transformation and the FMS process are communicated to senior leads and their management teams. Project leads will attend on invitation basis to present proposals or hear justified outcomes.



		Yes

		A

		A

		See above.



		

		

		

		

		

		

		



		

		

		Section 6 -Monitoring Financial Performance





		N

		

		

		The leadership team takes action using reports enabling it to identify and correct emerging risks to its budget strategy and financial sustainability



		1

		Does the authority provide the leadership team with an appropriate suite of reports that allows it to identify and to correct emerging risks to its budget strategy and financial sustainability?

		There is regular (in the main monthly) reporting which is consistent in format and contains comprehensive financial information and narrative on both revenue and capital and emerging risks and issues.  These are considered widely within the governance structure.  Financial reports are also provided to individual budget holders who also have regular engagement with their Finance Business partners.



		Yes

		G

		G

		As per previous Narrative



		2

		Do the reports cover both forward and backward looking information in respect of financial and operational performance?

		Yes

		Yes

		G

		G

		As per previous Narrative



		3

		Are there mechanisms in place to report the performance of the authority’s significant delivery partnerships such a contract monitoring data?

		The financial reports include any emerging issues with contracts and collaborative activities.  The Head of Procurement provides regular reporting through Strategic Finance & Procurement Group of any emerging issues. 

		Yes

		G

		G

		As per previous Narrative



		4

		Are the reports provided to the leadership team in a timely manner and in a suitable format?

		Consistent and comprehensive reporting is provided 

		Yes

		G

		G

		As per previous Narrative



		5

		Is the leadership team happy with the reports that it receives and with its ability to use these reports to take appropriate action?

		Yes

		Yes

		G

		G

		As per previous Narrative



		

		

		

		

		

		

		



		O

		

		

		The leadership team monitors the elements of its balance sheet which pose a significant risk to its financial sustainability



		1

		Has the authority identified the elements of its balance sheet that are most critical to its financial sustainability?

		Considerable work has been undertaken on various aspects of working capital within the balance sheet and this is managed on a monthly basis as part of balance sheet reconciliations with early engagement with service departments as required.



Cashflow and Treasury Management activities are closely monitored and additional arrangements have been put in place to strengthen both resourcing and overview activity

		Yes

		G

		G

		As per previous Narrative



		2

		Has the authority put in place suitable mechanisms to monitor the risk associated with these critical elements of its balance sheet?

		Regular discussions and reporting in place and overseen by Strategic Finance & Procurement Group and CFO. 

		Yes

		G

		G

		As per previous Narrative



		3

		Is the authority taking action to mitigate any risks identified?

		The internal control environment is closely monitored with the Internal Audit plan being risk based.  Active consideration of risks and requirements for related provisions form part of regular reporting and the statement of accounts process.



		Yes

		G

		G

		As per previous Narrative



		4

		Does the authority report unplanned use of its reserves to the leadership team in a timely manner?

		Revenue and capital monitoring reports are reported through the governance structure and include any proposals for the movements to and from reserves. The DOF and CFO also discuss any potential reserve movements on an ad hoc basis and reported through the governance structure accordingly.

		Yes

		G

		G

		As per previous Narrative



		5

		Is the monitoring of balance sheet risks integrated into the authority’s management accounts reporting processes?

		The implications on any balance sheet risks and movements are reflected within financial reporting

		Yes

		G

		G

		As per previous Narrative



		

		

		

		

		

		

		



		

		

		Section 7 - External Financial Reporting





		P

		

		

		The Chief Finance Officer has personal responsibility for ensuring that the statutory accounts provided to the local authority comply with the Code of Practice on Local Authority Accounting in the United Kingdom



		1

		Is the authority’s CFO aware of their responsibilities in terms of the preparation of the annual financial statements?

		Both the CFO and DOF are fully aware of their responsibilities and ensure that the Corporate Finance have necessary arrangements and resources in place

		Yes

		G

		G

		As per previous Narrative



		2

		Are these responsibilities included in the CFO’s role description, personal objectives and other relevant performance management mechanisms?

		They are included in both the CFO and DOF role profiles and are considered as part of performance management through the DAP process 

		Yes

		G

		G

		As per previous Narrative



		3

		Have the authority’s financial statements hitherto been prepared on time and in accordance with the requirements of the Code of Practice on Local Authority Accounting in the United Kingdom?

		Audit Wales have continued to undertake the statutory external audit of the financial statements and there has been a good track record of compliance, early closedown and unqualified external audit sign-off.





		Yes

		A

		A

		Some challenges arose as part of the audit of 2021/22 accounts and there were delays in finalising the draft 2022/23 accounts.  Further consideration will be given to actions arising from the Final Accounts Memorandum with further post project learning to be reflected upon.  These will be overseen by the Strategic Finance & MTFP Board.

The Joint Audit Committee are also considering their involvement and oversight to provide appropriate assurance.   





		

		

		

		

		

		

		



		Q

		

		

		The presentation of the final outturn figures and variations from budget allow the leadership team to make strategic financial decisions



		1

		Is the authority’s leadership team provided with a suitable suite of reports on the authority’s financial outturn and on significant variations from budget?

		An outturn report provides the high-level variation analysis and this is then utilised to inform proposals on reserve movements.  The narrative report within the statement of accounts also provides a high level analysis.  Detailed discussions also take place at Policing Board on areas of significant variation.



		Yes

		G

		G

		As Previous Narrative



		2

		Is the information in these reports presented effectively?

		Yes. 



		Yes

		G

		G

		As Previous Narrative



		3

		Are these reports focused on information that is of interest and relevance to the leadership team?

		Yes, it provides information on the full revenue budget and highlights variances which are both one-off and those that have an ongoing financial implication 

		Yes

		G

		G

		As Previous Narrative



		4

		Does the leadership team feel that the reports support it in making strategic financial decisions?

		Yes 

		Yes

		G

		G

		As Previous Narrative
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JOINT AUDIT COMMITTEE REPORT 2nd October 2024

PURPOSE: JOINT AUDIT COMMITTEE SCRUTINY 







Timing:  Routine





Title: Annual Treasury Management Outturn Report for 2023/24



                            



Category of Decision / Business Area Impact: Statutory Requirement - Finance







Executive Summary

2023/24

During the financial year 2023/24, treasury management activities were undertaken in compliance with the approved Treasury Management Strategy Statement and underpinning treasury management practices.





















	Recommendation:

The report is submitted to the Joint Audit Committee for information and comment, and to provide further assurance to the Police and Crime Commissioner.
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Report of Chief Finance Officer of the PCC to the Joint Audit Committee

Annual Treasury Outturn Report for 2023/24



1. Purpose of Report



This report summarises the following: 

· The wider economic position during 2023/24.

· Treasury Management activity undertaken during 2023/24.

· Actual prudential and treasury indicators for 2023/24.



2. Background



The Commissioner is required by regulations issued under the Local Government Act 2003 to produce an annual treasury management review of activities and the actual prudential and treasury indicators for 2023/24. This report meets the requirements of both the CIPFA Code of Practice on Treasury Management, (the Code), and the CIPFA Prudential Code for Capital Finance in Local Authorities, (the Prudential Code). 

During 2023/24, the minimum reporting requirements were as follows:

· An annual Treasury Management Strategy Statement (TMSS) in advance of the year.  The TMSS for 2023/24 was presented to the Joint Audit Committee (JAC) on 28 March 2023. 

· A mid-year, (minimum), treasury update report.  This was presented to JAC on the 8 November 2023. 

· An annual Treasury Management Outturn Report following the end of the year which describes the actual activity for the year, compared to the TMSS (this report). 

The regulatory environment places responsibility on JAC members for the review and scrutiny of treasury management policy and activities. This report is therefore important in that respect, as it provides details of the outturn position for treasury activities and highlights compliance with the Commissioners policies previously approved by members.  

Member training on treasury management issues was undertaken during the year on 28 November 2023 in order to support members’ scrutiny role.













3. Economic Background (as provided by Treasury Management Advisor - Link - in April 2024)



UK Economy 

Against a backdrop of stubborn inflationary pressures, the Russian invasion of Ukraine, and war in the Middle East, UK interest rates have continued to be volatile right across the curve, from Bank Rate through to 50-year gilt yields, for all of 2023/24.

Markets have sought an end to central banks’ on-going phase of keeping restrictive monetary policy in place on at least one occasion during 2023/24 but to date only the Swiss National Bank has cut rates and that was at the end of March 2024.

UK, Eurozone (EZ) and US 10-year yields have all stayed stubbornly high throughout 2023/24.  The table below provides a snapshot of the conundrum facing central banks: inflation is easing, albeit gradually, but labour markets remain very tight by historical comparisons, making it an issue of fine judgment as to when rates can be cut.  



		

		UK

		Eurozone

		US



		Bank Rate

		5.25%

		4%

		5.25%-5.5%



		GDP

		-0.3%q/q Q4            (-0.2%y/y)

		+0.0%q/q Q4 (0.1%y/y)

		2.0% Q1 Annualised



		Inflation

		3.4%y/y (Feb)

		2.4%y/y (Mar)

		3.2%y/y (Feb)



		Unemployment Rate

		3.9% (Jan)

		6.4% (Feb)

		3.9% (Feb)







The Bank of England sprung no surprises in their March meeting, leaving interest rates at 5.25% for the fifth time in a row and, despite no Monetary Policy Committee (MPC) members no longer voting to raise interest rates, it retained its relatively hawkish guidance. The Bank’s communications suggest the MPC is gaining confidence that inflation will fall sustainably back to the 2.0% target. However, although the MPC noted that “the restrictive stance of monetary policy is weighing on activity in the real economy, is leading to a looser labour market and is bearing down on inflationary pressures”, conversely it noted that key indicators of inflation persistence remain elevated and policy will be “restrictive for sufficiently long” and “restrictive for an extended period”.

Of course, the UK economy has started to perform a little better in Q1 2024 but is still recovering from a shallow recession through the second half of 2023.  Indeed, Q4 2023 saw negative Gross Domestic Product (GDP) growth of -0.3% while y/y growth was also negative at -0.2%.

But it was a strange recession.  Unemployment is currently sub 4%, against a backdrop of still over 900k of job vacancies, and annual wage inflation is running at above 5%.  With gas and electricity price caps falling in April 2024, the Consumer Price Index (CPI) measure of inflation - which peaked at 11.1% in October 2022 – is now due to slide below the 2% target rate in April and to remain below that Bank of England benchmark for the next couple of years, according to Capital Economics.  The Bank of England still needs some convincing on that score, but upcoming inflation and employment releases will settle that argument shortly.  It is noted that core CPI was still a heady 4.5% in February and, ideally, needs to fall further.

Shoppers largely shrugged off the unusually wet weather in February, whilst rising real household incomes should support retail activity throughout 2024.  Furthermore, the impact of higher interest rates on household interest payments is getting close to its peak, even though fixed rate mortgage rates on new loans have shifted up a little since falling close to 4.5% in early 2024.  

From a fiscal perspective, the further cuts to national insurance tax (from April) announced in the March Budget will boost real household disposable income by 0.5 - 1.0%.  After real household disposable income rose by 1.9% in 2023, Capital Economics forecast it will rise by 1.7% in 2024 and by 2.4% in 2025. These rises in real household disposable income, combined with the earlier fading of the drag from previous rises in interest rates, means GDP growth of 0.5% is envisaged in 2024 and 1.5% in 2025.  The Bank of England is less optimistic than that, seeing growth struggling to get near 1% over the next two to three years.

As for equity markets, the FTSE 100 has risen to nearly 8,000 and is now only 1% below the all-time high it reached in February 2023. The modest rise in UK equities in February was driven by strong performances in the cyclical industrials and consumer discretionary sectors, whilst communications and basic materials have fared poorly. 

Despite its performance, the FTSE 100 is still lagging behind the S&P 500, which has been at an all-time high for several weeks. 

USA Economy

Despite the markets willing the Federal Open Market Committee to cut rates as soon as June 2024, the continued resilience of the economy, married to sticky inflation, is providing a significant headwind to a change in monetary policy.  Markets currently anticipate three rate cuts this calendar year, but two or less would not be out of the question.  Currently, policy remains flexible but primarily data driven.

In addition, the Federal Reserve System will want to shrink its swollen $16 trillion balance sheet at some point.  Just because the $ is the world’s foremost reserve currency (China owns over $1 trillion) does not mean the US can continually run a budget deficit.  The mix of stubborn inflation and significant treasury issuance is keeping treasury yields high.  The 10 year stands at 4.4%.  

As for inflation, it is currently a little above 3%.  The market is not expecting a recession, but whether rates staying high for longer is conducive to a soft landing for the economy is uncertain, hence why the consensus is for rate cuts this year and into 2025…but how many and when?

EZ Economy

Although the Euro-zone inflation rate has fallen to 2.4%, the European Central Bank will still be mindful that it has further work to do to dampen inflation expectations.  However, with growth steadfastly in the slow lane (GDP flatlined in 2023), a June rate cut from the current 4% looks probable. 



4. Borrowing Strategy 2023/24



The Police and Crime Commissioner’s borrowing strategy continues to address the key issue of affordability without compromising the longer-term stability of the debt portfolio.



Interest rates have seen substantial rises over the last two years, although these rises have now begun to plateau. On 31st December 2023, the PWLB certainty rates for maturity loans were 4.74% for 10-year loans, 5.18% for 20-year loans and 5.01% for 50-year loans.  Their equivalents on 31st March 2023 were 4.33%, 4.70% and 4.41% respectively.  



The cost of short-term borrowing from other local authorities generally rose with Base Rate over the year.  Interest rates peaked at around 7% towards the latter part of March 2024 as many authorities required cash at the same time.  



In February 2024, there was a need for the Police and Crime Commissioner to address temporary cash flow shortages, and a decision was made to externalise some of our internal borrowing.  Various borrowing options were explored, and following discussions with Treasury Management Advisor, Link, a Fixed Rate Maturity Loan for £10m was arranged with the PWLB. A Fixed Rate Maturity Loan is where interest only is paid during the term of the loan, and principal is repaid at the end of the loan. The loan was agreed for a period of one year, at a certainty rate of 5.47%. 



The table below summarises the movement in borrowing during 2023/24.



		

		Balance on  1/4/23                           £m

		Debt Maturing             £m

		New Borrowing £m

		Balance on 31/3/24               £m



		Total PWLB borrowing

		0.982

		(0.297)

		10.000

		10.685







Capital expenditure was funded via internal resources and earmarked capital reserves. 



CIPFA’s 2021 Prudential Code is clear that local authorities must not borrow to invest primarily for financial return and that it is not prudent for local authorities to make any investment or spending decision that will increase the capital financing requirement and so may lead to new borrowing, unless directly and primarily related to the functions of the Police and Crime Commissioner. PWLB loans are no longer available to local authorities planning to buy investment assets primarily for yield unless these loans are for refinancing purposes.



The Police and Crime Commissioner has not invested in assets primarily for financial return or that are not primarily related to the functions of the Police and Crime Commissioner. It has no plans to do so in future.



5. Investment Activity in 2023/24

The CIPFA Treasury Management Code now defines treasury management investments as those investments which arise from the Police and Crime Commissioner’s cash flows or treasury risk management activity, that ultimately represents balances that need to be invested until the cash is required for use in the course of the business.

Both the CIPFA Code and government guidance require the Police and Crime Commissioner to invest funds prudently, and to have regard to the security and liquidity of treasury investments before seeking the optimum rate of return, or yield.  The Police and Crime Commissioner’s objective when investing money is to strike an appropriate balance between risk and return, minimising the risk of incurring losses from defaults and the risk of receiving unsuitably low investment income.

Bank Rate increased by 1% over the period, from 4.25% at the beginning of April 2023 to 5.25% by the end of March 2024.  Short term rates peaked at 5.7% for 3-month rates and 6.7% for 12-month rates during the period, although these rates subsequently began to decline towards the end of the period. Money market rates also rose and were 5.14% by the end of March 2024. 

As of the 31 March 2024 Dyfed Powys held £9.0m of invested funds, representing income received in advance of expenditure plus balances and reserves held.  



		Investments

		Balance on 1 April 2023



£m

		Net Movement





£m

		Balance on 31 March 2024



£m



		Money Market Funds

		4.0

		5.0

		9.0



		Total Investments

		4.0

		5.0

		9.0
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		2021/22

		2022/23

		2023/24

		Difference (2022/23 & 2023/24)



		Average investment made

		£1.987m

		£2.154m

		£2.083m

		(£0.071m)



		Average number of days of each investment

		73.91

		46.48

		43.32

		(3.16)



		Average daily total invested

		£18.417m

		£10.500m

		£11.666M

		£1.166m



		Average rate of interest

		0.14%

		2.16%

		4.94%

		2.78%







Security of capital remained the Police and Crime Commissioner’s main investment objective. This was maintained by following the counterparty policy set out in the Treasury Management Policy Statement for 2023/24 and resulted in investments only being made with institutions defined as “high credit quality” - those having a long-term credit rating of (A-) or higher.

As a reaction to the COVID-19 pandemic, the base rate was reduced in 2020/21 and 2021/22 but base rates rose steadily from April 2022 onwards.

The average daily total invested in 2022/23 and 2023/24 was considerably lower than it was in prior years.  This was due to significant payments being made for the construction of the new custody facility in Llanelli, resulting in less funds being available to invest.  

The average number of days of each investment reduced from 46.48 days in 2022/23 to 43.32 days in 2023/24.  During 2023/24, with such large capital payments being made, and with cash balances depleting, it became increasingly important to balance liquidity requirements.  This was carried out by utilising Short Term Fixed Deposits or Money Market Funds as opposed to Long Term Investments.







The table below compares Dyfed Powys return on total Investment Portfolio with other Treasury Advisor clients as at 31 March 2024:

		Investment Benchmarking
31 March 2024

		Dyfed Powys Police

		18 Police Authorities Average

		30 Police & Fire Authorities Average



		Fixed Deposits

		0.00%

		46.11%

		46.65%



		Calls

		0.00%

		20.79%

		23.79%



		Money Market Funds

		100.00%

		29.17%

		28.50%



		Bonds

		0.00%

		0.00%

		0.24%



		Structured Products

		0.00%

		2.54%

		0.00%



		Certificates of Deposit

		0.00%

		1.37%

		0.82%



		Total Investments

		£9.0m

		£31.9m

		£22.8m



		Weighted Average Rate of Return

		5.20%

		5.18%

		5.12%



		Weighted Average Time to Maturity

		0

		33

		42



		Weighted Average Total Time

		0

		88

		98



		Weighted Average Credit Risk * 

		1.00

		2.57

		2.97





* Weighted Average Credit Risk: Scores are in the range 1-7, lower scores are better. Mid-range scores are typically attached to investments of 1 year duration. The investment at 31 March 2024 met this test.



Dyfed-Powys investments are in the low range with a very low rated risk. This compares favourably with the majority of other investors who have achieved similar or worse returns with considerably higher risk.

The Model Weighted Average Rate of Return can be seen on the following page and is produced by taking into account the risks inherent in the portfolio. For Dyfed-Powys this has been calculated as 5.30%. The actual Weighted Average Rate of Return is 5.20% which is in line with expected performance.
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6. Budgeted Income and Outturn for 2023/24

The Commissioner’s budget for investment income for 2023/24 was £275k (the budget was £120k in 2022/23).

Actual investment income received in 2023/24 was £729k (£297k in 2022/23). 

The income was higher than budgeted and this was largely due to receiving the Police Grant of £18m up front in April 2023, which resulted in surplus cash to invest during the first half of the financial year. As mentioned above, increases in the UK Bank base rate during the year also contributed to the higher levels of income.

		

		£’000



		Original Budgeted Investment Income 2023/24

		275



		Actual Investment Income received in 2023/24

		729



		Difference in Estimated Budget

		454





 



















7. Performance Measurement of Treasury Management Function in 2023/24

As detailed in Treasury Management Practice Statement TMP2 of the 2023/24 TMSS, the following measures have been utilised to monitor the performance of the Treasury Management Function:

		

		Performance Measure

		Achieved in 2023/24?



		1

		Achieving the budgeted investment income

		Yes



		2

		Ensuring cash balance cover of 31 days

		Yes



		3

		Ensuring that investments are only placed with institutions which comply with the annual TMSS

		Yes



		4

		Ensuring approved counter-party limits are adhered to

		Yes



		5

		Expected levels of investments per month compared to actual level of investment

		Yes



		6

		Average rate of return of investments per month compared to target rate

		Yes







8. Compliance

Appendix A to this report provides a summary of performance against the Prudential and Treasury Management Indicators set for 2023/24.

All treasury management activities undertaken during the year complied fully with the principles in the Treasury Management Code and the Police and Crime Commissioner’s approved TMSS.



9. Appendices

· Appendix A – Prudential and Treasury Management Indicators



10. Background / Supporting papers

· Local Government Act 2003

· CIPFA Treasury Management in Public Services

· CIPFA Prudential Code

11. Contact details

Author(s):	Nicola Davies/ Karen Davies / Emily Griffiths

Email:		nicola.davies@dyfed-powys.police.uk 

Karen.davies1@dyfed-powys.police.uk

Emily.griffiths@dyfed-powys.police.uk



12.  Public Access to Information



		Information in this form is subject to the Freedom of Information Act 2000 (FOI Act) including the exemptions set out within the Act and other relevant legislation. Where the exemptions or other restrictions are applicable, this form will be edited prior to being made available on the OPCC website within 5 working days of consideration by the Policing Board.
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